ONTT

B 3
N 2
= g
¥

s N

Wb fé D o

IS5AI\>—HINF>RE
PETs

20265F2H2H
NTT(#K) L =IBRIAFTFR
S




H5FUL

c(FEEL) T73ANY—HRF VY RZEATVEAN O L DT
s TTANT=HANF L AIEROEBEOHER BEDEEOCY) £ L
TEOHLNTEY, TIIYRIZEBOXARD 0 EBEN BT > T D L
IAHTHB

- (FEE2) —H. 774/ —5geHiiT (PETs) »WFEZEH TV 5
« PETs: Privacy Enhancing Technologies
c TEL12THH YT L ERNLGPETsDERBA T il A 5

- (588 3) PETsO &k
cPETSAN T TA NS —HNRNF U RANEDL D ICEET DDHDEER
« T —XDWEEZRMY - EARBMEDE L
cTF—=RFAT7HA4 N - PSR EDOBR

© NTT, Inc. 2026



TSAINS—HINFOR



TSAINS—HINF>REF
c [TT7ANRY—FEDY X7 S CEREOERICAIT. BE2&FEHN,aI v b
L. fEfOmH] 2B - Hee ‘é’ﬁ% Z&]

« TOHZEREILTE
e JL—JL (FHE - ) KD SR B S L RBRRTLT 3 j T

TZIS%' (BEE) i

HENEFOE

N1
BA (VRI7EE) OEfHE w
ERDERIELT : o
/ A E=sUSY ESFRR (= hF—
(ER3|5% - &5tk
- TS5+ —IC
— [ MIBEED \ ) — Tk
| @ 7 M/ ,\i B - SRS
Il: HROZ S 5 Mo i | [ e
FAER i Ay TV T
- » 3] .
Y7 HNE. D .
Fg _ - e E
l £ : r—3>
e MK A4 TITANY=HANF L ZADTL=LT =7 (A XA=2)
ZIKNFE%'J ’\@5@}7‘5 KERIIEENINE
o~ —o *1) DXEFRICEB T AED T T A4 /N —H/NF TILAA K7y Zverl.3 (H5HbELB25HKET
/r ST |\ }I(T-I-}’_IL\J_‘ ! httpsﬁ/w?vvi.rieti./go{jp/po/licy/ﬁfxpjiz;;:rivacy/gui/dek\:scr)kfve(r—f.&pdf :

© NTT, Inc. 2026 4



TSANS—HINFADER (VURIER) LEREEDHIE

c BAOEZRIZ, K= JHRr, HIE, WIniColrsons
cFMABOZUMEIZNBOH Y ADOSE T, ZOHIIRE L CTHBOZIEHIRA H 5
cBHEZR EHENVEOEANEHREEZEEE O IGITATDOELY

ER (VA7ER) 0ER BIEEHA K54 )
T AMAEOZHE FEBW (GL3-1)
M ERY &% AEEFMADOEIE (GL3-2)
| SEET) A LI 3 iEIEHR%% (GL3-3)

2B HEE (GL3-4)

| 2

AlEES s ,)F:'ﬁzm EDHE (GL3-5)
o IRNFER] A~ DX = FMt (GL3-6,7)

AT b NF - FREsK ¢ ETIE - =1k

© NTT, Inc. 2026 %II\%E&&IE% (G L3'8,9)



IS4 )\ —[RHI @) OECD

OECD 7’5 ANRY—HAFSA4 Y 8EAI"ME ISO 754N —T7L—LT—572
c TSANY—HNRF Y ZDEES S OREDT — R REEDERE B> TN
1. Collection Limitation/INEEHI|BR DRl — 1s0c&Data Minimization % Sk H L
2. Data Quality/7 — 2 RNA DR Bl — 150t Accuracy and Quality & BBHE(L

3. Purpose Specification/ B BI%FE DR Bl — 150<k Purpose legitimacy and
specification & BB#E1L

4. Use Limitation/#] &R R Bl|— 1s0ci Use, retention and disclosure limitation
(3L K

5. Security Safeguards/Z &2 RE DR A
6. Openness/ﬁiﬁ;-ﬁ M J& Bl]— 150¢iz Qpenness, transparency and notice & BERE(Y

7. Individual Participation/{& A Zh0D JR Al — 1s0<k |ndividual participation and
access & BAMETL

8. Accountability/&EF DR Al - 1s0<it Accountability + Privacy compliance |25 2
o BBISOTIFINECHHIZHELL TUL 7z Consent and choice % Jhi7 2238

© NTT, Inc. 2026 *1 OECD Guidelines on the Protection of Privacy and Transborder Flows of Personal Data 6
*2 1SO/IEC 29100:2024 Information technology — Security techniques — Privacy framework



TSAIINS—HINFOR (IME)

c TTANY—=HNF UV REF [TT7AN —FEOY R VEBEEBOME
RICAT, BEENTII Y FL, HBOKG ZHEE - #5652 &
« TTANY —HANF U ZOBERIZIL—IL(HE - B/E). FHI(EE).
BA(U R 7EE)DEAE
BERADOER(Z. B, MAEBR. BYIRNE, FEEE. NAKE
MA~DOFH. A4 T v XIS
c A EDEH Tl
Uxﬁ@ﬁ FrICEY AR A (Z2BE)CHBBER(C X BHIR) Z i
IZADNAN LN TS

-?—ﬁiﬁﬁﬁc:jb‘ﬁ%ﬁflﬁﬁﬁi EYHITFBOZIFYITZE &5k D D EZ
NHoEZZHND

© NTT, Inc. 2026



PETs

Privacy Enhancing Technologies



PETs& (&{alh ?

c PRROHIRE LTIRA LN TWLS
ARG, B, B, ENTIA N — BT — &2 (LB
FREDE) . MPC. #RZES (U EWEFE). TEE, EEFE S
cFULBICEREERIET E, T77ANY—%@T 50N RHBREDE
H5H (EFEVWARBETHEDH D)
« PETs (Privacy Enhancing Technologies) O E %
T AT IV IRERILE L
OECD EDEEDLDH 5
c ERFIEE TOER T AL
« PETsO EAERFIND WL DOWEBEELINTWE Z LIEH S
c NFEDE LN NAWNADH D
cBHDODEGZLBERTELONTWNSD
c ZDFER., HEEENERINTWERNI LD
 REHORE
c AR BBERNEOY — XA 21T\, DEEREERZLLOHD
o RENLPETsZIZET 2



PETSEEDEERE

« OECD (2023)

. Emergmﬁ privacy-enhancing technologies: Current regulatory and policy
approache

« PETsD? Eﬁ” CEBEREAOF O

« ENISA, EU (2022)
. Data Protection Engmeermg

o T — R RERBNZ KM TERET 2 75E

« |CO, UK (2023)
« Privacy-enhancing technologies (PETs)
« PETsIZHIE L. AIDIRICIZDODH

« NSTC, US (2023)

* National Strategy to Advance Privacy-Preserving Data Sharing and
Analytics

« TTANY —HFHRICT — X 2 S DHIEZ 5 1= O [EREEE

SRR BRI (2023)
¢« [tXATART—ERBERZ IESEERMN (SHERS) | ICBT2TE
[ A8

« PETSOMIERFEENE (KIREETIEH Y T EA)

© NTT, Inc. 2026 10



OECD (2023) @) OECD

« Emerging privacy-enhancing technologies: Current regulatory and policy
approaches
« https://doi.org/10.1787/bf121bed-en

« PETs#EHRI C R EIAM D X &
« XY FIF S NTWLWBPETSs

 Data obfuscation tools (A )

« Anonymisation / Pseudonymisation, Synthetic data, Differential
privacy, Zero-knowledge proofs

« Encrypted data processing tools (fg=)

« Homomorphic encryption, Multi-party computation, TEE
« Federated and distributed analytics GE&/%8%)

* Federated learning, Distributed analytics
« Data accountability tools GrRREEXT/L)

* Accountable systems, Threshold secret sharing, Personal data

ot e Stores / Personal Information Management Systems 11



ENISA (European Union Agency for Cybersecurity) (2022)

« Data Protection Engineering
* https://www.enisa.europa.eu/publications/data-protection-engineering

'T XIRFEDRBZ [T — ﬁﬁnﬂ47ﬁ4/%iUﬂ4T7#wFJ“
LY DD DEFFERITEATEE
. HX ) EIF 5N TWBPETs
« Anonymisation and pseudonymisation (E&1t - fx&1b)

* Anonymisation, k-anonymity, Differential privacy, Selecting the
anonymisation scheme
_,_|:|/‘\-h—)

« Data masking and privacy-preserving computations (5555

« Homomorphic encryption, Secure multiparty computation, TEE,
Private information retrieval, Synthetic data

« Access, communication and storage (7 7 & X #lfR &)

« Communication Channels (End to end encryption), PE access

control, authorization and authentication (PE attribute-based
credentials, ZKP)

« Transparency, intervenability and user control tools ((ERRE%E)

© NTT, Inc. 2026 12



ICO (2023) e~

» Privacy-enhancing technologies (PETs)

« https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/data-sharing/privacy-enhancing-technologies/
c PEDT —XREFHEEMITIC, PETsH T —ZFREFETICE HDRILD
DH. B L UPPETsDFANIBEIR DIRMAL
«BXY EIF 5N TWBPETs (DEFIFIR RSN TLAL)
- Differential privacy, Synthetic data, Homomorphic encryption (HE),

Zero-knowledge proofs, TEE, Secure multiparty computation (SMPC),
Private set intersection (PSl), Federated learning

c T TANY =R AT ELTUTZRR
« input privacy / output privacy

© NTT, Inc. 2026 13



NSTC (2023)

« National Strategy to Advance Privacy-Preserving Data Sharing and
Analytics

« https://www.nitrd.gov/pubs/National-Strategy-to-Advance-Privacy-Preserving-Data-Sharing-and-Analytics.pdf
c TTANY —ZFHRICT — R HEDNITER 5 7= D EREE
« BV EIF BN TUWLWBPETs (PPDSA)
« Data anonymization and statistical disclosure limitation techniques
(Bt - HratrsRInsg))
« k-anonymity, Differential privacy, Synthetic data
« Cryptographic techniques (l55)
e Secure multiparty computation, Homomorphic encryption, Zero-
knowledge proof, Functional encryption

« TEE
e Policy-based approaches (7R & —~X—X)
e Other approaches

* Privacy-preserving record linkage, Private information retrieval,
Federated learning

© NTT, Inc. 2026 14



AR XEIRIF4E (2023) O

o [EFATHRT—ARBE XA SESEERMN (SEES) | ICBT5
W SR F s 78

* https://www8.cao.go.jp/cstp/anzen_anshin/4 20231225 mext.pdf

X TR T - XRBEERIRT HHIC, TRRBEDTATHA LR
B TT — X2 RET 2 BANEF D726 O RFEEBE

°/\¥E
HE = 241
fESEE REICRITS H|RIERMN (TEE F
JLnJrE’]Eﬁ/T\?ﬁD%' 7 (SDC)

© NTT, Inc. 2026 15



PETSDER
+ OECD (2023)

» PETs are digital solutions that allow information to be collected, processed,

analysed, and shared while protecting data confldentlallty and privacy.
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