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The European Data Protection Board

BN T — SR

Having regard to Article 70(1)e of Regulation 2016/679/EU of the European Parliament and
of the Council of 27 April 2016 on the protection of natural persons with regard to the
processing of personal data and on the free movement of such data, and repealing Directive
95/46/EC,

BANT —Z OB & BEET 5 BRADOREIZET S, KO, 207 —%OHMHR
BHAIZEET 2. NS, 54 95/46/EC ZBEIL 4%, 2016 4 4 H 27 H ORINGFES K
O HHE2OHHI 2016/679/EU D 70 55(1)(e) I 28,

HAS ADOPTED THE FOLLOWING GUIDELINES
WRDOHFA RTA v E2ERTS

1 PART 1-INTRODUCTION
1 H—H— 1 ZCOIC

1.1 Background

1.1 HE

Pursuant to Article 8 of the Charter of Fundamental Rights of the European Union, personal
data must be processed fairly for specified purposes and on the basis of a legitimate basis laid
down by law. In this regard, Article 6(1) of the General Data Protection Regulation® (GDPR)
specifies that processing shall be lawful only on the basis of one of six specified conditions
set out in Article 6(1)(a) to (f). Identifying the appropriate legal basis that corresponds to the
objective and essence of the processing is of essential importance. Controllers must, inter
alia, take into account the impact on data subjects’ rights when identifying the appropriate
lawful basis in order to respect the principle of fairness.

KRN G EAMEREOR 8 RITWEW, AT =T, FFEDBMOTZOIT, EHET
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Article 6(1)(b) GDPR provides a lawful basis for the processing of personal data to the extent
that “processing is necessary for the performance of a contract to which the data subject is
party or in order to take steps at the request of the data subject prior to entering into a
contract”.2This supports the freedom to conduct a business, which is guaranteed by Article
16 of the Charter, and reflects the fact that sometimes the contractual obligations towards

1 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the
protection of natural persons with regard to the processing of personal data and on the free movement
of such data, and repealing Directive 95/46/EC (General Data Protection Regulation).

EANT —% OWPNEBEST 2 BRADOREIZHT 5. KO, 207 —2 0 A HRBIERIC
B4 5. WS, F545 95/46/EC ZBEILT 5, 2016 4E 4 A 27 H OWINGES K OB FH2E O LR
(EU) 2016/679 ( %7 — 2 AR
2 See also recital 44.
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the data subject cannot be performed without the data subject providing certain personal
data. If the specific processing is part and parcel of delivery of the requested service, it is in
the interests of both parties to process that data, as otherwise the service could not be
provided and the contract could not be performed. However, the ability to rely on this or one
of the other legal bases mentioned in Article 6(1) does not exempt the controller from
compliance with the other requirements of the GDPR.
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Articles 56 and 57 of the Treaty on the Functioning of the European Union define and regulate
the freedom to provide services within the European Union. Specific EU legislative measures
have been adopted in respect of ‘information society services’.3 These services are defined as
“any service normally provided for remuneration, at a distance, by electronic means and at
the individual request of a recipient of services.” This definition extends to services that are
not paid for directly by the persons who receive them,* such as online services funded
through advertising. ‘Online services’ as used in these guidelines refers to ‘information
society services’.

KRIIES OREREIZBE 2 RO 56 S MOV 57 ki, BMNESRNIZE T —E
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The development of EU law reflects the central importance of online services in modern
society. The proliferation of always-on mobile internet and the widespread availability of
connected devices have enabled the development of online services in fields such as social
media, e-commerce, internet search, communication, and travel. While some of these
services are funded by user payments, others are provided without monetary payment by
the consumer, instead financed by the sale of online advertising services allowing for
targeting of data subjects. Tracking of user behaviour for the purposes of such advertising is

3 See for example Directive (EU) 2015/1535 of the European Parliament and of the Council, and Article
8 GDPR.

Bl Z0E, BONGES & OB HE S OFE4 (EU) 2015/1535, & (NGDPR & 8 &2 = L,
4 See Recital 18 of Directive 2000/31/EC of the European Parliament and of the Council of 8 June 2000
on certain legal aspects of information society services, in particular electronic commerce, in the
Internal Market.
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often carried out in ways the user is often not aware of,>and it may not be immediately
obvious from the nature of the service provided, which makes it almost impossible in practice
for the data subject to exercise an informed choice over the use of their data.
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Against this background, the European Data Protection Board ® (EDPB) considers it
appropriate to provide guidance on the applicability of Article 6(1)(b) to processing of
personal data in the context of online services, in order to ensure that this lawful basis is only
relied upon where appropriate.

ZOXD e m A E X BRMNT — FRiERE S(EDPB) 1%, A T A4 U —E R
BT B EH N T — % OB KT 55 6 5:(1)(b) Dt ATREMEIC DWW T, 2 Dk
RIDERGE DMK I ND L OMRT D720, WA X Azt d 52
ENEUITH DL EBZZXTND,

The Article 29 Working Party (WP29) has previously expressed views on the contractual
necessity basis under Directive 95/46/EC in its opinion on the notion of legitimate interests
of the data controller.’Generally, that guidance remains relevant to Article 6(1)(b) and the
GDPR.

55 29 SRAFEE S (WP29) 1, LART, 7 — # EEE OIE Y 7o R OMEERIZBE 3 2 A
DT, $545 95/46/EC ITHAD K L OB O FEAEICEE T 5 A2 R LT, 7
ZZTOHAZ L AE, RIFICEBWT, %655 (1) (b) XTNGDPRIZEBWTH, KIK,
FHTH D,

1.2 Scope of these guidelines
1.2 A RT A DOHiPH

These guidelines are concerned with the applicability of Article 6(1)(b) to processing of
personal data in the context of contracts for online services, irrespective of how the services
are financed. The guidelines will outline the elements of lawful processing under Article
6(1)(b) GDPR and consider the concept of ‘necessity’ as it applies to 'necessary for the
performance of a contract’.

5n this regard, controllers need to fulfil the transparency obligations set out in the GDPR.

ZORIZBE LT, EHAIL, GDPRIZED LN EHAMORE &M TFT DNEND D,
6 Established under Article 68 GDPR.

GDPR % 68 RIS & | By &7z,
7 Article 29 Working Party Opinion 06/2014 on the notion of legitimate interests of the data controller
under Article 7 of Directive 95/46/EC (WP217). See in particular pages 11, 16, 17, 18 and 55.

B 95/46/EC D 7 RIZESL 7 — X BHEE O EY 2 FGE ORI T 5 5 29 £AE¥EH S
E L 06/2014 (WP217), HFlZ. 11, 16, 17, 18, KRN X—V 2RO T L,
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11.
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Data protection rules govern important aspects of how online services interact with their
users, however, other rules apply as well. Regulation of online services involves cross-
functional responsibilities in the fields of, inter alia, consumer protection law, and
competition law. Considerations regarding these fields of law are beyond the scope of these
guidelines.

T A REOHEIL, A TA Y —ERALRAHFO—F—L ED L HITD H
DT DT HONT, BERAmEZFEL WD, —J, oBE S FRERICEH S &
Do AU TA Y —ERIZET DHMHITIL, ﬁu\ﬁﬁﬁﬁéﬁ@%%&@A%
BT OB R BENETEND, ZNOOERSEFICETLIBREIT. ZohA
K7 A T,

Although Article 6(1)(b) can only apply in a contractual context, these guidelines do not
express a view on the validity of contracts for online services generally, as this is outside the
competence of the EDPB. Nonetheless, contracts and contractual terms must comply with
the requirements of contract laws and, as the case may be for consumer contracts, consumer
protection laws in order for processing based on those terms to be considered fair and lawful.
756 2% (1)(b) IFZRKOWMETOHEHA ENDD, ZOHA 74 1%, EDPB DHERR
NToHDH, T4 =2~ ROZKIOFNEITET 2 RARITEH L2, 72
2L, FRROERKEMEIZHONT, BRNEOBEMENESF SN TORITIER 5T,
%E%£%®E—%ﬂ%’\$%®£% HES S BHRWBRAIENSHEETH D &
HIRESNDTOIIE, HEE IRGEED BN BT S TWRITAIER B 720,

Some general observations on data protection principles are included below, but not all data
protection issues that may arise when processing under Article 6(1)(b) will be elaborated on.
Controllers must always ensure that they comply with the data protection principles set out
in Article 5 and all other requirements of the GDPR and, where applicable, the ePrivacy
legislation.

T — 2 REOEARIFRAN T 5 — A7 A2 LT ICB W TRTHE1 & 5 55,

% (1) (b) IZESS B W SFEIR SO BRIZHRAEL © 57 — Z{IR#EDE T_O
WTHY D DT TliERwy, BHEIL, F5 RHESNLTWDLT —ZIR#EDIEAR
JFH KX OV GDPR DZ DA TOEME, WRNT, YT HLEIE. e /T4 —E%x
BT D 2 & 2 IR LRI TR 720,

2 PART 2 — ANALYSIS OF ARTICLE 6(1)(b)

2 BB ER—5 6 ZR(1)(b) DT

2.1 General observations

2.1 R 7 FLfiE

The lawful basis for processing on the basis of Article 6(1)(b) needs to be considered in the
context of the GDPR as a whole, the objectives set out in Article 1, and alongside controllers’
duty to process personal data in compliance with the data protection principles pursuant to
Article 5. This includes processing personal data in a fair and transparent manner and in line
with the purpose limitation and data minimisation obligations.
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Article 5(1)(a) GDPR provides that personal data must be processed lawfully, fairly and
transparently in relation to the data subject. The principle of fairness includes, inter alia,
recognising the reasonable expectations® of the data subjects, considering possible adverse
consequences processing may have on them, and having regard to the relationship and
potential effects of imbalance between them and the controller.

GDPR % 5 f(1)@)%. AT —XIL, ZOT—X EERLOBRICBNT, ®WIETH
D, DNIETHY, o, RO H L TERIONRITITR LRV EHE L T
Wb, /AIE@@EBIJ X, RIS, T X EEROBE G S AT o2&, B
WNDT = Z ERIZKEL 9 2EEBEOWREEEZEBRTL2Z L, £ LTT—ZEK
LE B ORI BIR KR O DBIE R B A BETH NG END,

As mentioned, as a matter of lawfulness, contracts for online services must be valid under
the applicable contract law. An example of a relevant factor is whether the data subject is a
child. In such a case (and aside from complying with the requirements of the GDPR, including
the ‘specific protections’ which apply to children),® the controller must ensure that it complies
with the relevant national laws on the capacity of children to enter into contracts.
Furthermore, to ensure compliance with the fairness and lawfulness principles, the controller
needs to satisfy other legal requirements. For example, for consumer contracts, Directive
93/13/EEC on unfair terms in consumer contracts (the “Unfair Contract Terms Directive”) may

8 Some personal data are expected to be private or only processed in certain ways, and data processing
should not be surprising to the data subject. In the GDPR, the concept of ‘reasonable expectations’ is
specifically referenced in recitals 47 and 50 in relation to Article 6(1)(f) and (4).

—HOMENT — ZITIERB & SN DD, IIFFEDFIETOAHRFHRNEND Z & RS
TR, T—ZOBPNTT—F TR E > TREZOPND LI RO TH- IR D
72\, GDPR Tid, [&BEAYZBI#] oMEaiE, 55 6 S(1)(f) L U@ B LT, BiSCH 47
KO 50 HIZBW TEAIZE RSN TND
9 See Recital 38, which refers to children meriting specific protection with regard to their personal data
as they may be less aware of the risks, consequences and safeguards concerned and their rights in
relation to the processing of personal data.

I 38 HESMOZ &, ZOFRETIE, FEbIX, AT —Z OB EBEL T,
B2 ) 27 fRMORERE, NS, B SOENIZOWTHZICRETE vt
LivigWizh, EOAT —ZICBE L TRBIORELZEZT 55, SAINTW5D,
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be applicable.’® Article 6(1)(b) is not limited to contracts governed by the law of an EEA
member state.?

AIRO &R0 EEEOMEE LT, A I74 0 —E 20T, @R
KNEIZEDSWTHED R b O TRITNT R 620, BETIEROF L LT, 7—
AEERDFELTHLINE I RETONS, ZOLH7EGE, (FEBICHEAS
o TFrEDRED] %251 GDPR OEfFAETF T2 Z LITMAT,) *EEHEIL,
EH OFEKIFHERERE SN OV T ORIET D ENIEZET L TWD Z & ZRk LT
22570, S5, ANEELROGEEEOFRIZ 85T 572012, FEE I, o
BB =T ER S D, Bz, HEFERNOSE, HEERNORAER
SRAFIZEAT 2455 93/13/EEC (MRAIERFKIGFRMDFRS)) BEA S 5, Y56
45 (1) (b) 1%, EEAMNERE OVEREIC X 0 Bl S5 I HRE S g,

Article 5(1)(b) of the GDPR provides for the purpose limitation principle, which requires that

personal data must be collected for specified, explicit, and legitimate purposes and not

further processed in a manner that is incompatible with those purposes.

GDPR #5 5 Z:(1)(b)ix. HMIDREDFAIZHE L TR, BAT —Z I, FFE 4L,
HETH Y, o, EYREMOIZOIZNESNRDI b DL L, 2o, ZOHMNICHE

B L2WEBER CIEMMMER WA L TR beng, BERLTn5,

Article 5(1)(c) provides for data minimisation as a principle, i.e. processing as little data as
possible in order to achieve the purpose. This assessment complements the necessity
assessments pursuant to Article 6(1)(b) to (f).

F5 RA)NX, T2 OR/MEDFAI, DF Y, ZOHEERT DO ATRER
RO DIRnNT =2 2B NT 2 KO HEL TWD, ZOFHIIEL, 5 6 5&(1)(b)5(f)
IZHEAS L MEMOFHT A Mi5ET 2D Th 5,

Both purpose limitation and data minimisation principles are particularly relevant in contracts

for online services, which typically are not negotiated on an individual basis. Technological

advancements make it possible for controllers to easily collect and process more personal

data than ever before. As a result, there is an acute risk that data controllers may seek to

include general processing terms in contracts in order to maximise the possible collection and

uses of data, without adequately specifying those purposes or considering data minimisation

obligations. WP29 has previously stated:

HEIDRE K OT — & e/ MED RN, @EEBNCR B S nwAd T A o

—E XD, FHIEEL TV D, HEIiFOESRIC LY EHFIXIZNETU RIZ

ZLOEANT—FE2BGITNEL, MO ZENTEDLLIITRhoT, ZDORER,

10 A contractual term that has not been individually negotiated is unfair under the Unfair Contract
Terms Directive “if, contrary to the requirement of good faith, it causes a significant imbalance in the
parties' rights and obligations arising under the contract, to the detriment of the consumer”. Like the
transparency obligation in the GDPR, the Unfair Contract Terms Directive mandates the use of plain,
intelligible language. Processing of personal data that is based on what is deemed to be an unfair term
under the Unfair Contract Terms Directive, will generally not be consistent with the requirement under
Article 5(1)(a) GDPR that processing is lawful and fair.

TEBNZ AW STV R WK SMAE, MERAIOEAITK LT, SBRITHESWTAEL S Y
FHEOWR L BHICEK AR EZSI SR L, ZORMIMMEEE A FEE L5938
Al RAERFHREEOEFIESE, AREL 72D, GDPR OFEHIMEO I L FKIC, K
NERZRFME ORI, L5 CTHME LT WIS O A BB T TV D, RAERZK
FUEOETO T CORRNEREMEHRBZIND S DICESFEANT —F OB IE, —iH
2, BB O SEEDOAIETH D ERET D GDPR D 555 (1) (a) (1HED < Hifh & —E D
HHHLD LB,

11 The GDPR applies to certain controllers outside the EEA; see Article 3 GDPR.

GDPR [T EEA B/ O —E DOEFBE 12 H S 415, GDPRE 35, &,
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The purpose of the collection must be clearly and specifically identified: it must be
detailed enough to determine what kind of processing is and is not included within
the specified purpose, and to allow that compliance with the law can be assessed
and data protection safequards applied. For these reasons, a purpose that is vague
or general, such as for instance 'improving users' experience’, 'marketing purposes’,
'IT-security purposes' or 'future research' will - without more detail - usually not
meet the criteria of being ‘specific’??
WRED HHNT, BIRED DB MBEHNFFE SR ITIUTR 580, DF D, K
DAL, EDIL 5 RFEFHDIKIR O IIFED ARG E, ZEARY
NERIE L, LB DEFOFFMR T — X (R D L2 PRI E DB & A
FEE T BIEEFFRR S D TRITIIZZER0, ZHAEDHEAINE, #lzIE
[2—=f =22 INY 2 XD L), [v—2o7 7 27 AR9) NIT TF=
U7 DAY, [FFFRAGRFF] & o/, HHEE L, HE0IT—MH
W92 BANL, L0 FERIPR174UE, Wi, [FHESS Ting, Ei o R
Ge IR0, 2

2.2 Interaction of Article 6(1)(b) with other lawful bases for processing

2.2 55 6 Zk(1)(b) & BK N D72 6D DA DIERIARSL & OFH A RAFR

Where processing is not considered ‘necessary for the performance of a contract’, i.e. when
a requested service can be provided without the specific processing taking place, the EDPB
recognises that another lawful basis may be applicable, provided the relevant conditions are
met. In particular, in some circumstances it may be more appropriate to rely on freely given
consent under Article 6(1)(a). In other instances, Article 6(1)(f) may provide a more
appropriate lawful basis for processing. The legal basis must be identified at the outset of
processing, and information given to data subjects in line with Articles 13 and 14 must specify
the legal basis.

RS [FRRDIBITOT-DIZME] L AR ENRWIEE, DF 0, Bkanizd
—EANRZOREDOTR NPT D Z &2 AL FREZ2 G, EDPB L, BHE T 5
R T ST WVAUE, BIOERARIL S S D IRt % Z & %mu*ﬂa LT
W5, FRZ, RPUCE o T, 86 5 (1) (a) IS < BHRIZE X b7z [H wm
ERAYES) 75>J: DEEIRGERHY S D, MOBITIZ, 5 6 5 (1) (f) 25, Hﬂﬁib\ Z
ST, KVEGIRERIRILE R 55608560 9 %, ERRALL, Hﬂ)}zb‘@ﬁ'ﬁﬁéﬂ#é:
FRE SNRTUT72 9, 728 13 RO 14 RITE-> TF — & ERICR s

HIFHICIL, ERILSFI G STV R ITUIT R 580,

Itis possible that another lawful basis than Article 6(1)(b) may better match the objective and
context of the processing operation in question. The identification of the appropriate lawful
basis is tied to principles of fairness and purpose limitation.3

12 Article 29 Working Party Opinion 03/2013 on purpose limitation (WP203), page 15-16.
HEYORREIZEE 25 29 AR E R 03/2013 (WP203), 15~16 ~X—3,

13 When controllers set out to identify the appropriate legal basis in line with the fairness principle,

this will be difficult to achieve if they have not first clearly identified the purposes of processing, or

if processing personal data goes beyond what is necessary for the specified purposes.

10
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The WP29 guidelines on consent also clarify that where “a controller seeks to process
personal data that are in fact necessary for the performance of a contract, then consent is
not the appropriate lawful basis”. Conversely, the EDPB considers that where processing is
not in fact necessary for the performance of a contract, such processing can take place only
if it relies on another appropriate legal basis.**

[FEIAZBIT 2 WP29 T A KT A Cik, MEBENZKIDBITO T DI EBRIC ML E
ANT —& OB Z RO 58556, REIZEY7Z2EMRILTIZZ2R W] 2 2220 T
HIHMEIZ STV D, W, EDPB (T, Bl W SEERIZ K DIRIT D72 DI BTl
ROGE . BIOBE G Z2ERRILUAK LT 258 12D, £D X5 2BV E1TH Z
ERFRETHDLEEZ TS, ¥

In line with their transparency obligations, controllers should make sure to avoid any
confusion as to what the applicable legal basis is. This is particularly relevant where the
appropriate legal basis is Article 6(1)(b) and a contract regarding online services is entered
into by data subjects. Depending on the circumstances, data subjects may erroneously get
the impression that they are giving their consent in line with Article 6(1)(a) when signing a
contract or accepting terms of service. At the same time, a controller might erroneously
assume that the signature of a contract corresponds to a consent in the sense of article 6(1)(a).
These are entirely different concepts. It is important to distinguish between accepting terms
of service to conclude a contract and giving consent within the meaning of Article 6(1)(a), as
these concepts have different requirements and legal consequences.
ERMEDOFFITHE, FHEE L, MEIC, B SN DERILA T 5T
DIRELZRET DME R DD, O LIE, EUIZRERRILAE 6 55 (1) (b) TH Y .
T—HEENF L TA P —ERCET RN LR T 556, FRl. B TTE D,
RO Lo TR, BRITEL L2 | FIHBRICRIE L2 758, 7— & F@IEL,
H6 5% (1) @) > TRIEEZGATWD LW )| o TtFIREZT 5 %, [FRFIC,
EHAEIL, BROOBLNE 6 & (1) (a) DEKRTOREICHET L L, o THRET
LAREMNRH D, INDHITESEROIMETH D, b OMERITRR 524K
ERERZ LD 720, AR T 2 72OICFHBMICRET 22L&, HFe 5L (1)
(@) DERTORIEEZGZDZEEE#XKBTHENEETHD,

In relation to the processing of special categories of personal data, in the guidelines on
consent, WP29 has also observed that:
KR 22 DN T — Z OBARCEE L Tk, FEICET A R7 A4 B80T,
WP29 (IR D Z & HfEf L T\ 5,

Article 9(2) does not recognize ‘necessary for the performance of a contract’ as an
exception to the general prohibition to process special categories of data. Therefore
controllers and Member States that deal with this situation should explore the specific
exceptions in Article 9(2) subparagraphs (b) to (j). Should none of the exceptions (b)

BHFE DB NIEMEDJFRRANZAE - 7o U 2 ERARIL 2 e E L L 9 & T DB, BRIV O R
12 HEICRE L TR WS, JUTEAT —Z OB AR ED B O 72 D IZ B 72 i
R TWDEE, THEENRT L2 LIZREICR S,

1 For more information on implications in relation to Article 9, see Article 29 Working Party Guidelines
on consent under Regulation 2016/679 (WP259), endorsed by the EDPB, pages 19-20.

559 SRICBIHT 2 A WIS DWW T OB 22 L, B 2016/679 (255 < AR

T DU 29 SAEEH AN A KT A 2 (WP259), EDPB KRBAR, 19 ~20 X—T%ZMDZ L,
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22.

23.

to (j) apply, obtaining explicit consent in accordance with the conditions for valid
consent in the GDPR remains the only possible lawful exception to process such data.*
9 K(2)IT, FFHLRFEED 7 — 5 DIRR WX TS —IRITEE I DB & L T,

[RFIDJETT DI DI EETH S Z &) i Toge, €DESH, ZIL
TERDNE ST 5 B PEZ R OV 513, 29 55(2)(b) 2> H(j) £ TOFFE DA
NFIHZ RS LB 5, (b)026(j) F TOLIHDT L 67725 LRV FE
GDPR (23517 3 H X)L A E DFLFIZ T 7o BURBIRIAE 2175 = & 73, :5

Wo 2T =X FHD P 5 70D DUff— D222 PISf D AfGEMEE | THES,

2.3 Scope of Article 6(1)(b)
2.3 5 6 25(1)(b) >3 A %P

Article 6(1)(b) applies where either of two conditions are met: the processing in question
must be objectively necessary for the performance of a contract with a data subject, or the
processing must be objectively necessary in order to take pre-contractual steps at the request
of a data subject.

%6 Z&(1)(b)iE. RD 2 DDEEDWT I ﬁiiﬁﬁténé LalcEHsn5, MED
B WD, T —Z FEREOERKOBITODIZ, BRI LETHDL Z L, XL,
MO N, T — &£%®%*L%LT%ﬁm®$4T%%Eék%K\%ﬁ
PICHETHDHZ L,

2.4 Necessity
2.4 B

Necessity of processing is a prerequisite for both parts of Article 6(1)(b). At the outset, it is
important to note that the concept of what is ‘necessary for the performance of a contract’
is not simply an assessment of what is permitted by or written into the terms of a contract.
The concept of necessity has an independent meaning in European Union law, which must
reflect the objectives of data protection law.'® Therefore, it also involves consideration of the
fundamental right to privacy and protection of personal data,’” as well as the requirements
of data protection principles including, notably, the fairness principle.
B OLENET, 56 55 (1) (b) DE T OFEMICE > TORMHETH D, T, M
R DEATDT= JA%J ThHhoONEWIBERIL, BBREMFC LV MRFFT SN
“Cb VHM, XA, BRSEEITMARFEHEH S ATV D NI DWW TOFHMI7Z 1T Tiden 2
;%%ﬁﬁ‘é s 75>%£T&> Do MEMEOBERIL. EUTEBIZR W TINL L7 BER &
S>THY, ZOWEIL, 77— REEOBNZKR LTS O TRITIUIR S22,

15 Article 29 Working Party Guidelines on consent under Regulation 2016/679 (WP259), endorsed by
the EDPB, page 19.

B 2016/679 (2 HD < RSB 25 29 SR_AEEH S A N T A 2/ (WP259), EDPB /K72

fi, 19 ~<—,
16 The CJEU stated in Huber that “what is at issue is a concept [necessity] which has its own
independent meaning in Community law and which must be interpreted in a manner which fully
reflects the objective of that Directive, [Directive 95/46], as laid down in Article 1(1) thereof”. CJEU,
Case C-524/06, Heinz Huber v Bundesrepublik Deutschland, 18 December 2008, para. 52.

CIEU 1. Huber FEIZHB W T, TRIEL 2> TVWDH DL, oM. LEHTHY ., 2D
BE&IX. EU RISV T E O ghT Lti‘%%ﬁ% N %@*E% X, HOFES. BY
95/46 D 1 F(ITHES N TND LT, YZET OB Z BRI RIS e %Tﬁﬁ)‘x‘é
N niEeszwn) Lk, CJEU\ C-524/06 =14 He/nz Huber v Bundesrepublik
Deutschland, 2008 412 H 18 H, /X7 7 7 7 52,

17 See Articles 7 and 8 of the Charter of Fundamental Rights of the European Union

BRI S AR R DR 7 7N OH 8 & B,
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24,

25.

. 774N /—&(MIEU\T Z DR D FARR

o L72ho T, ZOB&IC
WCREMEDIFAIZE T, 7 — & (RO AT D Bk 2 & 8

IRHERI, Y AETNT, K
THZLLEEND,

The starting point is to identify the purpose for the processing, and in the context of a
contractual relationship, there may be a variety of purposes for processing. Those purposes
must be clearly specified and communicated to the data subject, in line with the controller’s
purpose limitation and transparency obligations.

AT, BV OBEZRET S22 & Th oD, ZRNEROBRIZIHWT, By
D HMNIZIEIZDTZY 9 5, :2@ HOHMIE, EEEOHORE R OEHMEDRE
FITHE, BIREICHEE S 4L, 7 — & BRI LEE S 2 T iudle 5720,

Assessing what is ‘necessary’ involves a combined, fact-based assessment of the processing
“for the objective pursued and of whether it is less intrusive compared to other options for
achieving the same goal”.®8If there are realistic, less intrusive alternatives, the processing is
not ‘necessary’.’® Article 6(1)(b) will not cover processing which is useful but not objectively
necessary for performing the contractual service or for taking relevant pre-contractual steps
at the request of the data subject, even if it is necessary for the controller’s other business
purposes.

a2y T2 ] ThLZ0OFmICIE, B WS BRSNS EHNOZHTHDL Z &,
F7o. FIUCHMZENRT 572D OMOEPRL & i LT X0 REER DIV E D
] BIZONT, FRICESSEAWRFIAZEND, BFENT, LVREED
DVIRWREFEP & 556, TORFRWIT T2E] TidZzv, 25 6 4 (1) (b) 1%

2K Lo —E R @Eﬁ@t&bé 37— & FARDERIZER U C R 2 249/ D
FAUTEHEL DO, AHATH LI NEBINCHKLIETITROEBHWNTH LT, &

18 See EDPS Toolkit: Assessing the Necessity of Measures that limit the fundamental right to the
protection of personal data, page 5.

EDPS > — /L% v b HAT — & ORI BE T 2 FEARRIHER & il 3 2 H#5 i 00 B ME D FTA
S5N—VEZROZ L,
191n Schecke, the CJEU held that, when examining the necessity of processing personal data, the
legislature needed to take into account alternative, less intrusive measures. CJEU, Joined Cases C-
92/09 and C-93/09, Volker und Markus Schecke GbR and Hartmut Eifert v Land Hessen, 9. November
2010. This was repeated by the CJEU in the Rigas case where it held that “As regards the condition
relating to the necessity of processing personal data, it should be borne in mind that derogations and
limitations in relation to the protection of personal data must apply only in so far as is strictly
necessary”. CJEU, Case C-13/16, Valsts policijas Rigas rediona pdrvaldes Kartibas policijas pérvalde v
Rigas pasvaldibas SIA ‘Rigas satiksme’, para. 30. A strict necessary test is required for any limitations
on the exercise of the rights to privacy and to personal data protection with regard to the processing
of personal data, see EDPS Toolkit: Assessing the Necessity of Measures that limit the fundamental
right to the protection of personal data, page 7.

Schecke FHIZEBWT, CIEU IE, AT — & OB O LB Z R 258, SLIEAFIE
RED, LORERODRWFEEZZBETOILEND D & OHRAE T L, CEU, C-92/09
KON €-93/09 D IL[RIFH:, Volker und Markus Schecke GbR F U Hartmut Eifert v Land Hessen.
2010 4F 11 H 9 B, Z®Z &, Rigas FHIZHBWTH, CEUICE DD IR LBSI T
Do £ T TIXAEU IE, MEANT —F OB OMLEMEIZBE T 2 542 L TiE, AT —#
DR D50 R OHIIRIE, B IS B ERFHN TOREHA SN D L) ZEITHEL
R sl EoYikE T L7, CEU, & — A C-13/16. Valsts policijas Rigas rediona
parvaldes Kartibas policijas parvalde v Rigas pasvaldibas SIA ‘Rigas satiksme’. /N7 77 7 30, & A

—Z DB LT, 7T A4 N — K OEANT — 2 RE DR O TR B3 2 HIBRIZ S
WU, RS A b BMET A RS ER X5, EDPS Y —/L % b HAT — X OIE#ICET 5
FERRIMER Z HIBR T 2 8 O LB OFHE, 7 ~—Y 220 Z &,
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26.

27.

28.

RZEDBPNDEHEOMOFEBNDOTDIIHLETH-T2E LTH, EHINR
Y,

2.5 Necessary for performance of a contract with the data subject
25 T—HEKREDEKIDBITOTDIZEH NP MLE L 2 555

A controller can rely on the first option of Article 6(1)(b) to process personal data when it can,
in line with its accountability obligations under Article 5(2), establish both that the processing
takes place in the context of a valid contract with the data subject and that processing is
necessary in order that the particular contract with the data subject can be performed.
Where controllers cannot demonstrate that (a) a contract exists, (b) the contract is valid
pursuant to applicable national contract laws, and (c) that the processing is objectively
necessary for the performance of the contract, the controller should consider another legal
basis for processing.

WEREN, BEOBR BT —F R E ORI OBRE TIThbnd Z L. o,
ZE DOBRNDT —F FRE DFFEDRFIDIBITOT DI TH D Z L DM %
VAECE DA, BEEIX. BSRQIICESILK T AT UEEY T 4 ORBICHEND
DL 56 5 (1) (b) DERAOBIULITEKILL TRAT =X ZEOHF D &N TE S,
EHED (a) BRINDFET HZ &0 (b) TORKIN, wH 5 ENZFEICE SN
THEHTHDZ & KO (o) BV RO BITO - DI KB LETH D Z & %
REBCE WA, BHEE IO D720 ORIOIERRILZ MFTT 2 LERH 5,

Merely referencing or mentioning data processing in a contract is not enough to bring the
processing in question within the scope of Article 6(1)(b). On the other hand, processing may
be objectively necessary even if not specifically mentioned in the contract. In any case, the
controller must meet its transparency obligations. Where a controller seeks to establish that
the processing is based on the performance of a contract with the data subject, it is important
to assess what is objectively necessary to perform the contract. ‘Necessary for performance’
clearly requires something more than a contractual clause. This is also clear in light of Article
7(4). Albeit this provision only regards validity of consent, it illustratively makes a distinction
between processing activities necessary for the performance of a contract, and clauses
making the service conditional on certain processing activities that are not in fact necessary
for the performance of the contract.

ZRFEORTT —Z DRI OWTE KT T 27200 TiE, MEOTRH W%
6 5% (1) (b) BTN & 722 DI+ TIERY, — . BRFEO T TRRR
IR SN TR ThH, BB EBIRINCKE L R D GE1NH 5, WTHITHE &L,
FHEIT, BHOBETIEORE 2 S 20X e b, FHEN, BdWnT
— X EREOBKIOBITICESNTVDEZ EZFEHL L5 LT 2854, BROBETT
D= DTN FBHNE L DTS5 2 ENEETH D, [BITOZDICHLE]
i, FBRRELL EO b ORPREICER SN D, ZOZ LIE, HIHRA) IS LT
LHALNTHD, ZORILT, FAEOHIMEDHIET LD THLN, BHDKE
{TOT DB R BARIEE) & . — RO 2 EZERICITZOOBITO DI L E
T2V EDOBIIEEN 2 & & LT\ D ZRIEEE 2 FIRIIIZXEIL T 5,

In this regard, the EDPB endorses the guidance previously adopted by WP29 on the
equivalent provision under the previous Directive that ‘necessary for the performance of a
contract with the data subject’:

ZORICE LT, EDPBIE, LARTDIERICHIT D [T —F FIK L DRKIDIEITDT-80
(CHE] ITHYT D BUEIC OV T, WP29 SUARINCERIR LI A # v X &2 R d %,
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29.

30.

.. must be interpreted strictly and does not cover situations where the processing is
not genuinely necessary for the performance of a contract, but rather unilaterally
imposed on the data subject by the controller. Also the fact that some processing is
covered by a contract does not automatically mean that the processing is necessary
for its performance. [...] Even if these processing activities are specifically mentioned
in the small print of the contract, this fact alone does not make them ‘necessary’ for
the performance of the contract.?

ATV S VTFUTR 5T R D3RRI DJETT D 72 8D IZ FLIZ 2
7;@ DOTIZRS, BEHENP T —5 TR — G0N T b D T S MIZ 138
HEhpe, EF&, —EDREOPREFIDINRE 2o T3 &0 5 FET,
CE DR PRI DJETTD/E DICRLEETH S = & & HEHNZEHN,T S 6D T
1Z720 [.] Z 416 DR IEE) 9327 DN BRI 7l# S Tz s L
Tb. SDOELEEIFTIT. FDHP PEFIDIEITD DI [EE] Th S
EILTEITR 520, 2

The EDPB also recalls the same WP29 guidance stating:
EDPB I E /-, FIWP29 A RTA4 T, IROEIITERENTNDHZ & HERT D,

There is a clear connection here between the assessment of necessity and compliance
with the purpose limitation principle. It is important to determine the exact rationale
of the contract, i.e. its substance and fundamental objective, as it is against this that
it wiI/ be tested whether the data processing is necessary for its performance.*

Z I L H R DBRIE D SRR~ DT DG DI 1T, B 72 FIER 3 5
B, ZRIDIERELR PRI, DOF V& DNI ERAEG 2 A& 00E 75 = & 73
HBHETHS, RERL, ZHIZEIT, 7~575W2?0 VIRZERI D JETT D 7= 8
ICEETHENE DN T XN XE006 ThHd, ?

When assessing whether Article 6(1)(b) is an appropriate legal basis for processing in the
context of an online contractual service, regard should be given to the particular aim, purpose,
or objective of the service. For applicability of Article 6(1)(b), it is required that the processing
is objectively necessary for a purpose that is integral to the delivery of that contractual service
to the data subject. Not excluded is processing of payment details for the purpose of charging
for the service. The controller should be able to demonstrate how the main subject-matter of
the specific contract with the data subject cannot, as a matter of fact, be performed if the
specific processing of the personal data in question does not occur. The important issue here
is the nexus between the personal data and processing operations concerned, and the
performance or non-performance of the service provided under the contract.

% (1) (b) B, HDA LT A Y — B RITBIT BB O 72 DI Y 72 1A
*EMTE%Z&Z’)\& IMEFNT DR, EE O —ERXIZHOWT, FFEDHET LD
(aim), EERK L72\WE D(purpose), TR 72 H 1Y (objective) & B [ET D LB H 5,
%6 55 (1) (b) OFEHICIEZ, HORKY—ERAZT —F LRI T 572 DI AR
72d 5 BRI E o T, E&r&b%‘ig@tf’ﬁh’z%ﬁ%é ZENEREIND, BRAASR
WO, FEOY—ERIKT DB AR T D B TOAWE RO TH
%, BHHEIX, /5’7/%5@@7/(7~&®¢%E®Hﬂ#&b‘75>ﬁ7birb7‘£b\7§'7é\ FERRRIEE L
T, T —FFEhEDIFEDZFIONED LB/ N ED L S ITBITRARETH D

20 Article 29 Working Party Opinion 06/2014 on the notion of legitimate interests of the data controller
under Article 7 of Directive 95/46/EC (WP217), page 16—-17.
4 95/46/EC D 7 FRICHASL T — 2 EHH O IEY 22 OB T 555 29 SEEEL
DR ﬁ 06/2014(WP217), 16~17 ~<—7,
21 |bid., page 17.
F B, 17 ==
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32.

33.

MEIFB xR bR, ZZ CTOEELME X, HMAT—% L4 5
WK L BT ESW TSN A — B XA DJEIT IR BT & OREBEGE TH
%y

Contracts for digital services may incorporate express terms that impose additional
conditions about advertising, payments or cookies, amongst other things. A contract cannot
artificially expand the categories of personal data or types of processing operation that the
controller needs to carry out for the performance of the contract within the meaning of
Article 6(1)(b).

TYZNY = RCETLEMTIT, IR K E7 y F—ICBET 5B
REMERT . IROFREPMHAAEN LG E R H D, BRINTE > T, 5 6 5(1)(b)
OEWROHFHHEANICE T 2B OBITOT=DIC, EEHEDRVF S LEOHLBMAT
— & OFEIA NI FER ORI 2 NBHNZILRT 2 Z LT TE R0,

The controller should be able to justify the necessity of its processing by reference to the
fundamental and mutually understood contractual purpose. This depends not just on the
controller’s perspective, but also a reasonable data subject’s perspective when entering into
the contract, and whether the contract can still be considered to be ‘performed’ without the
processing in question. Although the controller may consider that the processing is necessary
for the contractual purpose, it is important that they examine carefully the perspective of an
average data subject in order to ensure that there is a genuine mutual understanding on the
contractual purpose.
BEAEIL, BANLR, MAECHEMEIN TSI EOHMIZES L, ZOEHEWO
VB A TS L TERTIUERLRN, 202 L%, FEHEOHLAL T TR, &
KIFERE R OB HAY 72T — & FAROHR A K OREO B2 72 < TH R DBMKIR
NEfTsnsl ERBRINDARRERH L2 EI N EASND, FEHEIX, %
BOTHFNNZEDORK EOHMICE > THUETHH EBZZX L5000 L0, 2
FOHMIICOWTEOHAEREMEN D S Z & ZMET D012, FHHRT —2 ER
DR ZEEICHRTT 52 ENEETH D,

In order to carry out the assessment of whether Article 6(1)(b) is applicable, the following
guestions can be of guidance:

556 SR(1)(b) N FIREDN & O e Rl 5 72012, LU OEMFEABZITRY
2%,

*  What is the nature of the service being provided to the data subject? What are
its distinguishing characteristics?
F—Z FRICH LIRS D — B 2R OB I, it & KB4 5 i
A0 2,

* What is the exact rationale of the contract (i.e. its substance and fundamental
object)?
RO EREZRGHME (DFE V., TONRF ERAZRERY) 1],

* What are the essential elements of the contract?

) D WZA D BEFE A,

* What are the mutual perspectives and expectations of the parties to the
contract? How is the service promoted or advertised to the data subject? Would
an ordinary user of the service reasonably expect that, considering the nature of
the service, the envisaged processing will take place in order to perform the
contract to which they are a party?
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34.

35.

LKL FH O A ORI ORIy, TOH—E AN, 7 —XF EK
Wkt L, EOXIICELITIEEEIND ), EOV—ERAO—H /e
—HF—ThiL, Y—ERAOHEEZEZEL T, Z4O2—F - R YHE
BFEDO—FHThDHIRENEZIEITT DI, BEINDIEHR NP ITHOILD Z
k%\é@%K%ﬁTé%@f%éﬂo

If the assessment of what is ‘necessary for the performance of a contract’, which must be
conducted prior to the commencement of processing, shows that the intended processing
goes beyond what is objectively necessary for the performance of a contract, this does not
render such future processing unlawful per se. As already mentioned, Article 6 makes clear
that other lawful bases are potentially available prior to the initiation of the processing.??

B\ OBRAEETIC F20E L 722 T L e S, ) [EEDBITOREDICKE] Th
HDOFHIIC LY . BRI ZRI O IEIT O 72 O BT B #iPH 2
A TWDZENHATIEA, o2 LEEICEY, 20 X5 kOB »
HYE & b DI TiEw, BRICER 72X 912, 5 6 &I, ﬁ&w%%m . Lok
AL R CE D A[BEMER S D Z L 2RI L TV D, 2

If, over the lifespan of a service, new technology is introduced that changes how personal
data are processed, or the service otherwise evolves, the criteria above need to be assessed
anew to determine if any new or altered processing operations can be based on Article 6(1)(b).
Y= 2D I, EAT — % OB FIEEZET T 28 LOEITNEA S
o5, X ﬁ%—fxﬁ%k?éﬁA\ﬁLwX I SN BIIEEI D 6 5%
(DONCEESE D D2 Hlrd 57212, LR IEEZFIIZFHE T 2 B EDR H 5,

Example 1

LT

A data subject buys items from an online retailer. The data subject wants to pay by credit card
and for the products to be delivered to their home address. In order to fulfil the contract, the
retailer must process the data subject’s credit card information and billing address for
payment purposes and the data subject’s home address for delivery. Thus, Article 6(1)(b) is
applicable as a legal basis for these processing activities.

DT —HERNE L TA L NREEDPOEREBAT D, ZOT—X FEKIL, 7
LYy M— RT3, BEARGSZ BEEFTICEREL TS bW, & BT
T 5D/ ERT. KBV OEBOTOIZT—2EERKO 7 LYy N — RIiE# &
FHREFEZ, £, BEOBROTEDICY T —F EROBEEFTEZIY # 5 &4
ERoD, LIeRo>T, ZHOOTIIEEIOZ0IT, 5 6 5 (1) (b) 2MERRILE L
THMARETH D,

However, if the customer has opted for shipment to a pick-up point, the processing of the
data subject’s home address is no longer necessary for the performance of the purchase
contract. Any processing of the data subject’s address in this context will require a different
legal basis than Article 6(1)(b).

2L, RBEESWYZIT~OREZER L7256, SEBARKOBITO D
2, T—Z EEOAEBEFTOIRBILETII R 2D, ZOWRBRIZEITLT7—4

22 See Article 29 Working Party Guidelines on consent under Regulation 2016/679 (WP259),
endorsed by the EDPB, page 31, in which it is stated that: “Under the GDPR, it is not possible to
swap between one lawful basis and another.”

B 2016/679 (ZFED < FIEICEAT 25 29 RAIFEMMS T A FF A >/ (WP259), EDPB &ku‘uﬁ}i\
31 =V ESMOZ L, ZZI2iE, TGDPR O b & Tid, & DIERRILZ B D IEHIARILIC
EWAL LTI TE RV, B, BlshTna,
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36.

37.

FEROFF OB, F 6 55 (1) (b) & IXRRDIERIUNEREND Z LIk
Do

Example 2

£ TY)

The same online retailer wishes to build profiles of the user’s tastes and lifestyle choices based
on their visits to the website. Completion of the purchase contract is not dependent upon
building such profiles. Even if profiling is specifically mentioned in the contract, this fact alone
does not make it ‘necessary’ for the performance of the contract. If the on-line retailer wants
to carry out such profiling, it needs to rely on a different legal basis.

FUA L TA L PREFT. Vo7 A b~OFMICESNT, 22— —DrgL<
FTATAZANDORPUIEHT 5707 7 A VEFERLIZNEBZ TS, AR
DETDIDIZ, TDOEHIRTF a7 7 A VOERIZLER Y, THOFTTr 77
AV IPREERICREES N TN LTH, ZOFRELTTIE, 7277400
TERR N ZRIDIBITOI= DI [EE] Th D LIXFE xR\, A T4 /NS
MEDE T a7 7407 EFETLIEWEAE, BIOERALICKILT 5 /5
DD,

Within the boundaries of contractual law, and if applicable, consumer law, controllers are free
to design their business, services and contracts. In some cases, a controller may wish to
bundle several separate services or elements of a service with different fundamental
purposes, features or rationale into one contract. This may create a ‘take it or leave it’
situation for data subjects who may only be interested in one of the services.

RxjE, MORE T 2568 X HEEEORAN T, FHEIL. BHOFEE, h—v
A, RO EBRICGHKFTE 5, HEIC Lo TiL, FEEIE, B EHEM,
NE . UIEEMEZ RS, HEOIEO Y — B2 T—2D % — E2DOEEOE
DEFxh, —OOFKICE L DTN EEXD0E Livey, ZhickY, Yzt —
EAD Y H—DIZORBENRH Y 557 — X FRIZE 5T, [&2TZITAND D,
1D D] EWRWBAELT D D,

As a matter of data protection law, controllers need to take into account that the processing
activities foreseen must have an appropriate legal basis. Where the contract consists of
several separate services or elements of a service that can in fact reasonably be performed
independently of one another, the question arises to which extent Article 6(1)(b) can serve
as a legal basis. The applicability of Article 6(1)(b) should be assessed in the context of each
of those services separately, looking at what is objectively necessary to perform each of the
individual services which the data subject has actively requested or signed up for. This
assessment may reveal that certain processing activities are not necessary for the individual
services requested by the data subject, but rather necessary for the controller’s wider
business model. In that case, Article 6(1)(b) will not be a legal basis for those activities.
However, other legal bases may be available for that processing, such as Article 6(1)(a) or (f),
provided that the relevant criteria are met. Therefore, the assessment of the applicability of
Article 6(1)(b) does not affect the legality of the contract or the bundling of services as such.
T2 RaEE B FRHEIE E S0 BARIEENC I U R ERARIL A 72 uiE 7
HRNEND ZEEEBRICANDUNERD D, RN, EBRITITEWICMNSL L TH
HENC EATARE R . B OFIE O Y — B2 T2 DV — A DEH ORI DB
THR SN TV A5G, EO®PAE TE 6 55 (1) (b) 2AEMMRILE U CHEH rlaed &
WO BRI AT D, T —F BRPFEMAICE R T LIAA T H 2 DY —E 2D &
NEREFFEITT DT, [AINEBICLETHLNEEERLENS, 56 5 (1)
(b) DM ATREMEZ . 24U S DY — B ZADZNZEFUTDW T MHFITTHAG L 72 F huid7s
L, ZOFHMEIC LY, —EOTIEE NS, T —F EERNER LI x O —E
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40.

ANNIMETEH AL, BDLABFHEDO LY LFHRE VA RAET IVIMETHDL Z &
DHALNICARY 55, ZOHE. 62 (1) (b) 1X. 26 OERIIEROIEAFRALIC
T2 570, 72720, BET A EENE ST, e 5 (1) (@) X HEw
ST OIERARILD . LY OB WICEAFREE 720 9 5, LEEn-T, % 6 &
(1)(b) D3t H AT REME DRI IE, RO EE, X —eRx20EELDIcTH L
HIRIZITEEE RIE S 720,

As WP29 has previously observed, the legal basis only applies to what is necessary for the
performance of a contract.® As such, it does not automatically apply to all further actions
triggered by noncompliance or to all other incidents in the execution of a contract. However,
certain actions can be reasonably foreseen and necessary within a normal contractual
relationship, such as sending formal reminders about outstanding payments or correcting
errors or delays in the performance of the contract. Article 6(1)(b) may cover processing of
personal data which is necessary in relation to such actions.

WP29 ZSUARMIZIR R TWD K 512, Z DIERRIUL, BRDETTO DI E R
DIZX L TOHRBHEIND, 2 LIz -7T, ZOEMRILL, REITHIZRWT,
FRIRIBIT R L 72 0 A U 52 TOBMMRITACE DM TOHRFITH L,
HEIRIZEH SN D00 TiEvy, —J7, RIBWEIZET 5N 2B MR 0 2545
X, BKBITOF TORBRBIEDEETE, —EDITAIL, EH O BER O
NTHERINC T RATRED DB L 72D 9 D, 5 6 F=(1)(b)iX. D K 5 T4 BE
L CREREANT — & OB L S 9 5,

Example 3

H41 3

A company sells products online. A customer contacts the company because the colour of the
product purchased is different from what was agreed upon. The processing of personal data
of the customer for the purpose of rectifying this issue can be based on Article 6(1)(b).
OOHBENT L TA L TRMERIEL TS, BRIX., BALZRMOERZH L
TebDERRDTIZD, UHAREITERT D, ZORMBEEZMRT 5 B TOREK O
AT = Z BB E, F 6 R(A)D)ITHESNWTITH ZENTE D,

Contractual warranty may be part of performing a contract, and thus storing certain data for
a specified retention time after exchange of goods/services/payment has been finalised for
the purpose of warranties may be necessary for the performance of a contract.

2R EORFENERIBITO M THLHEENH Y | D7D, MO, —F
AZXANTIANNDGE T LI2tRIZ, REED BT, —E DT — ¥ ZFeE S - R AF I
RUERIET 2 2 &, BRDBITOIEOITHEE LR 9 5,

2.6 Termination of contract
2.6 FTKIOKT

A controller needs to identify the appropriate legal basis for the envisaged processing
operations before the processing commences. Where Article 6(1)(b) is the basis for some or

23 Article 29 Working Party Opinion 06/2014 on the notion of legitimate interests of the data controller
under Article 7 of Directive 95/46/EC (WP217) page 17-18.

B 95/46/EC D 7 SRIZESL 7 — X EHE O EY RS ORI T 5 5 29 S1E¥M
£E R 06/2014 (WP217) 17~18 ~X—,

19



41.

42.

43.

all processing activities, the controller should anticipate what happens if that contract is
terminated.?*

EEE X, B ZBRIGT 2 A0S, FRE S 45 Bk R Om U] 70 kAR IL A FeE 5
LEND D, F 6 F1)(b)N—EHXUTETORIIEEI ORI TH 23546, EFHEA X,
ZOEKINET T 25 EIIPNEZ 202 THT 208N H D,

Where the processing of personal data is based on Article 6(1)(b) and the contract is
terminated in full, then as a general rule, the processing of that data will no longer be
necessary for the performance of that contract and thus the controller will need to stop
processing. The data subject might have provided their personal data in the context of a
contractual relationship trusting that the data would only be processed as a necessary part
of that relationship. Hence, it is generally unfair to swap to a new legal basis when the original
basis ceases to exist.

AT — 2 OB IE 6 55 (1) (b) IZHESNTEY | BHINZERIK T T 254,
—fRFEHIE LT, 207 =2 OBEWIT, YU ORKIDIEITICE > TRER DT
Z72< 725720, BEHEFIT, BHWEELTIXLERSH D, T —F ERIZ, BHD
T —Z PNEKIBROME Ry & L TREMIZEHRNEND TH A H LEB L T,
ZHRIBEROWMBE THH OBMAT — & ARt LIt n d 5, LT, JHIo
ERRILNSAAAE L oo 7o & & FILWEMRILIZEI B 2 5 2 L1, — BRI
ANRAIETH S,

When a contract is terminated, this may entail some administration, such as returning goods
or payment. The associated processing may be based on Article 6(1)(b).

ZRIDHET T HEE, P DR RIHANE | ] B 2O FH 72 RN A LB 72 D
2%, ZOXDRBEET DBV, 6 K1) b)ITEDSNTITHIL ) %.

Article 17(1)(a) provides that personal data shall be erased when they are no longer necessary
in relation to the purposes for which they were collected. Nonetheless, this does not apply if
processing is necessary for certain specific purposes, including compliance with a legal
obligation pursuant to Article 17(3)(b), or the establishment, exercise or defence of legal
claims, pursuant to Article 17(3)(e). In practice, if controllers see a general need to keep
records for legal purposes, they need to identify a legal basis for this at the outset of
processing, and they need to communicate clearly from the start for how long they plan to
retain records for these legal purposes after the termination of a contract. If they do so, they
do not need to delete the data upon the termination of the contract.

517 55 (1) () 1%, AT =21, EOEANT —F BUUE S L7 BB UEZE O DR
WNDBENE DB TUREDRNED LS TWNDIGE, HESINDSE, HELT
Wb, 7272, O LIE, 17 5 (3) (b) ICHES TRIEMERBE OMSE, U 17 &
(3) (e) IZHE~ T=RR A DR, BN 2 ZTe, & 2%KFE D B 72 DI BR324
PR EIITEM S vy, EERIZIE, ERENO T OReeEka frii 5 — kB9 72
VEMEAEZRDDGE, EEFE X, BV OGRS, Z OB DIEHRILE
FRETHOREND D, Fio, BRKTRICINODEM BB O T OIZekE R
LT EDHIRNZOWT, FHEIL, BV OBAGKR D & B EE T 2 0ERH 5,
BHENE ST L5, BRKTRICGEYOT —F ZIEET 2 0BT,

241f a contract is subsequently invalidated, it will impact the lawfulness (as understood in Article
5(1)(a)) of continued processing. However, it does not automatically imply that the choice of Article
6(1)(b) as the legal basis was incorrect.

ZRIDFRINIE L2 256, (F5% (1) @) ICBWTEMSNATWD X HIT,) Mk
IREAR O OWENEIC B E KIET, L, 2O LR, ERILE LTHE 6 55 (1) (b) &%
RUTZZ EREES Tz & BBIICEERT 2 6 DO TIERLY,
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45.

In any case, it may be that several processing operations with separate purposes and legal
bases were identified at the outset of processing. As long as those other processing
operations remain lawful and the controller communicated clearly about those operations at
the commencement of processing in line with the transparency obligations of the GDPR, it
will still be possible to process personal data about the data subject for those separate
purposes after the contract has been terminated.

WAL HE L, BUR W OBISEREZ, BIEO B 1) & IERRILZ R > 85D B ES 1
FrE S D D, O OMOBBEGE N EIETHY | EHED GDPR OBEHMEDF
BIZHE> T, B BAAAIFIZ 20 b O FEB IOV THREISER L TV D IRY | 24
BTHb, TOMEOBRIOTDIC, T—2 FRICETL2EAT —FZEW0H 5 =
EIIIRFTRETH D,

Example 4

4 4

An online service provides a subscription service that can be cancelled at any time. When a
contract for the service is concluded, the controller provides information to the data subject
on the processing of personal data. The controller explains, inter alia, that as long as the
contract is in place, it will process data about the use of the service to issue invoices. The
applicable legal basis is Article 6(1)(b) as the processing for invoicing purposes can be
considered to be objectively necessary for the performance of the contract. However, when
the contract is terminated and assuming there are no pending, relevant legal claims or legal
requirements to retain the data, the usage history will be deleted.

bHE L TA Y — R E, WX CRARRERY T A Y gy s —E X
LTS, T —EXOBFERERFIC, FEE X, 7 —F ERICR L, AT
—ZDBPNCET HEHRE RS 5, BHE L. #F/C20 BYIDPKILL TWDIR
V. FHEREFEEZFRITT OO —EZROHERICET 27— Z2WMOWO TETHD
. T 5, FBREBITOHTOERPENL, BRIDIEITO T2 DI E BRI L EE
REDERILTZENTE LD, EHHINDIEORILIL, 56 55 (1) (b) TH D,
=L, BRPKT T 256, 72 2RFETH-00RE O, BET 55720
TREN BN WS GET D & BN O P —E AL OREREITHEEIND,

Furthermore, the controller informs data subjects that it has a legal obligation in national law
to retain certain personal data for accounting purposes for a specified number of years. The
appropriate legal basis is Article 6(1)(c), and retention will take place even if the contract is
terminated.

IHlz, BHEIZ, T—FEERIH L, —EOBEAT —FITONWTREHBDZD
\ZRFE ST IR 2 ENIE EOEMEBRERH LD Z L 2@+ 5, TOmEkR
ERRBLTIF 6 55 (1) () TH Y . BRIBK T LA THRFHITAEL D,

2.7 Necessary for taking steps prior to entering into a contract
2.7 BHIFERE ORNCFNL T HFET DICOITHE L R D56

The second option of Article 6(1)(b) applies where processing is necessary in order to take
steps at the request of the data subject prior to entering into a contract. This provision reflects
the fact that preliminary processing of personal data may be necessary before entering into
a contract in order to facilitate the actual entering into that contract.

556 2R(1)(b) D 2 F H ORYIBIL, RFI##T DRI 7 — 5 FEDZERITEE L TFLT
Fk T DT DIZIRIR PR E RS FATHH SN D, ZOBEIR, EEOZRKK
T A BB DO, BRI ORNENT —Z O PRI R B WA BB L 72 %
GanbD V) HELZRKML TWD,
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47.

At the time of processing, it may not be clear whether a contract will actually be entered into.
The second option of Article 6(1)(b) may nonetheless apply as long as the data subject makes
the request in the context of potentially entering into a contract and the processing in
guestion is necessary to take the steps requested. In line with this, where a data subject
contacts the controller to enquire about the details of the controller’s service offerings, the
processing of the data subject’s personal data for the purpose of responding to the enquiry
can be based on Article 6(1)(b).

BB O R TIE, RN EBICHER SN D0 E 5 DI B TRVEARS 5,
TITYH, T —F EERDZBRIKERE D A/ aEMED BRI CER 24TV, RO BB
RENTEFLTEBT DIOITHETHLIRY . F 6 55 (1) (b) D 2 FH ORI N
WHINS 5, 2> T, 77— EENEHEICEKE L T, BFHEEOY—E X
RHEDFEHIZ DWW TRHIWE DY 256, TOMAEDLEIZEZE T2 B TO YT —
ZEROFENT — % OBEHNZX, 5655 (1) (b) IZHESL ZEMNFAEETH 5,

In any case, this provision would not cover unsolicited marketing or other processing which
is carried out solely on the initiative of the data controller, or at the request of a third party.
WTHUZE L, ZoOHER, 7T FEEFOTENIE —FHDOEFHORIZIESNT
Thid, ROLATWRWY =77 ¢ ZEOBERITITET S 7zu,

Example 5

#4 5

A data subject provides their postal code to see if a particular service provider operates in
their area. This can be regarded as processing necessary to take steps at the request of the
data subject prior to entering into a contract pursuant to Article 6(1)(b).

T—HEEIT, HOFFEDOT—E AT B A =N HH OHUE CEE L T\ Dy
D MMEMER T DD, BEOBEFRSLRMIT 5, 20 LiE 6 &R(1)(b)IZHE
VN, FRIRERE O RN T — 2 EEROERICEE L CFENLTEET 2 72 DI B2 Bl
BTN TED,

Example 6

Fifi 6

In some cases, financial institutions have a duty to identify their customers pursuant to
national laws. In line with this, before entering into a contract with data subjects, a bank
requests to see their identity documents. In this case, the identification is necessary for a legal
obligation on behalf of the bank rather than to take steps at the data subject’s request.
Therefore, the appropriate legal basis is not Article 6(1)(b), but Article 6(1)(c).

Az o TiE, ek, ENEICESE, B OBEDORANERE T HERHE
A, TNITH- T, $UTIL. T —F FER LB EZMRET DR, Bt ED
R EROD, ZOGE. YEARANERIL, 7% FEROERICEE L TFEIL T
FTHOTIF R FIT2REKRL THENRBEZRETEOICKLETH L, Lichko
T, O IEARILT, 556 55 (1) (b) Tid72<, H 65 (1)(c) THD,

3 PART 3 — APPLICABILITY OF ARTICLE 6(1)(b) IN SPECIFIC
SITUATIONS

3 B E—HEE ORI IT D 6 (1) (b) D H rIREME
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50.

3.1 Processing for ‘service improvement’?’

31 [W—vzxom k] ool %

Online services often collect detailed information on how users engage with their service. In
most cases, collection of organisational metrics relating to a service or details of user
engagement, cannot be regarded as necessary for the provision of the service as the service
could be delivered in the absence of processing such personal data. Nevertheless, a service
provider may be able to rely on alternative lawful bases for this processing, such as legitimate
interest or consent.
Fo Ao —eA5FLIELIE, 2= F—Rato - L LD LS IZHbo
TWVDNIONT, FEMREREZINET D, LA EOEE, Y—ERHET S
AR R E X (T — =2 =V A FOFEOIEIX, ZD X5 Rl AT —
20D Z & P—EADRMII AR D, P—EXDRMLIZMETH D
TR SR, L, =R T e X —k, EYRFECHRESE, 20
B DTz D, o) OERRILITEKILTE 2560835 5,

The EDPB does not consider that Article 6(1)(b) would generally be an appropriate lawful
basis for processing for the purposes of improving a service or developing new functions
within an existing service. In most cases, a user enters into a contract to avail of an existing
service. While the possibility of improvements and modifications to a service may routinely
be included in contractual terms, such processing usually cannot be regarded as being
objectively necessary for the performance of the contract with the user.

EDPB (X, BEfFD Y —EANTOY — B 2 DUE ULHHERE OB %2 By & L7z Hik
WIZE ST, 56 55 (1) (b) 28, —MRIZ, BEEIZRVERIRIML L 72 5 L 1TB 2 TWviauy,
FEAEDEAE, 22— =%, BHFOY—E R EZFHT 57201, ZRZHET 5,
- OD%Z%&UWKE@T‘“& FRMIFMEITHFECEEND D08, DX H 7
B WTEE, 22— — L OZDOBITOT-OIZEBIIIHLETH D LITR eI
TRV,

3.2 Processing for ‘fraud prevention’

32 [ARETRHOYIE] D7D O RdH -

As WP29 has previously noted,?® processing for fraud prevention purposes may involve
monitoring and profiling customers. In the view of the EDPB, such processing is likely to go
beyond what is objectively necessary for the performance of a contract with a data subject.
However, the processing of personal data strictly necessary for the purposes of preventing
fraud may constitute a legitimate interest of the data controller? and could thus be

%5 Online services may also need to take into account Directive (EU) 2019/770 of the European
Parliament and of the Council of 20 May 2019 on certain aspects concerning contracts for the
supply of digital content and digital services (OJ L 136, 22.05.2019, p. 1), which will apply as from 1
January 2022.

FUTA Y —ERATIE, TN T UV RRTVH NN —ERADREO O D
TN BET 28 E OMIHICEE9 5 2019 4 5 A 20 H OMMGEES K OBLER DO RS (EV)
2019/770 (0JL136, 201945 A 22 H, 1-3—Y) #ZBETLHMLELHY 55D,
20221 H 1 ANGHEHSND TETH D,

26 Article 29 Working Party Opinion 06/2014 on the notion of legitimate interests of the data controller
under Article 7 of Directive 95/46/EC (WP217), page 17.

?E 95/46/EC %5 7 SRICHE DL 7 — 2 EHLE O IE S 22 RIZE OME ST B 5 5 29 SAEZEHD
DR 06/2014 (WP217), 17 _—,

27 See Recital 47, sixth sentence.

HISCER 47 TH, 55 6 XX, &R,
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52.

53.

considered lawful, if the specific requirements of Article 6(1)(f)(legitimate interests) are met
by the data controller. In addition Article 6(1)(c) (legal obligation) could also provide a lawful
basis for such processing of data.

WP29 AUIRNIZFRM L2 X 912, 2 RIEATAORIEEZ B E LBk WD ICIE, R
DERK T T 7 A4V THREEND D, EDPB DM TIL, £ D I 5 2BV,
T =2 EEREORKIOBITOTZDOICEBICLERFHHAE 2 D BTN H D, —
Ji. RIEAT 2O LD BRI O T2 DIZEE I LBEED & HH N7 — 2 ORI, T
— ZEBEOIEY R AR T D2HEDRH Y, Yo T, T —XEHENE 6 &
(1)) GEY472F]4E) DORFEDEMFZT- L TWAGE, ik & A7 S5 rlaetEn
bbH, IHIT, H 6 K1) EMEE) b, TOL D RT — 2BV OIERRIL &
D AREED D D,

3.3 Processing for online behavioural advertising
33 A T7A U TOITERE DT DR

Online behavioural advertising, and associated tracking and profiling of data subjects, is often
used to finance online services. WP29 has previously stated its view on such processing,
stating:

F T4 U TOTEAE, KOEUCEET L7 — % BROEHE Y r 774U v
TVE, A TA = RAOE RO oI L EHINS, WP29 1TLLFT, =
D& BN D A 2RO X OITERKHAL TV D,

[contractual necessity] is not a suitable legal ground for building a profile of the user’s
tastes and lifestyle choices based on his clickstream on a website and the items
purchased. This is because the data controller has not been contracted to carry out
profiling, but rather to deliver particular goods and services, for example.?®
[ZFG) L DREENE I, e T D2 Y 2 XY — AP IR
dlZFEDN T, 22— —DIRELFPZ o 7 X Z A N DERIZET S 77 7 71
I F BT S 72 80 DB L) 2 IR TIZ R0, Zud, 7 — X EHE N 7 a2
Tr A YT EETTTBEDICHERIIATOEDTIERS, Pl FFED
Ain P — EX E IR T B 2 DICHFI I T B0 Th S, *

As a general rule, processing of personal data for behavioural advertising is not necessary for
the performance of a contract for online services. Normally, it would be hard to argue that
the contract had not been performed because there were no behavioural ads. This is all the
more supported by the fact that data subjects have the absolute right under Article 21 to
object to processing of their data for direct marketing purposes.

JFHIE LT, ATBAE OIS DEAT — % OBIRWIE, A T4 v — A DRL
DBATOT=DIZHETIEAR, B, (TENAER R o I OISR EIT S 7
Mol ERTHZLERETHD, O L, TFEERNE 21 KICHESE,
A VI b=—0T 4 7B TOHS DT —F ORI A b~ 5 k172
MR ZFF> TWDH EWHIFEFEIZL - T, HIZEMT bR,

Further to this, Article 6(1)(b) cannot provide a lawful basis for online behavioural advertising
simply because such advertising indirectly funds the provision of the service. Although such
processing may support the delivery of a service, this in itself is not sufficient to establish that

28 Article 29 Working Party Opinion 06/2014 on the notion of legitimate interests of the data controller
under Article 7 of Directive 95/46/EC (WP217), page 17.

B 95/46/EC D 7 SRIZESL 7 — X EHE O EY RS ORI T 5 5 29 S1E¥M
2E R 06/2014 (WP217), 17 X—,
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it is necessary for the performance of the contract at issue. The controller would need to
consider the factors outlined in paragraph 33.

EHIZ, B 6 FA)b)EX, AT A TOITHREN Y — B RRALOE & 2 I
L THWD WS BIRTET T, A T4 UATER S OIERILZ 24T 5 2 &%
R 2O XD BRI NEY—EZDRME SR L 5 5, FREKTIE, MEE
7o TV DEKIDIBITOT-DICMETH D L SLFET D DIZ4TIERW, BHEE T,
NI 75733 THRENTWLIERNZEETILEND D,

Considering that data protection is a fundamental right guaranteed by Article 8 of the Charter
of Fundamental Rights, and taking into account that one of the main purposes of the GDPR is
to provide data subjects with control over information relating to them, personal data cannot
be considered as a tradeable commodity. Even if the data subject can agree to the processing
of personal data, ?° they cannot trade away their fundamental rights through this
agreement.°

T — ZREITEAMEE TS 8 RICK VIRFES LTV D EARIMERTH D Z L 2 EE
L. £72, GDPR O EFRAMO—2ONT — X FIRICAFICET 2 ERICHT 58
HEHZDHZLIZHDLZEEBEICAND &, AT —X ZHE| /REZR PG & 72
T EETERY, THEERPNEANT —Z OFHRWICH LEEE 525 2 &3
HETHDHLLTH, ¥ ZORELZE L THSEOERIMERNZKHEST L LT TER

30
AN

The EDPB also notes that, in line with ePrivacy requirements and the existing WP29 opinion
on behavioural advertising, 3! and Working Document 02/2013 providing guidance on
obtaining consent for cookies,*? controllers must obtain data subjects’ prior consent to place
the cookies necessary to engage in behavioural advertising.

EDPB [T/, e 7T A N —DEMEROITEIAEIZET 27D wpP29 o L.,
WRNC Y v X —DRIBEERDIZDD T A X v A w i D 1F3E 30 02/2013212 1 -
T, BEHEIL, ATHAFICEEF T DD E R X —52ET DD, 77—
Z EEROFEFOFREZHFRITIUIRSRNENS ZEIZOVWTHREL TV,

29 See Directive (EU) 2019/770 of the European Parliament and of the Council of 20 May 2019 on
certain aspects concerning contracts for the supply of digital content and digital services.

FOEN AT Y RONTF D LY — 2 DORHE KN BT B R E ORI IOV TR
2019 4% 5 H 20 H OGBS K OBLHS OFER (EVU) 2019/770 B D Z &,
30 Besides the fact that the use of personal data is regulated by the GDPR, there are additional reasons
why processing of personal data is conceptually different from monetary payments. For example,
money is countable, meaning that prices can be compared in a competitive market, and monetary
payments can normally only be made with the data subject’s involvement. Furthermore, personal data
can be exploited by several services at the same time. Once control over one’s personal data has been
lost, that control may not necessarily be regained.

fENT— % O GDPR IZ L - THBIEHTND LW FEOMIZ, EAT—F DOEHK
WMEEIIC SO SHAN E R BRI b H D, FIZIE, BEEFEx L ENTE D,
DFEY | BHTE MK EZ KT 22 LR TD, FGEOIAWTIER, 7 —F% ERDH
BIZXoTORTH ZENTE D, SHIT, AT —=ZI3EEDO Y — & R X - TRIFHTHE
HMENDFREERSH D, AT —Z T EHR—ERDbND &, TOEHPLT L HMH
BIND EIFHRLAR0,
31 Article 29 Working Party Opinion 2/2010 on online behavioural advertising (WP171).

F o T A TOITHIREICET 55 29 SR/IEEM2E R 2/2010 (WP171),
32 Article 29 Working Party Working Document 02/2013 providing guidance on obtaining consent for
cookies (WP208).

5% 29 SRAEER S OMEEICE 02/2013 TlE, 7 v F—ICHET 2REBEORSICET 201 &
VAP Z TN D (WP208),
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The EDPB also notes that tracking and profiling of users may be carried out for the purpose
of identifying groups of individuals with similar characteristics, to enable targeting advertising
to similar audiences. Such processing cannot be carried out on the basis of Article 6(1)(b), as
it cannot be said to be objectively necessary for the performance of the contract with the
user to track and compare users’ characteristics and behaviour for purposes which relate to
advertising to other individuals.

EDPB (X F 7=, AL L7 A FFBAD I N —T % RE L, FEEL LTS o5 L
B—FT 4 VT IRET DI, 2= —0B#E Ta Ty A4 U TR ThiL) %
ZLEIZHLHEELTWD, OEA~DILEICEEST 2 BT —F—DRHE & 1TH)
B LTS 2R, 22— — L OZKDBITODICEBNIILETH D &
X5 2702, 20X BREFE, F 6 FRA)BIIESNTTH Z LT TE RN

33

3.4 Processing for personalisation of content3*

34 AT UYVDONR=IFTTAXDT=D DT 34

The EDPB acknowledges that personalisation of content may (but does not always) constitute
an intrinsic and expected element of certain online services, and therefore may be regarded
as necessary for the performance of the contract with the service user in some cases.
Whether such processing can be regarded as an intrinsic aspect of an online service, will
depend on the nature of the service provided, the expectations of the average data subject
in light not only of the terms of service but also the way the service is promoted to users, and
whether the service can be provided without personalisation. Where personalisation of
content is not objectively necessary for the purpose of the underlying contract, for example
where personalised content delivery is intended to increase user engagement with a service
but is not an integral part of using the service, data controllers should consider an alternative
lawful basis where applicable.

EDPB X, AT Y DNR—=YF T ANRKEEDF T A P —EZADKEHDH]
FFENDEREZHERTI2HBENDHY (L LFEICEI THD EIFRL2V), £D
2, BRI Eo I — v A0 =P =L DEKNOBITOTDITHEE L RS
LDHENHL L ERH LTS, ZOX I RIS, HDHAF U TA P —ER
OARGHAIE & R SNAREEENH D00 E 9 i, #itEns ¥ —e20MHE,
P —ERAOFMHETET T, 2OV —EARZ—HF -1 L TELBIND FEDLE
L7 H 2 TOVHRRT —Z RO, KO —EAR =Y F T4 X732 LT
LN E I ML 2 TR D, av T Y DONR—=YFITA XN, ZOHED
RO BRI & > TEBIHNCHKLETIIR WSS, fIZIEN—YFI4 XShicay
TUYORENRY— AT -V —DEEEO DL I EEBER L TWNDH,
DY —ERAOFERICRARZES TIER WG, 7T — 2 EHE IS T 5561
POERDIERRMLZ WG9 2 D D D,

33See also Article 29 Working Party Guidelines on Automated individual decision-making and Profiling
for the purposes of Regulation 2016/679 (WP251rev.01), endorsed by the EDPB, page 13.

HiH 2016/679 O HO OO HELINTEAOEEREEL T 0774 ) o 7IZBlT 5
5529 SREEHA AT A KT A4 (WP251rev.01), EDPB A&GEIR, 13 X—VHBMDOZ &,
34 Online services may also need to take into account Directive (EU) 2019/770 of the European
Parliament and of the Council of 20 May 2019 on certain aspects concerning contracts for the supply
of digital content and digital services (OJ L 136, 22.05.2019, p. 1), which will apply as from 1 January
2022.
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Example 7

=451 7

An online hotel search engine monitors past bookings of users in order to create a profile of
their typical expenditure. This profile is subsequently used to recommend particular hotels to
the user when returning search results. In this case, profiling of user’s past behaviour and
financial data would not be objectively necessary for the performance of a contract, i.e. the
provision of hospitality services based on particular search criteria provided by the user.
Therefore, Article 6(1)(b) would not be applicable to this processing activity.
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Example 8

# 8

An online marketplace allows potential buyers to browse for and purchase products. The
marketplace wishes to display personalised product suggestions based on which listings the
potential buyers have previously viewed on the platform in order to increase interactivity.
This personalisation it is not objectively necessary to provide the marketplace service. Thus,
such processing of personal data cannot rely on Article 6(1)(b) as a legal basis.
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