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1. Introduction

1. IXC®IT

These Guidelines provide a thorough analysis of the notion of consent in Regulation 2016/679, the
General Data Protection Regulation (hereafter; GDPR). The concept of consent as used in the Data
Protection Directive (hereafter: Directive 95/46/EC) and in the e-Privacy Directive to date, has
evolved. The GDPR provides further clarification and specification of the requirements for obtaining
and demonstrating valid consent. These Guidelines focus on these changes, providing practical
guidance to ensure compliance with the GDPR and building upon Opinion 15/2011 on consent. The
obligation is on controllers to innovate to find new solutions that operate within the parameters of the
law and better support the protection of personal data and the interests of data subjects.

DA RT A4 1%, Bl 2016/679, T 72 H, —fik 7T — Z i #iH (General Data Protection
Regulation) (LLF. GDPR &3 2) (2B BREOHEEIZOWTEEMR ot 24245, =
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Consent remains one of six lawful bases to process personal data, as listed in Article 6 of the GDPR.!
When initiating activities that involve processing of personal data, a controller must always take time
to consider what would be the appropriate lawful ground for the envisaged processing.

[FEIX, GDPRE 6 £ HTHEESND LI, IKRE L TIEAT =2 2T 5 72O D 6 DD
ERRILO —>TH %, ANT —Z OB D 2 TEB 2 Bnd 256 BEH LI,
AE S D BRI & > THEEIZRIERARMLMAT 222 5 2 5 T OIZRE R 2 B2 T ude &
720N

Generally, consent can only be an appropriate lawful basis if a data subject is offered control and is

offered a genuine choice with regard to accepting or declining the terms offered or declining them

L Article 9 GDPR provides a list of possible exemptions to the ban on processing special categories of data. One of the
exemptlons listed is the situation where the data subject provides explicit consent to the use of this data.

GDPR % 9 %%, #53l 7‘@@*’5@7 Z OWARNDEEIITH LTHRY 5 2680 Y A F2ED TN D, ZET
SNTFND—DIE, T—F EENRZ DT —Z ROV THRINZRFEE 2R 2R TH 5,



without detriment. When asking for consent, a controller has the duty to assess whether it will meet
all the requirements to obtain valid consent. If obtained in full compliance with the GDPR, consent is
a tool that gives data subjects control over whether or not personal data concerning them will be
processed. If not, the data subject’s control becomes illusory and consent will be an invalid basis for
processing, rendering the processing activity unlawful.?

—MRANC, FEIEZ, T2 ERPE D ORIE A G TE | &R SN K2 KHT 2 0MES
T 5 ORI D R S, UIAFER 2 O TITHES TE 25812 D4, @725/
BRI L 720 5 %, REZRD DB BEHET, AREBEEL/LCODOEMEORT AN L
TWDHMNE D a il 2 #H 2o, [FEIX. GDPR Z 522l L TR 5HA 1. HA
T2 PO DNE I P ONWTOXEMRE T — % ERICHE 22V — Vb, £
O TRIFIZE, 77— EEROLFMERITLIETH U | FEIZEIR DO 72D DF 272 iR—RHL & 72
57 BHRATAZEEICT D %

The existing Article 29 Working Party (WP29) Opinions on consent® remain relevant, where
consistent with the new legal framework, as the GDPR codifies existing WP29 guidance and general
good practice and most of the key elements of consent remain the same under the GDPR. Therefore,
in this document, WP29 expands upon and completes earlier Opinions on specific topics that include
reference to consent under Directive 95/46/EC, rather than replacing them.

5529 RAFEMEDO ZNE TOREICET 28R KR L L TEZETH S, GDPR ITH 29
FEERZDOINETOHAL AL —RREE LWEITZESUE L2 D THY | [H
BOFERERDIZLALEN GDPR THRIL TH LD Th D, Lizhi-> T, ALHFHIL,
5529 SRAFEI RN, F55 95/46/EC ICBIT DR EZBEE MR 5D TIIRBE LT HHT b
Y, FFED My 7 AT INETOERZIGELMTT 20D TH D,

As stated in Opinion 15/2011 on the definition on consent, inviting people to accept a data processing
operation should be subject to rigorous requirements, since it concerns the fundamental rights of data
subjects and the controller wishes to engage in a processing operation that would be unlawful without
the data subject’s consent.* The crucial role of consent is underlined by Articles 7 and 8 of the Charter
of Fundamental Rights of the European Union. Furthermore, obtaining consent also does not negate

or in any way diminish the controller’s obligations to observe the principles of processing enshrined

2 See also Opinion 15/2011 on the definition of consent (WP 187), pp. 6-8, and/or Opinion 06/2014 on the notion of
legitimate interests of the data controller under Article 7 of Directive 95/46/EC (WP 217), pp. 9, 10, 13 and 14.
IAEOERICET HER 15/2011) (WP187), 6~8 H., KRUVE7z 54 95/46/EC 5 7 Db L TOE
L OIEY 2R3 OWERIC B 5 E W 06/2014) (WP217), 9 H, 10 H, 13 H., 14 HZH,
% Most notably, Opinion 15/2011 on the definition of consent (WP 187).
Fric, TREOERICET 2 & A 15/2011) (WP187)
4 Opinion 15/2011, page on the definition of consent (WP 187), p. 8
MAEDEFRICET 2 &L 15/2011) (WP187) 8 H
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in the GDPR, especially Article 5 of the GDPR with regard to fairness, necessity and proportionality,
as well as data quality. Even if the processing of personal data is based on consent of the data subject,
this would not legitimise collection of data which is not necessary in relation to a specified purpose of
processing and be fundamentally unfair.®

AR DOERICOWVTORER 152011 T2 K H 2, T — % OBIRERILT — % FROFER
FIANFEICBEIRR L, BHEDNT — 2 EERORER L CTIHREEL RO EEB 21T 2L 2L
LDOTHLING, 7T —F ODEBER & N2 \KH SE L5613, Bl RBEARCHE D & T
b2t FEOEEREENINES EAERRE 7T RROEBEXNLHIHATHD, 36
(2, AEZE% 2 LI, GDPRIZED LMW OJFRAI #FIZ, KNIEME, 2V, It s 7
— 2 DEIZBT % GDPR 5 5 kAW TT D720 DEREDOREZ, BHLE LUIFHDD b
DTIERW, HAT —Z ORI T —Z EEROFRZIZESNTND E LT, ZORE,
R ND T DITHFE ST BIZ R E TR WT — X OIUE L IEX4 b, ZHITRARIC
RAETH S 5,

Meanwhile, WP29 is aware of the review of the ePrivacy Directive (2002/58/EC). The notion of
consent in the draft ePrivacy Regulation remains linked to the notion of consent in the GDPR.®
Organisations are likely to need consent under the ePrivacy instrument for most online marketing
messages or marketing calls, and online tracking methods including by the use of cookies or apps or
other software. WP29 has already provided recommendations and guidance to the European legislator
on the Proposal for a Regulation on ePrivacy.’

—J7. H29 R RIT e 7T A N —HE4 (2002/58/EC) DRELZE#HLTWD, e 7
T A R —HRAIRICBIT B FEOMEIL.GDPR ORIEOH&E LR L TWA1-0Th S S,
FENEDF L TA L =TT 4T DAy =T =TT 4 7 DOlE, £ LTY v
F—NEFT TV =2 a ORI O Y 7 N =TI KB b DGR A T DB
BRFIEIC OV, #MfkIE, e 7TAN—HIED S & CREAZLE L T DA RetEd @,
5 29 SRAFEMSITINDNIEF T L, e T4 N —RRIRICET28E L A XA
AT TICRH LTS

With regard to the existing e-Privacy Directive, WP29 notes that references to the repealed Directive

° Seealso Opinion 15/2011 on the definition of consent (WP 187), and Article 5 GDPR.
FAEOERICET 5 ER 15/2011) (WP187) K& (N GDPR % 5 £2 MR,
6 According to Article 9 of the proposed ePrivacy Regulation, the definition of and the conditions for consent provided
for in Articles 4(11) and Article 7 of the GDPR apply.
e 7T AN —HHAIEF 9 RICEAUE, GDPREE 45K (11) KRUHBTRICED LN TV DREDERE &5
B END,
7 See Opinion 03/2016 on the evaluation and review of the ePrivacy Directive (WP 240).
le 7 F A N —fa ORI & FLEL LICBIT 578 /L 03/2016)  (WP240) % 2 [,
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95/46/EC shall be construed as references to the GDPR.2 This also applies to references to consent in
the current Directive 2002/58/EC, as the ePrivacy Regulation will not (yet) be in force from 25 May
2018. According to Article 95 GDPR, additional obligations in relation to processing in connection
with the provision of publicly available electronic communications services in public communication
networks shall not be imposed insofar the e-Privacy Directive imposes specific obligations with the
same objective. WP29 notes that the requirements for consent under the GDPR are not considered to
be an *additional obligation’, but rather as preconditions for lawful processing. Therefore, the GDPR
conditions for obtaining valid consent are applicable in situations falling within the scope of the e-
Privacy Directive.

WEAFD e 77 A N —fmIZB LT, 3 29 SR/AEEE R, PElk S 5464 95/46/EC ~D%
7S GDPR ~DZMEMIREN D Z L2572 % 201845 H 25 Hinb e 7T A "—
BN S v W4, ZAUIBIEDO RS 2002/58/EC IZ3B1T 2 [AE~OZRIZH A &
N5, GDPR % 95 fRIZLhiE, e 77 A4 N —EANFE L HNE b o T2 RBIORE Z ik
RO ARIBER Y T —=27128B1F 2 8RDPFIH T2 E18(E Y — & Aok & B4
HEAR L BIR T DB 51, BREn, LA LE 29 fE¥EHI=IE. GDPR Db
& TORBEOEML DEMN 22551 TIER<, o LAMERBHRWORHERETH D L5
AHNTWDZEEMNET D, LEN->T, ANRAEEZGS 29D GDPR D&ML, e 7
T AN — T OHPENICH DRI HEH TE D,

2. Consent in Article 4(11) of the GDPR

2. GDPRE 44 (11) BT ARE

Article 4(11) of the GDPR defines consent as: ““any freely given, specific, informed and unambiguous
indication of the data subject's wishes by which he or she, by a statement or by a clear affirmative
action, signifies agreement to the processing of personal data relating to him or her.”

GDPR % 4% (11) IFUTO XS ICAEZERL TWD, TEHIZHEZ B, FES L, it
HEZ Tz ETo, FHETIEZRW, 72 EROBERORREZEKL, ZHUZL->T, 7
— & ERD, Z OBUR XA R T A L0 . A HIZREET S E AT —F OTdRVO
FAEEZXHATLHD]

The basic concept of consent remains similar to that under the Directive 95/46/EC and consent is one

of the lawful grounds on which personal data processing has to be based, pursuant to Article 6 of the

8 See Article 94 GDPR.
GDPR %5 94 4% 5 1R,



GDPR.® Besides the amended definition in Article 4(11), the GDPR provides additional guidance in
Article 7 and in recitals 32, 33, 42, and 43 as to how the controller must act to comply with the main
elements of the consent requirement.

)75 D B ARSI FR 5 95/46/EC D Z FLIZHAML L, WX, GDPR 25 6 &kic &k v, AT
— X OB EEREZ L2 UE e & e WERILO —D2THh 5 %, F 45k (11) I2BIT5
EIESNTZERDITNIT, GDPR 1L, FHENFAEEMFOFBERBERII LN >TED LD
(ZATEY L2 e BB LT3 7 S R ONRITSCER 32 TR, 55 33 TH, % 42 TH, 4 43 1
WZRWTBIMB R A X A2 LTV 5,

Finally, the inclusion of specific provisions and recitals on the withdrawal of consent confirms that
consent should be a reversible decision and that there remains a degree of control on the side of the
data subject.

B, RE ORIENZ DWW T OREE OBLE K ORI A AdLTz 2 L E, [RE SR AT RE 724 Wr
ThHRETHY, 70, 7—F EEROMANC—ERLE O LEHMERD IR SN TV D Z & 2R
ToHHDERSTND,

3. Elements of valid consent

3. ARIRRIBDOESR

Article 4(11) of the GDPR stipulates that consent of the data subject means any:
GDPR¥ 4% (11) 1I7— 2 FEOFEENUTOBE®REZAT D LEDTND,

% Consent was defined in Directive 95/46/EC as “any freely given specific and informed indication of his wishes by
which the data subject signifies his agreement to personal data relating to him being processed” which must be
‘unambiguously given’ in order to make the processing of personal data legitimate (Article 7(a) of Directive 95/46/EC)).
See WP29 Opinion 15/2011 on the definition of consent (WP 187) for examples on the appropriateness of consent as
lawful basis. In this Opinion, WP29 has provided guidance to distinguish where consent is an appropriate lawful basis
from those where relying on the legitimate interest ground (perhaps with an opportunity to opt out) is sufficient or a
contractual relation would be recommended. See also WP29 Opinion 06/2014, paragraph 111.1.2, p. 14 and further.
Explicit consent is also one of the exemptions to the prohibition on the processing of special categories of data: See
Article 9 GDPR.

[FFEIL, F55 95M6/EC (ZFB\W\T, [ 7= L7 H CIZBT SN 7 — 5 5] O ]Ripit S = & ~DfalE &
FH]T 5 ZEIZL T, HRIICZR INTEFFED )OI TR EF 1B I 7E L TOEMZF T (any freely
given specific and informed indication of his wishes by which the data subject signifies his agreement to personal data
relating to him being processed) TH VY, AT — X OBV &L LT 5720 [REAKR TR 5251

(unambiguously given) 72t bt ERESNE (74 @), ENEEE L CORBEOZSMIC
BIL T, 72 & X, TRIEOERICET 2 WP29 O 1 15/2011) (WP 187) 25/, 5 29 SAFHEMa I,
ZOEROPT, MENSBEUZEMNRILCTH 56 L, ESRFZEOBRM (BZ26<A7 M7 U Fos
ZH0) ~OERWB A5 TH D 0EMBERBEID SN 556 & 2 KT AT LD, F728 295
TR = [ 06/2014) 14 H/XF 7T 7 W12 B, e BBRINZ2FEE bRl 2 o 7 — 2 OBk
W2 B2k D BISDO—>ThH D, GDPR 9 LB,
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- freely given,
HHIZEZ b
- specific,
FFESNTND
- informed and
M EZ T TS, 2
- unambiguous indication of the data subject's wishes by which he or she, by a statement or by
a clear affirmative action, signifies agreement to the processing of personal data relating to

him or her.

A TIEZRV, T =2 EROBERORREZEKL, THUTE > T, 7—Z EEN
Z OB ST AR BRI T 22 K 0 . BHICEET S EAT —Z OB OfRE
ERATLHO

In the sections below, it is analysed to what extent the wording of Article 4(11) requires controllers to

change their consent requests/forms, in order to ensure compliance with the GDPR.°
LU FOHiTlX, GDPR OMSFAERT H7-012, F 45 (11) OXSHEEEICH LT, [H
BOERMIA A EOREETET 2L IITRDTHDE0E55T 5 19,

3.1. Free/ freely given'!

31. BH / BRIZEA BN

10 For guidance with regard to ongoing processing activities based on consent in Directive 95/46, see chapter 7 of this
document and recital 171 of the GDPR.

545 95/46/EC 123317 % [F I HE S W Tl A e BB MBI 2 A & ZZHWTHE, ALESE 7 HK D
GDPR Hi3CE 171 THEB M,

1 In several opinions, the Article 29 Working Party has explored the limits of consent in situations where it cannot be
freely given. This was notably the case in its Opinion 15/2011 on the definition of consent (WP 187), Working
Document on the processing of personal data relating to health in electronic health records (WP 131), Opinion 8/2001
on the processing of personal data in the employment context (WP48), and Second opinion 4/2009 on processing of
data by the World Anti-Doping Agency (WADA) (International Standard for the Protection of Privacy and Personal
Information, on related provisions of the WADA Code and on other privacy issues in the context of the fight against
doping in sport by WADA and (national) anti-doping organizations (WP 162).

29 RMEEBRIT, TOWVONOEROP T, WENHBIZEZ HILRVWIRIIZI T 2 [FE DR 2 71
NTETZ, RIS, REICET2E A 15/2011 (WP187) ., BRI @I BT 2 AT — % DI
PN T 2T —F 7 REa A b (WPL3L), A=A T 7 X MZBT AT — & ORI B
45 7E R 8/2001 (WP48), it 7 v « K—E > 7 #ES (World Anti-Doping Agency : WADA) O — & @
Bl MBI 555 Ik A 412009 (WP162) (WADA Code o BHELILE, I ONZ WADA KUY (FEERN) 7
VF e R=E UL D AR =Y O R—E 7k T B 0arT 7 2 MIBITZEDOMOT T A
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The element “free” implies real choice and control for data subjects. As a general rule, the GDPR
prescribes that if the data subject has no real choice, feels compelled to consent or will endure negative
consequences if they do not consent, then consent will not be valid.*? If consent is bundled up as a
non-negotiable part of terms and conditions it is presumed not to have been freely given. Accordingly,
consent will not be considered to be free if the data subject is unable to refuse or withdraw his or her
consent without detriment.* The notion of imbalance between the controller and the data subject is
also taken into consideration by the GDPR.

TEH] OERIT, &zm CEHOFIRE TEHERN DD Z L A2 BHRL TV D, —ikHy7R
=& LT,GDPR X, 7 —# ERNEOBRIR 2T [MEz @il Sz L& L 5, Xk
ﬁab&fnizﬁ747ﬁﬁ% B2 LMD 01E, FE iﬁﬁfiﬁwkﬁm
LTW5 2 FENZNGFEORZBTERNTSE LTELEDLNTVWDLGEE, THULAE
WZEZ 6N bD L3RR éﬂ’biﬁb\ L7l o T, FEX, 77— EERAFIm A2 6T
FEZHELS L XIMETE R2WEAIZIE, BHTH S & iﬁfﬁéh&b\”’o EHELT—4
Ew@ﬁﬁKﬁﬁﬁﬁa%\Gm@:iofﬁﬁéﬂfwéo

When assessing whether consent is freely given, one should also take into account the specific situation
of tying consent into contracts or the provision of a service as described in Article 7(4). Article 7(4)
has been drafted in a non-exhaustive fashion by the words “inter alia”, meaning that there may be a
range of other situations which are caught by this provision. In general terms, any element of
inappropriate pressure or influence upon the data subject (which may be manifested in many different
ways) which prevents a data subject from exercising their free will, shall render the consent invalid.
FENPERIZEZ DN TWDNE S nEsHMli T 2BI2IE, B758 (4) [THESNTWD &
T, AR L BRI — B AR EFHE DT TV D REDORN D BET RETh D, H 75

(4) 1%, ZOBEICE>THE SN D S EIERMORNNH D000 Lt & &5k
TéF% kaoﬁ Ea MWD Z LIk o T, FHREFNIZEOE THES N TN D, —fiKHY
WCE AL T EEROARREEDITHEEZ TS (L ORRSTHETRTIEDTE
D) T— &EW T D NEG RN I BOURIT, AEZEHETH0TH D,

[Example 1]

A mobile app for photo editing asks its users to have their GPS localisation activated for the use of its services.

N —fBIZONWT DT T A Ry — L ENEROREICET 2 BT 108 TTED,

12 see Opinion 15/2011 on the definition of consent (WP187), p. 12

FEOEFRICHT HE A 152011 (WP187) 12 HEHE,

13 see Recitals 42, 43 GDPR and WP29 Opinion 15/2011 on the definition of consent, adopted on 13 July 2011,
(WP187), p. 12.

GDPR RiTSCES 42 T, 55 43 L TN 2011 4F 7 H 13 BEAR O 29 FAEERRIC LD RBOERICETHER

15/2011 (WP187) % &R,
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The app also tells its users it will use the collected data for behavioural advertising purposes. Neither
geolocalisation or online behavioural advertising are necessary for the provision of the photo editing service
and go beyond the delivery of the core service provided. Since users cannot use the app without consenting

to these purposes, the consent cannot be considered as being freely given.

[ 1]

FEEREDENAA L « TFUNR, FOH—ERFADI-DIZ2—HF—I2% LT GPS DALEE
WEANMET 2 EITROTND, 20T T VIITEY —7T 4 VT IREDZDIC, IESh Tz
T2 ERAT L La—P—IBmATH WD, MEERGS S TA o OITENY =5 T 4 TR

BEIRE T — B A DRI HLETIE R < RIS 2 i — B 2 ORLE O 2 B 2
T, 2—HF—ZZ ) LZHMICH L THRE LRTIUET 7V 2 TE vl £0lH
BIXHBIZEZA DD ERRT LR TERLY,

3.1.1. Imbalance of power

3.1.1. SR

Recital 43%clearly indicates that it is unlikely that public authorities can rely on consent for
processing as whenever the controller is a public authority, there is often a clear imbalance of power
in the relationship between the controller and the data subject. It is also clear in most cases that the
data subject will have no realistic alternatives to accepting the processing (terms) of this controller.
WP29 considers that there are other lawful bases that are, in principle, more appropriate to the activity
of public authorities.*
ATSCHS 43 TH Yk, BERE DS TAWIHEES) CTh D258 ITITFIC, FHE &7 — % EIROBR
(CREZR N DOAREIBEA LIZ LT D 2720 ARBEEIL, Bl zHW T, FEICEILTE £
NN EZWIRRICIERI L T D, EIZEAEOHA, Ionc, T—F EFRIE, 25
LI EBE OBy (R ZKeET 5 2 IO D BENRRE LR, %ZWKW
FEESIE, MOEIRBILAH VD | 15 ORI, FEARRIIZ, AR OIRENC wWY)T

14 Recital 43 GDPR states: “In order to ensure that consent is freely given, consent should not provide a valid legal
ground for the processing of personal data in a specific case where there is a clear imbalance between the data subject
and the controller, in particular where the controller is a public authority and it is therefore unlikely that consent was
freely given in all the circumstances of that specific situation. (...)”

GDPR HiSCH 43 L, [AEPAHIZGZ IS 2 EFHIRT S/010, 7 —5 L1k EPEE L DRJIZH
HERT LI IFIET SHFNEGE 2, BHEDPNHIEH Th S5E8 T, Chd2Is, HFREDEHE
NEHT, JAEIHIIEGZ 5L E AJREMED MR L 50 & &IZIE, EDEEIL, N7 —5 &K 5 750
DEHE R RIVHIRIAE LS B & DEIT R 520, 1 LTV D,

15 see Article 6 GDPR, notably paragraphs (1c) and (1e).

GDPR % 6 %5, FrIZ(1c) kUM(le) &2
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HHLEEZTND B,

Without prejudice to these general considerations, the use of consent as a lawful basis for data
processing by public authorities is not totally excluded under the legal framework of the GDPR. The
following examples show that the use of consent can be appropriate under certain circumstances.
O LR BEIIKT 2 Z LR T X, AR L 27— % OO OIERIR
fLE L CREBEZFIHT 5 Z 1%, GDPR OIEMIHAHIZ VT, 2HMIZHER STV bbbl
TIEZRV, ROFFNL, FEOHMN—EDORATITEG L0V 552 2Rl TV D,

[Example 2]

A local municipality is planning road maintenance works. As the road works may disrupt traffic for a long
time, the municipality offers its citizens the opportunity to subscribe to an email list to receive updates on the
progress of the works and on expected delays. The municipality makes clear that there is no obligation to
participate and asks for consent to use email addresses for this (exclusive) purpose. Citizens that do not
consent will not miss out on any core service of the municipality or the exercise of any right, so they are able
to give or refuse their consent to this use of data freely. All information on the road works will also be
available on the municipality’s website.

(=51 2]
o LA 2NER OME LELZFE L T D, B LFIIEMCE > TRBOMANAZELT 2B L
npnwize, ZOWIFIERICH LT, TFEO#ERZ L TP THOENIZOWT DR
FEMEZIT LND A=) 7V X OGS ERIET 2, TOHEAIE, 2T 28BN
WZEEZABNILT, 3o, 20 (ME—D) HRDTZDIZA—AT RLAZFIAT 22 LiZo0n
THEZRD D, FELZRWND LWo T ERE, TR O a7 - 3 — 2 I OHEFRTT#E D
BEA KD DI TIERY, ZORDERIIZOF—ZFIAICERICEE L XIIHESG 52 08T
%, BRLEIIET22TORRIT, TOHITHNOY =7 A FTHRIATE 272D THD

[Example 3]

An individual who owns land needs certain permits from both her local municipality and from the provincial
government under which the municipality resides. Both public bodies require the same information for
issuing their permit, but are not accessing each other’s databases. Therefore, both ask for the same
information and the land owner sends out her details to both public bodies. The municipality and the
provincial authority ask for her consent to merge the files, to avoid duplicate procedures and correspondence.
Both public bodies ensure that this is optional and that the permit requests will still be processed separately
if she decides not to consent to the merger of her data. The land owner is able to give consent to the authorities
for the purpose of merging the files freely.

(=51 3]
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THZ AT DAL, BT EZNBBT2ROMG N DOFFRAIBPBETH D, WD
FIREBRIIFF AT D FATO DR CIEMELE LT 503, HVDOT —Z X=ZRER > THRn,
D7, W AE CEMAERD 720, £ O LHETA & XM 7 ORFNIEEM R Rz 2455,
T & B3, BT 2 Tl & EiE 2 Lk 5 700, FEROMAMEICFREZRD 5, W7 ORITNL, €
NBERTH Y, AL 72 abiCABE LRV L T 258 Th, 2B BN FHhe
BETHD I EaMRT D, LIeh»> TEOLHIFTAH IR, FHOMAE HRIOTZDIC, HEIZFET
DIMEIMERDD ZENTED,

[Example 4]

A public school asks students for consent to use their photographs in a printed student magazine. Consent in
these situations would be a genuine choice as long as students will not be denied education or services and
could refuse the use of these photographs without any detriment.6

[Z51 4]

NSEFAE D AEGE OHIRIMEES CAED T EZFMT 5 ORELZ KD D, AEDEE UTE M
DP—EREEGINT, ELAFEEHD Z LR LICHEERMEZIEG TE 5B, ZoRRT
DREIIMRERINE 72 5 16,

An imbalance of power also occurs in the employment context.}” Given the dependency that results
from the employer/employee relationship, it is unlikely that the data subject is able to deny his/her
employer consent to data processing without experiencing the fear or real risk of detrimental effects
as a result of a refusal. It is unlikely that an employee would be able to respond freely to a request for
consent from his/her employer to, for example, activate monitoring systems such as
cameraobservation in a workplace, or to fill out assessment forms, without feeling any pressure to
consent.*®Therefore, WP29 deems it problematic for employers to process personal data of current or

future employees on the basis of consent as it is unlikely to be freely given. For the majority of such

16 For the purposes of this example, a public school means a publically funded school or any educational facility that
qualifies as a public authority or body by national law.

ZOHERITIE, AFRILEMNIEIC XV ARBEE SOIFE & &7 AR O PR T E MR & B L
TV,

17" see also Article 88 GDPR, where the need for protection of the specific interests of employees is emphasized and a
possibility for derogations in Member State law is created. See also Recital 155

e B DR 72 FIZE ORFE D LBEVEN TR S 41, MBEASOZALOFREMENFK T HIL TN DT — R {ZDN
Tik. GDPR % 88 &£ b2 M, HISCE 155 HH B,

18 See Opinion 15/2011 on the definition of consent (WP 187), pp. 12-14 , Opinion 8/2001 on the processing of
personal data in the employment context (WP 48), Chapter 10, Working document on the surveillance of electronic
communications in the workplace (WP 55), paragraph 4.2 and Opinion 2/2017 on data processing at work (WP 249),
paragraph 6.2.

529 RAFREIM R ORIBEOERICH T 5 E A 15/2011 (WP187) 12~14 H, EM O XRICHIT AT —#
OEBNTET 2 F L 8/2001 (WP48) £ 10 &, HnIc kT 2B F@E0BAICET 2V —F% 7 - F¥
2 A b (WP55) %5 4.2 ffi, BAICkT 27 —# OBHRVICE T 5 E R 2/2017 (WP249) % 6. 2 fix S
FA

o
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data processing at work, the lawful basis cannot and should not be the consent of the employees
(Article 6(1)(a)) due to the nature of the relationship between employer and employee.*°
NORENL, BRAOYNRTHAELT D Y, 55EBIRN G A U BBk i hiX, 7
— X ERIE, FEEGTOMEL L TR L2 DM XITZ0BEN Y X7 2 5RET
2 AR LT —Z OBV OWTORIEZEE TE 5 alRE R, 72 & 213,
BCOEMRA AT DL RET=FY T« VAT LEANZONWT, BABEN D ORIBEETEIC,
PEEEPHBISHS LEZMONOREENZFEETIC, BEEHAKO~ 2 B2 5 Alhe
PEIERN B, U723 T8 29 RAFEM AT, HRICAE TE 2 WREMEND 22N 2 &0 b
[FEZRILE U CBEUIFEROE(EBOEAT —# ZREMHE NI 5 2 L ICIXfMED
bHLEZD, MG TOZ D LIeT —F OBRBVDORZEIZHOWT, (¥R & EHE OB%R
DOWEND, WEBDOREBEZEMRILE T2 81X TERWVWL, 225 TX&ETIERN
(BE6s%k (1a) %,

However this does not mean that employers can never rely on consent as a lawful basis for processing.
There may be situations when it is possible for the employer to demonstrate that consent actually is
freely given. Given the imbalance of power between an employer and its staff members, employees
can only give free consent in exceptional circumstances, when it will have no adverse consequences
at all whether or not they give consent.?

L2 L ZAVUTERE DB OERIL & U CTRIEICEILT 2 2 L 3fxt T& v nd
TEEEWRL TV DT TIEARY, MENEE EHRICEZAONTNWDZLE2RT I LN
TELRWUDH D00 Livian, BAE EIWEEB OO OREERH D L LT, REL
B2 2ME NI b7 BB 2 bz b SR WHIBRIZRIRIL THIUE, £ DRI
IZHR-> T, MEEBITERICAEEZ5EX D2 ENTED 2,

[Example 5]

Afilm crew is going to be filming in a certain part of an office. The employer asks all the employees who sit
in that area for their consent to be filmed, as they may appear in the background of the video. Those who do
not want to be filmed are not penalised in any way but instead are given equivalent desks elsewhere in the

building for the duration of the filming.

[ 5]
HDOMEHITED 7 NV—NA T 4 AD—E CMB 2 IRET D, T 7 4 A2 bOoRMAHI, /EEAN
Mg OEFIZED G LW, BRI 22 ) TIZE -S> TV DL ETOREBITIRZIZOWNT

19 see Opinion 2/2017 on data processing at work, page 6-7

WG IBT 27 — 2 ORI BT 2 B L 2/2017 (WP249) 6~7 HA S,
20 see also Opinion 2/2017 on data processing at work (WP249), paragraph 6.2.
W Z BT 27 — 2 OWHRVICBET L 2/2017 (WP249) 5 6.2 fili & 2 i,
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DRIEZRD D, BN 2WEFEZZ T, g oS, b vz, @YoiEhro
EIMNCFEOT A7 BT bivs,

Imbalances of power are not limited to public authorities and employers, they may also occur in other
situations. As highlighted by WP29 in several Opinions, consent can only be valid if the data subject
is able to exercise a real choice, and there is no risk of deception, intimidation, coercion or significant
negative consequences (e.g. substantial extra costs) if he/she does not consent. Consent will not be
free in cases where there is any element of compulsion, pressure or inability to exercise free will.
TORE L, AHEBEI L OEHE OGRS T, ORI THE Y 5 5, 5 29 FKIEE
BN OPOEROPTEY EF72X 512, REE, 7% ERPEORINEZITH Z &
WTE, FELRWGARICITEN L, &l BbIUTERRIZATT 4 77k (Tz& 23,
RERIBMEN) 2% T2V A7 BRWGEIZOHR, A0 5%, FEX, 58f, £
XITEHREEOTHEARNREICT 2 EWHEZNH L5 EITIE. BHTIERY,

3.1.2. Conditionality
3.1.2. 4t

To assess whether consent is freely given, Article 7(4) GDPR plays an important role.?

FIENEHHIZGEZONDENE D DEHMIT 572012, GDPR 75 (4) XEE/,&E % 5
P

Article 7(4) GDPR indicates that, inter alia, the situation of “bundling” consent with acceptance of
terms or conditions, or “tying” the provision of a contract or a service to a request for consent to
process personal data that are not necessary for the performance of that contract or service, is

considered highly undesirable. If consent is given in this situation, it is presumed to be not freely given

2L Article 7(4) GDPR: “When assessing whether consent is freely given, utmost account shall be taken of whether,
inter alia, the performance of a contract, including the provision of a service, is conditional on consent to the processing
of personal data that is not necessary for the performance of that contract.” See also Recital 43 GDPR, that states:
“[...] Consent is presumed not to be freely given if it does not allow separate consent to be given to different personal
data processing operations despite it being appropriate in the individual case, or if the performance of a contract,
including the provision of a service, is dependent on the consent, despite such consent not being necessary for such
performance.”

GDPR % 75& (4) : VAEDHIIZ G2 B EHPEHBTTS55, #I2, V— DMz 580, 4
I DJETTIZ R ZED L2V AN T — 5 DR D] e ZFIDJETTDFNEE L TS PEIED T, &
AKIRDZJE DI ITIUEZ 57500, ) FTo T ll4 DBEEIZIEGNICAE TS 2 &P TH S8 7570
PET BRSMNT — X IRPEFE I 1] TAIEE 525 2 EPRBO SRRV HE, X, —EXH
FIDJETT D= DIZF DI 5 R [FAEEFLFE LR DIZ b 00006, —EXDIEHEDLE & 5 029D
JEITHAEELEEL L TOBHE, TDL 5RAEEIL, HHIZFZ 6475 6D TIIRNEHEESNS,
&Lk L7z GDPR HISCHE 43 HH B,
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(recital 43). Article 7(4) seeks to ensure that the purpose of personal data processing is not disguised
nor bundled with the provision of a contract of a service for which these personal data are not necessary.
In doing so, the GDPR ensures that the processing of personal data for which consent is sought cannot
become directly or indirectly the counter-performance of a contract. The two lawful bases for the
lawful processing of personal data, i.e. consent and contract cannot be merged and blurred.

GDPR ¥ 72k (4) 1%, &V biF, BREFOKFELFEL TuEGbE2) R, X
%%wﬁﬁﬂﬁ#~tx@ﬁ&:ME&éh&w@k7~&%ﬁmokwmﬁak%ﬁﬂ
T —E RO EZ FEODITAHZ &) PO TEFELL RN EBZZLND I EERLT
W5, b LI LR TRIEN G2 5556, TIUIBEBHICEZ b & idAHR IR
W ORISR 43 ), BT (4) 1E, AT —Z OBV O HIg ST, @A T
— 2 HWEE LR WEK I — AR s uE EbE oV ) ITHERT 22 & 2K
HTWND, 29 LTWDHEA, GDPRIL, [AIEDRD HILHEAT — 2 O BB A E R X
R ZZANCE T D KRG TIC 22 0 2 e W2 E AR L TW D, AT — & Ok
RN ZHODERRIL, § 7206 FE & EZNITMAE SETEBRIZTE D2 5D THAR,

Compulsion to agree with the use of personal data additional to what is strictly necessary limits data
subject’s choices and stands in the way of free consent. As data protection law is aiming at the
protection of fundamental rights, an individual’s control over their personal data is essential and there
is a strong presumption that consent to the processing of personal data that is unnecessary, cannot be
seen as a mandatory consideration in exchange for the performance of a contract or the provision of a
service.
G (DL BT AR AN N T — & @%IJFH ZAKHET DR OWTHEHTHZ &b T—FEE
%%ﬁﬁ%:ﬂﬂ fRUBBRREZHTe, 7— 2 REDEREDEARNMER OIREA H ?E. LTW5
. BOOMBAT— 21 %ﬁ‘éﬂﬁlﬁ ANDOHFNIARFIRTHY | ZEDTZORNLERENT —
4 @E&#&b\ ZRTHEEIE. BROBIT IV — B A RO D ITHIE L 72 55l & %
BT EIFTERVE N ) IRVHEENFIEL TV D,

Hence, whenever a request for consent is tied to the performance of a contract by the controller, a data
subject that does not wish to make his/her personal data available for processing by the controller runs
the risk to be denied services they have requested.

L7y - T, ﬁ%‘\@?ﬂ?ﬁi‘miﬁ!ﬁ%‘ ZRDEMIDIEIT EFEODIT HN TV DGEITITFIC
HEIC DR DO DI A5 OEANT — & 2 F éﬁk<ﬁw?%5£%i\ﬁkbt
P RAEEEND Y XY %i%\ Do

To assess whether such a situation of bundling or tying occurs, it is important to determine what the

scope of the contract is and what data would be necessary for the performance of that contract.
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According to Opinion 06/2014 of WP29, the term “necessary for the performance of a contract” needs
to be interpreted strictly. The processing must be necessary to fulfil the contract with each individual
data subject. This may include, for example, processing the address of the data subject so that goods
purchased online can be delivered, or processing credit card details in order to facilitate payment. In
the employment context, this ground may allow, for example, the processing of salary information and
bank account details so that wages can be paid.??There needs to be a direct and objective link between
the processing of the data and the purpose of the execution of the contract.
BEADEXITFEODIT ORWDBE E TWDHNE D D ZFHET H1TiE, BRI OFPH ),
K OBKIDBATICHE IR T — 2 30zl 5 Z ENEETH D, # 29 FIFEEHBRDE
5.06/2014 |2 KA, BREOBITICNEER ] &0 ) SUE T, BB IR SN A 0LERS 5,
ZORFNE, 2 OF — & FIKE DRK) 2 FEBT H72DICBETRITIUIZR B0, £
X e 2IX A IA4 U TIHASHUTEEMDBEETE D X517 — ¥ EEROEFTZ Y
W&, NI W E b3 5720127 Ly y b A= RONEEZIO T D Z ENEGE
N5, BARBBOARTIZ, ORI LY, 72 2F, BeE2THL O 2N TEL LI
T o720, K GOFREFITAENEEZMOE S ZENFERTE D259 2, 77— 4 DHk
W E BT O B O, BN OFBRIREREH D Z ERMETH D,

If a controller seeks to process personal data that are in fact necessary for the performance of a contract,
then consent is not the appropriate lawful basis.?

EHE DR OEIT D= DI R ERENT — 2 OWMBNZ2 KD D556, FED

TR VERIARIL T IE 72\ 2,

Article 7(4) is only relevant where the requested data are not necessary for the performance of the
contract, (including the provision of a service), and the performance of that contract is made
conditional on the obtaining of these data on the basis of consent. Conversely, if processing is
necessary to perform the contract (including to provide a service), then Article 7(4) does not apply.
7R Q) 13 BERENTET 2 BRNOET (M- 20RMEET) [TXETRL,
%@%%@@ﬁﬁ*n%w%—&%&%m%dwfﬁé:t%%#&waéﬁAK®#
F%ﬁ B %, T, BV AR OETT (h—E XA DRMEEZETe) ICHWETHDIEEIC
T4 @) TEA SR,

22 For more information and examples, see Opinion 06/2014 on the notion of legitimate interest of the data controller
under Article 7 of Directive 95/46/EC, adopted by WP29 on 9 April 2014, p. 16-17. (WP 217).

BIMOER & BEFNZONTIEL, 201444 A 9 BIZH 29 KAEERSIT X » TEHIRE iz T4 95/46/EC @
b & TO FHEOIEYS AR OMEICET 28 ﬁ 06/2014] (WP217) 16~17 HAZ M,
2 The appropriate lawful basis could then be Article 6(1)(b) (contract).
HOZRERRILE L THE 6 RQ)OAEBEZBILD,
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[Example 6]

A bank asks customers for consent to allow third parties to use their payment details for direct marketing
purposes. This processing activity is not necessary for the performance of the contract with the customer and
the delivery of ordinary bank account services. If the customer’s refusal to consent to this processing purpose
would lead to the denial of banking services, closure of the bank account, or, depending on the case, an

increase of the fee, consent cannot be freely given.

(=51 6]

BHHEIT, BoENLA VY h~—rT 4V THNORZS, BEOIILNEEZFATHZ L
ERRT LR OBEICHEERD D, ZOBIEATHIE, BEICKT 2RKEITIC bET 070
JiEH — B R ORI b MLE TRV, Z OB B IR SBE D REES ST — B X DS,
AT, JHEIC L - T, FEBOF & LFICER 261, AEEAHICEX 61D Z
LIZIER D 220,

The choice of the legislator to highlight conditionality, amongst others, as a presumption of a lack of
freedom to consent, demonstrates that the occurrence of conditionality must be carefully scrutinized.
The term “utmost account” in Article 7(4) suggests that special caution is needed from the controller
when a contract (which could include the provision of a service) has a request for consent to process

personal data tied to it.

FEICOWTOHBORMOAEE L LT, &0 biF, FUMEICSIIEEDNESE2H THEIRE
LTS EWS Z L, FEMEORAENERIZHRONARITIULIRGRNWI L Z R LT
Do BTk (4) © [HRKEEETD) L0 LFE, B (-2 RHkE2505 2 L0
TED) BENTRHEODWEAT —F ZWMO KD 2O DOREZEAER L TWDHAITIE, &
DD ORI ER P METH D Z L 2R LT D,

As the wording of Article 7(4) is not construed in an absolute manner, there might be very limited
space for cases where this conditionality would not render the consent invalid. However, the word
“presumed” in Recital 43 clearly indicates that such cases will be highly exceptional.

BTR (4) OXEPHEIRIE CHIRSNRW 2D, ZORMEENFREZ B L Ly
r— ZABET DD TIREMRARRIZSH 22000 Livvy, UL, BiSCE 43D TH#E
EIND] WD HERITE D LIz — A TR TH D Z & ZBIfEIZRmEe LT
Do

In any event, the burden of proof in Article 7(4) is on the controller.?* This specific rule reflects the

24 see also Article 7(1) GDPR, which states that the controller needs to demonstrate that the data subject’s agreement
was freely given.
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general principle of accountability which runs throughout the GDPR. However, when Article 7(4)
applies, it will be more difficult for the controller to prove that consent was given freely by the data
subject.?®

WTIUSE XL 7 5 (4) ISR DFFERTIEERE OIS H D 2, Z ORI 72—,
GDPR # B < AELO—BMFERIZ KM L TWD, LinLl, F75% 4) PEfshs e
., FENT —FERICL>THRIZEAONTWD Z EZEHENGEHT L Z LT -
FOHLL 72D %,

The controller could argue that his organisation offers data subjects genuine choice if they were able
to choose between a service that includes consenting to the use of personal data for additional purposes
on the one hand, and an equivalent service offered by the same controller that does not involve
consenting to data use for additional purposes on the other hand. As long as there is a possibility to
have the contract performed or the contracted service delivered by this controller without consenting
to the other or additional data use in question, this means there is no longer a conditional service.
However, both services need to be genuinely equivalent.
—HZBENTOBEMBNDIZDDEANT — 2ROV TORIEZ GAEY—E A L )y
ZBWT, BIHMOREDOT —ZFRIZ oW TORE Z DAV R I X v it
SNTWDLREOY—EREOMT, 7% EENPBIRTE 255121E, FHE X, £0OM
k23T — & FRICHRE R PR 2R L TV D L FIRTE 2745, MEE Do X%
BIMOH—ERTHOWTRER LIS, TOFHEENZKZ@IT L IR S —ER
U D AR H DIRY | FAUTBITRRMFE Y —EA TRV L EZERL TV D,
LirL, MOV —E A THRE LTRBFETHLILERD D,

The WP29 considers that consent cannot be considered as freely given if a controller argues that a
choice exists between its service that includes consenting to the use of personal data for additional

purposes on the one hand, and an equivalent service offered by a different controller on the other hand.

BEEITT — 4 EROAHEDABRICEZ DR TWD Z L 25T 2081355 L5 L2 GDPR 5 7% (1)
B,

25 To some extent, the introduction of this paragraph is a codification of existing WP29 guidance. As described in
Opinion 15/2011, when a data subject is in a situation of dependence on the data controller — due to the nature of the
relationship or to special circumstances — there may be a strong presumption that freedom to consent is limited in such
contexts (e.g. in an employment relationship or if the collection of data is performed by a public authority). With Article
7(4) in force, it will be more difficult for the controller to prove that consent was given freely by the data subject. See:
Opinion 15/2011 on the definition of consent (WP 187), pp. 12-17.

ZDOBIEOB NI —ER, BEAFOE 29 FMEERROHA F L AR L TW\5D, B 152011 Tik72 k9
W2, T — & FED — BRI SUT R R D 7o — FRE IR FE L T RIS D356, 5 Licay
T AN (e z2X, BRERST — X IEN AR L - TiTh54548) TIXFEE O B R HIR S
NWTWHIRWHEE L 2 D RN & D, BT 4) OFEMICEY, BHEN, T—F EFRICL > THEN
BHIZEZONTNWDLZ LZFEHT LDV -Z 2L RD7EA 5, REOERICET HEA 15/2011

(WP187), 12~17 HZ .
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In such a case, the freedom of choice would be made dependant on what other market players do and
whether an individual data subject would find the other controller’s services genuinely equivalent. It
would furthermore imply an obligation for controllers to monitor market developments to ensure the
continued validity of consent for their data processing activities, as a competitor may alter its service
at a later stage. Hence, using this argument means this consent fails to comply with the GDPR.
BHEN, —HIZBWTCEBMBNDOTZOIEAT =2 OFCOWTHEZ GO —E
A& MR TR T2 BB OIS 5 RIFEO Y — & 2 DRIEIREFET D &
FiRT 256, B 29 FMEEHSIL. AEPHHIZEZ DN TND EART I ENTERN
EERD, O LI —ATIE, BROBHN, OTGEOT LA ¥ =N —E 2 %75 T
WD ED, ETfi A DT — 7 TRPMOEBE OV — X LM FFE L B THDH
BPCEAEENDIEA D, SBIZZDZ LT, BFENLEOI—EAZZOBEBE TEET S
MH LRV D 7 —F OBHRER KT 2 [FE ORI AT M Z FER D 7201, £ D
T2 EERPTGOEBMEE=F —FT 8B EZMEI ZLIZRDHIEAD, LTeh->T, Z0E
BREATO Z &1, &9 LIZ[FEMN GDPR ZB5F L TWWRINZ EZ2EKL T 5,

3.1.3. Granularity

3.1.3. hkifE

A service may involve multiple processing operations for more than one purpose. In such cases, the
data subjects should be free to choose which purpose they accept, rather than having to consent to a
bundle of processing purposes. In a given case, several consents may be warranted to start offering a
service, pursuant to the GDPR.
—ODY—EAREHDOBRIDTZDIZN Db DOMREBEZITHIZ L bbb D, £ LS
BT A EERFTOLELEVOBRBVOANICFEELRTNIXRLR20VOTIERS, £
BRNUCK L TR T 2002 HHRICEBRTELLHICTRETHD, HDH7r—ATIE,
GDPRIZ L7723 > T, —o2DO P —E A2 IR T 5720, HEOFENLEL SN DD
H L,

Recital 43 clarifies that consent is presumed not to be freely given if the process/procedure for
obtaining consent does not allow data subjects to give separate consent for personal data processing
operations respectively (e.g. only for some processing operations and not for others) despite it being
appropriate in the individual case. Recital 32 states “Consent should cover all processing activities
carried out for the same purpose or purposes. When the processing has multiple purposes, consent
should be given for all of them”.

ATSCHS 43 THIX, MEZG L 7 v XFHn 7T —Z FRIT L TEAT — % OB EB IS
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W ICRET S 2 & (2L 2, HOBWEBEOTHIET DOFRE Th - T, ok
BORE TR 28O TWRWEAIZIE, ZORIENMEA D7 —RAZONW Ty Th 5 &
LTH,RENHRIZEZX DN TND EIEZAREINRNT EEZH BN L TND, JISCE 32
X, TAEi, A ARIDEDICTTPN S 2 TDRBGTE 7 677 L 221F LR 67200, IR
R PEED ARTE & D55, [AEIL, EHEDETDHANIS L THZ 5RLITIIERE
20 Ll TWD,

If the controller has conflated several purposes for processing and has not attempted to seek separate
consent for each purpose, there is a lack of freedom. This granularity is closely related to the need of
consent to be specific, as discussed in section 3.2 further below. When data processing is done in
pursuit of several purposes, the solution to comply with the conditions for valid consent lies in
granularity, i.e. the separation of these purposes and obtaining consent for each purpose.
EHEPIRDCET 2EEO BN Z —f L, FENICO W TENENERNCFEE %KD
Lo LnablX HROXIME 725, ZOREEX LLTFOH 3.2 THlY RiFsd X5z,
[FEDRE SN DN E BN L BERBEICEBR LTV D, T —F OB RN D00 HEYD
ZOIATON D SE . AR & WD FJIFITHE S BRRIE, K, T720bb, ZhbDH
MOXA, KOS HMIZOWCRIEEZSGDHD Z &b D,

[Example 7]
Within the same consent request a retailer asks its customers for consent to use their data to send them
marketing by email and also to share their details with other companies within their group. This consent is
not granular as there is no separate consents for these two separate purposes, therefore the consent will not
be valid. In this case, a specific consent should be collected to send the contact details to commercial partners.
Such specific consent will be deemed valid for each partner (see also section 3.3.1), whose identity has been
provided to the data subject at the time of the collection of his or her consent, insofar as it is sent to them for
the same purpose (in this example: a marketing purpose).
[ 7]
BHO/NCEEEN, AILFAEBEOERDOP T, EICe A—NTY—F T 4 VI EREEMN L, F2
TN—TNOMDOEELZONEEILETH720, TOBEFICR LT, T—2FHAICFAET S X
INTRD D, ZOREIZ. ZHOEBIDHBNIKET 2 & DFRE TRV TZDIZ, MR L 7 -
TRLY, Lo TEDOREBIFAD TRV, Z0E, ENR/S— N —IZEg T =72
IZiE, FEDORIBENNESNDIRETH D, ZO LI RFEOREL, £/5— =22\ T, £
D= T —=DHTLIAT —F EROREDONERFIC Y ET — 2 ERICH L TRt S, MTHE
(ZOBITIE, ~—FT 47 BI) DDl = hF—ICkF SRR, Ao Hieshb
(#331HibBH),
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3.1.4. Detriment

3.1.4. RFF

The controller needs to demonstrate that it is possible to refuse or withdraw consent without detriment
(recital 42). For example, the controller needs to prove that withdrawing consent does not lead to any
costs for the data subject and thus no clear disadvantage for those withdrawing consent.

EHEIL, A2 T TICRBEEZES XIIMECE 2 2 L 2m T WENH D (RICH 42
), 72z X, BHEEL FREOMEINT —2 FEROEHAHZ L6 3T, TORE
FENZ X0 AR AFIN RN & ZFEAT 2 0ERH D,

Other examples of detriment are deception, intimidation, coercion or significant negative
consequences if a data subject does not consent. The controller should be able to prove that the data
subject had a free or genuine choice about whether to consent and that it was possible to withdraw
consent without detriment.

fOARFIEOFFNL, b LT —F EFERBFEE L R2WGEIZB TS, ZFE2 L, &, il X
TERRIXAT 4 TRIFEH TH D, EHEIL, 7 —F EERFRET 20 E 50OV THH
XIFEOEREZAT LI L, EAFTELHEDL TICFEBEOMEINFETH D Z & &R T
ELEIITTRETHD,

If a controller is able to show that a service includes the possibility to withdraw consent without any
negative consequences e.g. without the performance of the service being downgraded to the detriment
of the user, this may serve to show that the consent was given freely. The GDPR does not preclude all
incentives but the onus would be on the controller to demonstrate that consent was still freely given in
all the circumstances.

BHEN, 22X —ERADBITICOVWTI L — RE2 T T —F—D R L e b &
W o TE RIS 22K R 72 LIS, RIEREI O /TREHER I — B AICE TN TV D L EHEDRT
TENRTEDLbIE, TNEFENBHIZEZONTWDL Z L E2RTOIIHENLL D D,
GDPRIZH DWW HA T 4 7 H2PBRL TOZRND | FEAETORRIZIBW TR HE R
IZHEZ BN 2 L AR 2 BBITE A ITRINDIEA 9,

[Example 8]
When downloading a lifestyle mobile app, the app asks for consent to access the phone’s accelerometer. This
is not necessary for the app to work, but it is useful for the controller who wishes to learn more about the

movements and activity levels of its users. When the user later revokes that consent, she finds out that the
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app now only works to a limited extent. This is an example of detriment as meant in Recital 42, which means
that consent was never validly obtained (and thus, the controller needs to delete all personal data about users’
movements collected this way).

[ 8]
bHITATAZANDENAN - T TV 2Zyrn— T 588 Z0O7 7V ITEFFOIMHEEFH~
DT 7 EADEDICHEEZRD D, ZIUTT 7Y BENET 2 DICBETITRVR, 2—F—DF
BROEHO LN ESHIZER L LS L35 7 - HHICIRILObDOThH D, 2—F =&
ZORBEEZMET 256, 2—F =137 7V BREMICL2EEL 2V 2 LTk <, ZHUIRT
A2 HTEWT 2 AHEOFITHY . THIEFEERAINHE LN LD TEH oo 2 (F
7o, BWEENZOFEIZLVRE L2 —F—DITEICET AEAT —Z D& TEHELRITN
BERb7nZ L) ZERT 5,

[Example 9]
A data subject subscribes to a fashion retailer’s newsletter with general discounts. The retailer asks the data
subject for consent to collect more data on shopping preferences to tailor the offers to his or her preferences
based on shopping history or a questionnaire that is voluntary to fill out. When the data subject later revokes
consent, he or she will receive non-personalised fashion discounts again. This does not amount to detriment
as only the permissible incentive was lost.

[ =45 9]
T—H EEN, —RREFGIT, HD7 7 v a ONEEED =2 — AL X —ITIMAT %, /INE
¥EE, T ERCH LT, vay U TEBRXITE IR CEMROREIEEZ S LIT LT
HHRCE - Te—E 22T 2720, IVE Dy a vy 7HlmoT —2 2805 2 LIZH
BET2LE9%kDD, 7T—FFEERKBRICEZORBELHETL5EG. TOT =% ERII A=V F 741
AENTW W7 7 v ia YEBI 2D, Zhud, Bobia o7 4 7T REKDbH
BT, AFIEEIER B0,

[Example: 10]

A fashion magazine offers readers access to buy new make-up products before the official launch.

The products will shortly be made available for sale, but readers of this magazine are offered an exclusive
preview of these products. In order to enjoy this benefit, people must give their postal address and agree to
subscription on the mailing list of the magazine. The postal address is necessary for shipping and the mailing
list is used for sending commercial offers for products such as cosmetics or t-shirts year round.

The company explains that the data on the mailing list will only be used for sending merchandise and paper
advertising by the magazine itself and is not to be shared with any other organisation.

In case the reader does not want to disclose their address for this reason, there is no detriment, as the products

will be available to them anyway.
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b7 7 yva HEER, FEICK L TARFERORNIE LML & A T & 2l 2Rt
Do TOHEARITE B R —IRICBIE SN DM, T OHEEDOFHE (I O(LREmOM S 7 L e
2—DAT 7 —%%TDH, ZOREEZTH-0OIE, E TEEE AT E N bW, 2 OHEED
A=V 7 U R NNAZAH L2 TR o720, BEZEEFEFTREICLETHY, A=V
U A MHMEERRS T &% YO &9 RESOREENA 7 7 —ORMEMZB LTSNS,
HEGEAIE, A=Y 7 U A MOT — X D3 & E ORI K D HRBHA DR DRERHZ LaME
Hand, fhoiikic A Eh2nZ EE2FH LTV D,

MENT ) LA OO EFTOREEZZE R WGE, RSV TR IFIHTE S K51
D70 ARERITA TR,

3.2. Specific

3.2. KD

Article 6(1)(a) confirms that the consent of the data subject must be given in relation to “one or more
specific” purposes and that a data subject has a choice in relation to each of them.?® The requirement
that consent must be ‘specific’ aims to ensure a degree of user control and transparency for the data
subject. This requirement has not been changed by the GDPR and remains closely linked to the
requirement of 'informed' consent. At the same time it must be interpreted in line with the requirement
for 'granularity’ to obtain 'free’ consent.?” In sum, to comply with the element of 'specific’ the controller
must apply:

Fek (1 @ 1F, 7= EEROREN [—2>XIEHEOFED] HIICERLTEHEADL
NRTNERES, FT7 =2 ERILNOMEAICEHL THRIZE~ND Z &2, L TW
58, FWEN THEED] bOTRIFIUIRBZRNE WS BEE, 7 —F ERICx L Ta—3
—OXFHER & BAMEE MR T 2 2 L2 BV E T 25, ZOZEMIX GDPR IZ LW AEHE I
HDOTITR < ZHE CTRBRIC TR 252 72 | [AE OB & BRI/ LT\ 5, [FIREIZ,

%6 Further guidance on the determination of ‘purposes’ can be found in Opinion 3/2013 on purpose limitation (WP
203).

FEHFY) OIS 2BMD T A & R0 T, THRIBIBRICE 3 28R 3/2013) (WP203) 1245\
TZHRTE D,
27 Recital 43 GDPR states that separate consent for different processing operations will be needed wherever
appropriate. Granular consent options should be provided to allow data subjects to consent separately to separate
purposes
GDPR R E 43 HHIZ, B2 EHEG OO OEBIORED, BWERGEIC, RobhdZ &, £LT
KL OMNWEE OBRIUKIL, 7 — % EEMEFIO BRI L THl4 ICRETE D L) IciRftan s~ &
ThdI Erik~Tn5D,
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Zux TEHEZ) REZEDL2O0O TRE] OFEMHIZH > TR SN2 T U7 57w 2
I B, [FFE) OBERIZHED T-0I12iE, BEFIFILTZEH Ll o,

0] Purpose specification as a safeguard against function creep,
BERE DAL= dRiE  (function creep) (ZxH3 2 PRGERE & L T HAYDFER
(i)  Granularity in consent requests, and
IR ERIZOWTORE, F7-
(iii)  Clear separation of information related to obtaining consent for data processing activities

from information about other matters.
T — 2 BRIENZ OV T ORIBETFFHCBER L2 E#RE ., hoOFEEIZOWTOE
WD, R OBET A Z &

Ad. (i): Pursuant to Article 5(1)(b) GDPR, obtaining valid consent is always preceded by the
determination of a specific, explicit and legitimate purpose for the intended processing activity.?® The
need for specific consent in combination with the notion of purpose limitation in Article 5(1)(b)
functions as a safeguard against the gradual widening or blurring of purposes for which data is
processed, after a data subject has agreed to the initial collection of the data. This phenomenon, also
known as function creep, is a risk for data subjects, as it may result in unanticipated use of personal
data by the controller or by third parties and in loss of data subject control.

e )

GDPR# 5% (1) (b) (ZL=AW, AARFEEZGS Z &iE, BEXLZBBITHICHONT
DRFED, PRI TR BRI OWRENFIZHELS B, H55% (1) (b) (2B 5 RO
EDOBLE LALAE DR TR ERNRFIE O LB, 7 — % EENT —F DRI DOIEICIF
B LIcth, 7—2 BBk 2 B OMREIER IIBWbICH 28 —7 H—RFE& LT
HERET D, ZOBI&, Tb b, HEEOREN-IE (functioncreep) & XX 2B %%, &
HEIHE=ZFIZLLHEANT =2 DTSRRI T — % EEROHIE O IIEE N 5
Mh LWL, T—FERIZE-TYI AT LD,

If the controller is relying on Article 6(1)(a), data subjects must always give consent for a specific

28 See WP 29 Opinion 3/2013 on purpose limitation (WP 203), p. 16, : “For these reasons, a purpose that is vague or
general, such as for instance 'improving users' experience’, 'marketing purposes', 'IT-security purposes' or 'future
research’ will - without more detail - usually not meet the criteria of being ‘specific’.”

THAHIRRICBIT 2 B R 3/2013) (WP203) . 6 HA S, [ ZA 6D 105, /o2& 2t [=—F—iE#ED
KZE), NT tF= Y7y DEA] XIiZ [FFROHIE] DL 5 s s L L SITRER LR BRI, —X
BICFERE SHLR V2 BIT— [HEDS &0 5 s, W L TR,
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processing purpose.?® In line with the concept of purpose limitation, Article 5(1)(b) and recital 32,

consent may cover different operations, as long as these operations serve the same purpose. It goes

without saying that specific consent can only be obtained when data subjects are specifically informed

about the intended purposes of data use concerning them.

FHENE 6L (1) (@) IR 250, 7— % ERITEITFRE OB A B3 L CHRE

EHEZDHDbOE LTINS, 55 (1) (b) KORISCH 32HD [THRIDRE ]

ORI > T, EENRE CHMOIO THLHRY | FIEIZRRST-EEBZ LI N—1L 9 D,
SOFETHRL FEDOFEIL, 7 — ¥ EERNALICEAT 2T —#FIHOBEM I HIUIZ

DOWTHREICHEHREZ BN EEIZOR, HBHENHHDTH D,

Notwithstanding the provisions on compatibility of purposes, consent must be specific to the purpose.
Data subjects will give their consent with the understanding that they are in control and their data will
only be processed for those specified purposes. If a controller processes data based on consent and
wishes to process the data for another purpose, too, that controller needs to seek additional consent for
this other purpose unless there is another lawful basis which better reflects the situation.
HEYDOWNMEIZEAT 2 BUEIZ 00 b3, REIZXEICK L TRED S D TRITILTR S
R, T ERE, AR A b r— L S i, EOT —Z PRED RO T2 DI D H R
b L OBET, FEL 52 5, EHENERIZESWETIWZITWELRO B D7
WIZEDT —Z DR E BLea, BHEEIL, TORNE L0 EF M 2 oERR
N7 NRY | ZORIO BRO T DIZBMNOREZ KD DR 5 D,

[Example 11]

A cable TV network collects subscribers’ personal data, based on their consent, to present them with personal
suggestions for new movies they might be interested in based on their viewing habits. After a while, the TV
network decides it would like to enable third parties to send (or display) targeted advertising on the basis of
the subscriber’s viewing habits. Given this new purpose, new consent is needed.
[ 11]

bDBr—T7)N TV Ry NT—7 03 MAFICK LT, SISV TR Z o0 Lt
FEME 2 B A TIRET 5728, RIEICIESW T, MAZEOEAT —# ZIET 5, LIED
< LT, O CATV FHEHIT, FEFPMAZEOURUREEEIEIM LT-& —F ~ MEEEEFFTE
5T D EITHOVTIREZAT I, ZOHE. 2O LWV HMIIIHZRRENLE L 25,

Ad. (ii): Consent mechanisms must not only be granular to meet the requirement of ‘free’, but also to

29 This is consistent with WP29 Opinion 15/2011 on the definition of consent (WP 187), for example on p. 17.
ThUE, BB 29 KMEEHAD TREOERICET 2E R 16/2011) (WP187) @, 7oL xiE, 1T HEEEL T
W5,
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meet the element of 'specific’. This means, a controller that seeks consent for various different purposes

should provide a separate opt-in for each purpose, to allow users to give specific consent for specific

purposes.

e G

FEDOA D=L, THH] OFEMFEZRT-T 72D ERHIN 2o TWDH T TR,
FFED ] E VD BRI RITNLR LRV, ZHd, R IZR A>T HIIDO T2 HIZ[H

BEZRDOLEHEN, FFEOBHICK L TREDRELZ 22— =N 52N TEDH X

2, FHBIZOWTEBIOA T b A U ERMIETRETH LI L2 EKRT 5,

Ad. (iii): Lastly, controllers should provide specific information with each separate consent request
about the data that are processed for each purpose, in order to make data subjects aware of the impact
of the different choices they have. Thus, data subjects are enabled to give specific consent. This issue
overlaps with the requirement that controllers must provide clear information, as discussed in
paragraph 3.3. below.

mR (i)

B, BHAE T, 7 — 2 ERICKH L TEDORR S T2BIROEZEIZHOW TR N E D 720,
2 H It Lfﬁ#&bné T = Z AW T OfERI O [ B K| lﬁéﬁ“éﬁﬁﬂfﬁ&%%ﬁﬁ“
NETHD, ZHUCE AT T = EERIHENRFABEZ 5 A0 LN TE %, ZORME
LUF 0% 3.3 fii Cikim é:hé\ AP RER R LR ER e RnEn ) Eﬁﬁ &
B> TW5A,

3.3. Informed

33. AR ZIT=

The GDPR reinforces the requirement that consent must be informed. Based on Article 5 of the GDPR,
the requirement for transparency is one of the fundamental principles, closely related to the principles
of fairness and lawfulness. Providing information to data subjects prior to obtaining their consent is
essential in order to enable them to make informed decisions, understand what they are agreeing to,
and for example exercise their right to withdraw their consent. If the controller does not provide
accessible information, user control becomes illusory and consent will be an invalid basis for
processing.

GDPR (%, FENMHALZZIT72 ECObDOTRITINIZR6RWE T HE LRI L T D,
FAPEDERIL, GDPR 55 RICESE | EANFHIO—>TH Y | NIEMEK ONETEME DR
R & BB T 2, FMEOIUFIZESL > T — 2 ERICER RIS 52 213, 77— F
HBIZE D, HRICESSBERREL TR E L ATICOWTHAHE L TV DI NEFETE 5 L9
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The consequence of not complying with the requirements for informed consent is that consent will be
invalid and the controller may be in breach of Article 6 of the GDPR.

22 T 72 ECORBEOBEHITED R VR T, FENE) L 20 | £ E#HE ) GDPR
FORERERDHIDILETHD,

3.3.1.  Minimum content requirements for consent to be ‘informed’

331. FEEX® FHHZZTZ] 52 TOHDERAKE/NNBONEDEM:

For consent to be informed, it is necessary to inform the data subject of certain elements that are crucial
to make a choice. Therefore, WP29 is of the opinion that at least the following information is required
for obtaining valid consent:

FENHAEZZTIZ) A TOLOLRDT2OICIE, 7 —F BRI L CTRIREZIT O DICE
RN ONOHERIZOWNWTOFHRERMT D MLEDNH 5, Fhd 25 29 FAFEBRIT
Dl b DTOBERPAEDIREABRE/IOICULETHDHEEZTND

0] the controller’s identity, 3
(g E AL SRy

(i) the purpose of each of the processing operations for which consent is sought,:
FERD HNDENENOBHEZO B

(iii)  what (type of) data will be collected and used, **
WS ShLT—% (20X 4 7) *

(iv)  the existence of the right to withdraw consent,*

30 sSee also Recital 42 GDPR: “ [...]JFor consent to be informed, the data subject should be aware at least of the identity
of the controller and the purposes of the processing for which the personal data are intended.[...].”

GDPR R 42 WD @IS SIAEIZH L, EDF7—XFhiZ, Lo &b, BEEEZOLGT, RIN &
DIIN T =ZIZD0 TTESH TO SRR D AHGE 8 L TORITATR 5720 bEIR

31 Again, see Recital 42 GDPR

GDPR i 3CE 42 TSR

32 See also WP29 Opinion 15/2011 on the definition of consent (WP 187) pp.19-20

5520 RAEEM A [RIEOERICET 2 &M 15/2011) (WP187) 19 725 20 H& 2,

33 see Article 7(3) GDPR
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Rl 2 el 2 MR D A7 E 3
(V) information about the use of the data for automated decision-making in accordance

with Article 22 (2)(c)** where relevant, and
ME 256, H224% 2) © ZitvwABbshZBERREDT-ODT
—ZFRIZHONTORER ., KW

(vi)  onthe possible risks of data transfers due to absence of an adequacy decision and of

appropriate safeguards as described in Article 46.%
T PERRE K OV 46 e TR RO N 2 WU e REFRE N N LIC L DT —
ABEDOFRZY 55U AZIZONTE

With regard to item (i) and (iii), WP29 notes that in a case where the consent sought is to be relied
upon by multiple (joint) controllers or if the data is to be transferred to or processed by other controllers
who wish to rely on the original consent, these organisations should all be named. Processors do not
need to be named as part of the consent requirements, although to comply with Articles 13 and 14 of
the GDPR, controllers will need to provide a full list of recipients or categories of recipients including
processors. To conclude, WP29 notes that depending on the circumstances and context of a case, more
information may be needed to allow the data subject to genuinely understand the processing operations
at hand.
%@(Wk(m)lﬁbf 5529 RMEEMRIL, ROONDRIENER D (GLFE) EHE
CEoTERMEND D TH L6, ET—20BFV VT ADREIEILT 22 & 22
UM@%@% RIS TIR LN D DO THL5E. b OO TDOARTRH
RENDHRETHDH I L HIFFL LTI, GDPR 13 5L UVE 14 A48T 3 5720, EH
BB 23 TS HE TBEE OO TO Y A M 2T 2 0ER HHE L ThH,
WERE IR EEFO— & U TARTE IR T 2 6813720, fame LT, 5 29 RIE¥EHS
F, 7 —ADRWE 2T 7 A ML TUX, 7T —F FERDBG & 70 D BREH 7 5 PR g
TEDLLEOICT DD, IVZLDOERBLELINLNE LNLRNWTZ L 2R TEL,

GDPRE 745 (3)

34 See also WP29 Guidelines on Automated individual decision-making and Profiling for the purposes of Regulation
2016/679 (WP251), paragraph IV.B, p. 20 onwards.

55 29 SAEEERS THRI 2016/679 D HHYD 2O D HEML S NN T 2 BRREL T n 7 74V 7
BT 24 RZ 4] (WP251), /35757 IV.B.20 Hb SR,

35 pursuant to Article 49 (1)(a), specific information is required about the absence of safeguards described in Article
46, when explicit consent is sought. See also WP29 Opinion 15/2011 on the definition of consent (WP 187)p. 19
H49 % (1) 1TV, FREDIERIEL., WHARMZRFEENRD G556, 5 46 RICHR D REHER 20 2
LIZONWTREE SND, § 29 RJMEER2O TRFOERIZET 5 E A 15/2011) (WP187) 19 H,
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3.3.2. How to provide information

332 FHREBMLITHEV S

The GDPR does not prescribe the form or shape in which information must be provided in order to
fulfil the requirement of informed consent. This means valid information may be presented in various
ways, such as written or oral statements, or audio or video messages. However, the GDPR puts several
requirements for informed consent in place, predominantly in Article 7(2) and Recital 32. This leads
to a higher standard for the clarity and accessibility of the information.

GDPR (3, A 232 1T 72 ETORIE & W D B 272372012 ED &9 ik s h
L7 60 OEASUIEAEZHE L T, Ziud, ElEA LIIAEICE S ES.
MIFHEFALITHEA v =YD X 5 ITRkA 2T, AORERPRIETEL2 528
L TWD, LrL. GDPRIZ, FrZ, 575 (2) LATX32ITHWT, iz T RE
DN DINDEZ RTINS, ZHURFEROAMRS &7 7 B A HEEHIC OV TDOWV - %
I WIS o TV B,

When seeking consent, controllers should ensure that they use clear and plain language in all cases.
This means a message should be easily understandable for the average person and not only for lawyers.
Controllers cannot use long privacy policies that are difficult to understand or statements full of legal
jargon. Consent must be clear and distinguishable from other matters and provided in an intelligible
and easily accessible form. This requirement essentially means that information relevant for making

informed decisions on whether or not to consent may not be hidden in general terms and conditions.*

FAEZRO DR, FHEIL, 0L RGAETH, TNUORWHEN O R HEEZ VD Z
EERMERTRETH D, ZhUE, A v —UMERFEIT Tl UEHER 72 NIZ S RS 1B
TEDLEICTREZELEZERL TS, FEHEFIL, BEPRELRXOT T AN — R
U —OEAREOHEMAGEOZ VI A ERT 2 2 ENTE R, FER, OFHE To X
DERBTEDEIICL, HMELTSAEHICT 7 v ATE 3 LRI T R
572, ZOERIAREMINC, FET 2082 MOV &2 %172 ETCOREET 5 Z
CACBIE T DS — R RO TR EN TR bR NI EEBERL TN D %,

A controller must ensure that consent is provided on the basis of information that allows the data

subjects to easily identify who the controller is and to understand what they are agreeing to. The

3 The declaration of consent must be named as such. Drafting, such as “I know that...” does not meet the requirement
of clear language.

FEOESIZFAEIC L ORENRITTR SRV, BEREREFETIE, T+ - - 2OV TRITA > T D) 13
R RRE OB AT S 720 e LTV e,
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controller must clearly describe the purpose for data processing for which consent is requested.®’

FHEINL, 7 —F ERDEREDHENZBHRICHR L, E1EHFEL LD & LTnWD Z L3
MBI TE D LI LEERICESNT, AENGADLND Z L2k LT b
e, FHEEL, REORD 5D 7 — 2 OB O B ZAFEICHA L 2T Ez 57220,

37

o

Other specific guidance on the accessibility has been provided in the WP29 guidelines on transparency.
If consent is to be given by electronic means, the request must be clear and concise. Layered and
granular information can be an appropriate way to deal with the two-fold obligation of being precise
and complete on the one hand and understandable on the other hand.

TRV E VT AT AMORED T A X AL, 29 FAFENRT L HENEICEE T
LDHA R4 TREESN TN D, FENEFHRFETEZONDI GG, £ DOERITHH
TR TRITIUXR B2, BEE(E SAVRLEE ORI WEHRIL, —FHIZHB W T, IEfETERT
HY, MHFICENT, BELSOTWVE VD THOBBEICHLT 28 e Hikl 0 5 5,

A controller must assess what kind of audience it is that provides personal data to their organisation.
For example, in case the targeted audience includes data subjects that are underage, the controller is
expected to make sure information is understandable for minors.3® After identifying their audience,
controllers must determine what information they should provide and, subsequently how they will
present the information to data subjects.

BHEIX, TOMBIMEANT — 2 2T 200N ED X 9 2FEEO N 2 0227l LT
I on, 722X =5y MZT D AXIIREEDT —Z EERBNGEN L 56, HH
FUE ERAREEZT SO IFCED 2L 2MBEATO Lo sng ¥, =5y MY
DAz ZHER Lotk WHE T ED LS R <& FethicinTEnd )
2T — & BRICERER T T 202 RE L2 T U b7,

Article 7(2) addresses pre-formulated written declarations of consent which also concern other matters.
When consent is requested as part of a (paper) contract, the request for consent should be clearly
distinguishable from the other matters. If the paper contract includes many aspects that are unrelated
to the question of consent to the use of personal data, the issue of consent should be dealt with in a
way that clearly stands out, or in a separate document. Likewise, if consent is requested by electronic

means, the consent request has to be separate and distinct, it cannot simply be a paragraph within terms

37 see Articles 4(11) and 7(2) GDPR.

GDPR# 4% (11) KU 754 (2) 25,

38 See also Recital 58 regarding information understandable for children.
T &b O DI PR ATRE A IF HUCBE 95 DGPR RiSCH 58 THH 2,
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and conditions, pursuant to Recital 32.3° To accommodate for small screens or situations with
restricted room for information, a layered way of presenting information can be considered, where
appropriate, to avoid excessive disturbance of user experience or product design.

154 (2) 1%, toFEHIILEADLLIFFNIEAL EDEBHICLOFAEOES 2H-> TV
Do [AIED (D) BKFEO L L TERINDIGE, REOERIIMOEHE & P2 X
MENDEITTRETH D, b LMOBKER, AT —Z OFIMICKT 5 REORMEE
B L22NZ L DMl 25 A TS 7251, RIEORBEIXIZ>E Y B2 TXUTHIO
XETEONDLNETH D, AR, FENEFIRFERIZE > TRDONDL5HE, BISCE
32 HHIZHEW, FAEOERITDHESNIXF SN2 b D Lo TV RITIUX R B3, B2
KEED LRI T 7T 52 LFTERN ®, ISR AT ) —0 IRE Sz A—
AZOPNTERE AN D & &L, W RGE . 22—V —RBRSUIREMm T A IOV T O
FIZ2EEL A ERET D720, BB S NTEFRIEROTEREZ BLD,

A controller that relies on consent of the data subject must also deal with the separate information
duties laid down in Articles 13 and 14 in order to be compliant with the GDPR. In practice, compliance
with the information duties and compliance with the requirement of informed consent may lead to an
integrated approach in many cases. However, this section is written in the understanding that valid
“informed” consent can exist, even when not all elements of Articles 13 and/or 14 are mentioned in
the process of obtaining consent (these points should of course be mentioned in other places, such as
the privacy notice of a company). WP29 has issued separate guidelines on the requirement of
transparency.

T — & TROFEEIEILT 5EHE X, GDPR E5FO7®, 5 13 RO 14 FIZED D
W& DIFHIRBEZRBIZ b XS L2 T U b0, 25 b IHFIRRIEEE 08T L3 2%
F7e ETORBOEMFOEIE, 205G, —~IMeLieT7 e —F L7225, LML, %13
GEROE U4 LOETOEZENFRBLHGL 702 RO THERLENTWRWEETH- T
b KHE, AR THAZZ T ETo) FENMAEL 9 5 &0 ) BEOH TEPN T
5 (ZNHDRIZ. bHAAREDT T A N —BAID L5 RO FT TR 55 R&E T
BD)e 29 RIEEMITMNOBZAMEDENRIZEHT 20 A4 RIA4 2L TW5,

[Example 12]

Company X is a controller that received complaints that it is unclear to data subjects for what purposes of

39 See also Recital 42 and Directive 93/13/EC, notably Article 5 (plain intelligible language and in case of doubt, the
interpretation will be in favour of consumer) and Article 6 (invalidity of unfair terms, contract continues to exist without
these terms only if still sensible, otherwise the whole contract is invalid).

AITSCER 42 TR OMEAY 93/13/EC, FriZ, T D54 (CFE5 THIRZR MG, RO H 556, MRITHEE O
FRIERD L) RO 6 & (RAERFHOENNE, ZORNTREBE VTV THLILEICDOHHR)
ThHY., £ TRWGEITIIRNITEN L 2 5)
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data use they are asked to consent to. The company sees the need to verify whether its information in the
consent request is understandable for data subjects. X organises voluntary test panels of specific categories
of its customers and presents new updates of its consent information to these test audiences before
communicating it externally. The selection of the panel respects the principle of independence and is made
on the basis of standards ensuring a representative, non-biased outcome. The panel receives a questionnaire
and indicates what they understood of the information and how they would score it in terms of understandable
and relevant information. The controller continues testing until the panels indicate that the information is
understandable. X draws up a report of the test and keeps this available for future reference. This example
shows a possible way for X to demonstrate that data subjects were receiving clear information before

consenting to personal data processing by X.

(=5 12]

S X 0F, FEZRD N7 —XFIA BB T — X ERITITHA S TIERW & T 53 &350
Mo BEHETh D, ML, AEERICKT 2ERNT —F FRICL o THMETE D0 E 5 h
ZAEWHT D REN D DH EEZTVWD, FHHIZBEEORED AT I —DFFIZ OV THENRT
ARV EHBE L, FEICET2EROT v 77— Mg, SMBICHTRICYET X R 3ixL
DXRFIARTT Do T A MR OMEEHEOBRPFUTMMEOFHIZHEE L, REHTNA 7R
DN IRVFERZ MR T 2 EEIZESWTITOIL D, MEFITEMELZITIY | HRiZo>»
T LTehy, ERER LT W L2 EMTH 20 & W S BN S OFEMi R A2 FIE T 2,
BEEIT, MBEDEM LT VERTH D L OFRR AT £ T, TOREEFT S, X HTT
A NOBEEEER L FEROBEOTZDIFIATED XS ICT 2, ZoHEGIL, AT —Z DH
WNZONWT X HARFEE/DDICKTE> T, T—F EEPABREREZ TR TS 2 & %
[EFEANFER 4 5 ATRE 2R HiE A~ LT\ 5,

[Example 13]

A company engages in data processing on the basis of consent. The company uses a layered privacy notice
that includes a consent request. The company discloses all basic details of the controller and the data
processing activities envisaged.*® However, the company does not indicate how their data protection officer
can be contacted in the notice. For the purposes of having a valid lawful basis as meant in Article 6, this
controller obtained valid “informed” consent, even when the contact details of the data protection officer have

not been communicated to the data subject (in the first information layer), pursuant to Article 13(1)(b) or

1 Note that when the identity of the controller or the purpose of the processing is not apparent from the first
information layer of the layered privacy notice (and are located in further sub-layers), it will be difficult for the data
controller to demonstrate that the data subject has given informed consent, unless the data controller can show that the
data subject in question accessed that information prior to giving consent.

FHHEOH T UIBE N O BB, LA Y — (b SNT2 T F AN —FEEEZEOEYIOHERL A ¥ —TH L
PICINTWRWNEE (FEZhBBMOY T LA Y —ICREINTND LX), 7 —X EEBEEOR
IS > TIHERIZT 7 B A L2 2 L 2 FEE DV TERITNL, 207 — 2 FERPPRHNRFE L 5
ATl T —ZEHDPGERTLOFHLNESS L) Z LIRS,
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14(1)(b) GDPR.

(=5 13]

HLEHBREBE ML TT — X OB 2T > T D, FEITRAEERICELRE L LT
FTANRN—@HEMNAT D, FHEREEEICOVWTOEANLRNEOET EBES AT TS
EBIRL TS O, LavL, i, B@HOBRMOERL A ¥ —IZWT, T — 2R+ 7 4 ¥ —
EEDEITTUE I FTELONERL TR, ZOHA, GDPRE 1345 (1) (b) MITH 14
£ @) () LMo T, T2 R#ELT7 4V —Dar s MNEDR EHNOBEWRL A Y —I2F
W) FHERICHEM SN TV RN EETH, & 6 FRICEKRIND AR EM A FFo
HEO 72012, ZOERFL, A [HiE%072) ETOREA2HBTND ZLickd,

3.4. Unambiguous indication of wishes

3.4. RAETRWERER

The GDPR is clear that consent requires a statement from the data subject or a clear affirmative act
which means that it must always be given through an active motion or declaration. It must be obvious
that the data subject has consented to the particular processing.

GDPR [ZH 522, [AEIZ DWW T OT — & AR 6 O F AT B 72 FERRAY4T % %2 5K D T
BY ., 2L, FRESEICEBHRITH XIIESICE > TEX ONR TR b2V & &
EWT %, 7= EEPREOIBNCRE L2 Z LA LN TRITNEZR B0,

Article 2(h) of Directive 95/46/EC described consent as an “indication of wishes by which the data
subject signifies his agreement to personal data relating to him being processed”. Article 4(11) GDPR
builds on this definition, by clarifying that valid consent requires an unambiguous indication by means
of a statement or by a clear affirmative action, in line with previous guidance issued by the WP29.
fE 95M6/EC 5 2 5 (h) 1%, MEZ [T —2 FENHEH LICHET EAT — 2 BEdbh b
ZE~DORIEBEOBERER] LEHRL TS, GDPREE 45 (11) X, 55 29 FRAIEEMANH
LTeR DA 20 A>T, BRI RN D B X (2 DT 2 FRERIT T2\ Kk % 9% Tz
WEREMLBLETHZI LR TSoZVIHLEIEICL-T, ZOEREHEL T 5D,

A “clear affirmative act” means that the data subject must have taken a deliberate action to consent to

the particular processing.*! Recital 32 sets out additional guidance on this. Consent can be collected

41 see Commission Staff Working Paper, Impact Assessment, Annex 2, p. 20 and also pp. 105-106: “As also pointed
out in the opinion adopted by WP29 on consent, it seems essential to clarify that valid consent requires the use of
mechanisms that leave no doubt of the data subject’s intention to consent, while making clear that — in the context of
the on-line environment — the use of default options which the data subject is required to modify in order to reject the
processing (‘consent based on silence’) does not in itself constitute unambiguous consent. This would give individuals
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through a written or (a recorded) oral statement, including by electronic means.

AR L RBEIAT 25 ) 13, 7 — & EEDFFE D HHR OISR L THT > T2 [AE O B 2174 T
RITNERSRN I EZERLT0D Y, B 32 X Z DWW TBIMO T A Z v A%
AL TS, [AEX, EFNRFELZED, HEXT Gl i) ABOBRIC & - TIX
HLINI D,

Perhaps the most literal way to fulfil the criterion of a “written statement” is to make sure a data subject
writes in a letter or types an email to the controller explaining what exactly he/she agrees to. However,
this is often not realistic. Written statements can come in many shapes and sizes that could be
compliant with the GDPR.

[FEEOBIR | OREELTTZ T 6 bFRBY OFEZ, 7 —F FERPIEMITIZAK
HET DM EBH LTI e A -V E2EHEICENT L2 kT2 LTHD, L
2L 2 LR LIEBLER TRV, FEOBGRIE, GDPR IZHEV 9 DEk% 2 & A AN
HY DD,

Without prejudice to existing (national) contract law, consent can be obtained through a recorded oral
statement, although due note must be taken of the information available to the data subject, prior to
the indication of consent. The use of pre-ticked opt-in boxes is invalid under the GDPR. Silence or
inactivity on the part of the data subject, as well as merely proceeding with a service cannot be regarded
as an active indication of choice.

B0 (ERD) ZRAET 2 Z &7 REDOFRIZHELDL, 7—Z EERICHATE S
HHRICOWTHEE RFEELZEE L2 T LR 620 eE LT, REIEGE&E I OO
WIZEVGELZENTED, GDPRO B ETIE, POTF = v VDA T A v DF = v
IRy 7 ADFMTE T D, 7 —F ERDOWLEST 77 4 7 LignZ & E-HITY

more control over their own data, whenever processing is based on his/her consent. As regards impact on data
controllers, this would not have a major impact as it solely clarifies and better spells out the implications of the current
Directive in relation to the conditions for a valid and meaningful consent from the data subject. In particular, to the
extent that ‘explicit' consent would clarify — by replacing "unambiguous™ — the modalities and quality of consent and
that it is not intended to extend the cases and situations where (explicit) consent should be used as a ground for
processing, the impact of this measure on data controllers is not expected to be major.”
MINBRERAY v 7 T —F v F « ~X—3— T2 (Commission Staff Working Paper, Impact Assessment)
£k 2, 20 HKXR N 105~106 H, [ 5529 L/EEHZDAEIZHT S ER Tl IhEL 512, —F4> 717
BRIFIZ I T— R FIEE T B 7200187 = TEDPIEIES KD 5415 7 7 4/ F OZIRIFDFIH (TEEE
ZH -5 JajE.] (consentbased onsilence)) SEFL/ENS TIZBEMES D20 [AEIZR SR EEH 5L
RE, BRYRIFEIZIZT — 5 FEDAEDERICEE DR EFEI 00 A Y = XA DFFPLETH S
ZEEHENTT B EPXDPELRNL TICHER S, €5 ThIE Fiid, TR PFEEICEIS G&
(1T, BNIEH LEREG DT =X 20T b ot XKELRHHEF 5252 L1088, BHEIZNTS
GRS L, T—HFEEDP SRS TR TEBED D S FE DD DELEIZ L THITIE R DERE N &%
D& N EIUXLIZFEMIZHIT S b D TLPLRNED, TDZ EIFAEZREHEG G200, #H2, — [BE
WX D] 12102 T— [WImng2d A EPIEEDE S B To& ) X, FLED (WRF97%) [AE
RFDIRILE L T XIS RE =R E QB EHHRLRVRHIE, T DIFEDEREIZ 52 S HEDN
A&NEIZTTRI L0,
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[Example 14]
When installing software, the application asks the data subject for consent to use non-anonymised crash
reports to improve the software. A layered privacy notice providing the necessary information accompanies
the request for consent. By actively ticking the optional box stating, “I consent”, the user is able to validly
perform a “clear affirmative act” to consent to the processing.

(51 14]
VI RN 2T oA VA N—NTHEE 7TV r—a v BEDY 7 NY = T HEDTZDIHEES
WiZe 2 Z vz LAR—MRHAT L9110, 7—F ERICRABERD 5, LBERIEREREET S
LAY —(LENTZT TA N —BHBFRBDOERICIWA DN TN D, [RETD) LWnHTF=vr
Ry 7 RIS T = v 7 B2 AND Z &I X > T, 2—F =3B WICRET 2 THIfEAR RN
MAT%] ZENATH Z LR TED,

A controller must also beware that consent cannot be obtained through the same motion as agreeing
to a contract or accepting general terms and conditions of a service. Blanket acceptance of general
terms and conditions cannot be seen as a clear affirmative action to consent to the use of personal data.
The GDPR does not allow controllers to offer pre-ticked boxes or opt-out constructions that require

an intervention from the data subject to prevent agreement (for example ‘opt-out boxes’).*?

BHEL FES, ZBOEICEET L2 E XTIV — RO R E 2 KETH 2 L LHE
CATAIZ Lo TEBE LN LICh, HE LRTUZR 20, — IR KEHIC L 5
G 72 A X AT — 2 OFIFIZBET 2 [RE O 7= O W 72 AT 4 L 1X A7 &
72\, GDPR T, HHFIH LT, KifE LWL T — 4 ERONAZLE LT 5, F
ANCTF =y 7 SRRy 7 ZAIF T 70 bOMA (T 21X, A7 R T oKy
7 A1) ORRMEEFRD T 42

When consent is to be given following a request by electronic means, the request for consent should
not be unnecessarily disruptive to the use of the service for which the consent is provided.** An active
affirmative motion by which the data subject indicates consent can be necessary when a less infringing
or disturbing modus would result in ambiguity. Thus, it may be necessary that a consent request

interrupts the use experience to some extent to make that request effective.

42 see Article 7(2). See also Working Document 02/2013 on obtaining consent for cookies (WP 208), pp. 3-6.
1%k 2 22, £75 29 RMEEH2O 17 v F—OLOORBERFHIET L2V —F 7« F¥a
> b 02/2013) (WP208). 3~6 EH &R
43 See Recital 32 GDPR.

GDPR Hi 35 32 THE
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FENERIZE S TETHRTEICE - TEX N GG, MEOERIL, FEN RSN
LY —ERAOFNH & AL T DD RE TR R, L EEST UL S 0D
EPRBR S A2 oo & XX, 7 — % EERORE Z T 8RB 2 REMRAIT 2 3 BT 72
V5%, LIeiR>T, REDOERIT, TOEREAENIT H7-012, HORE, FIHRHRE
Il X2 MERH D0 E L,

However, within the requirements of the GDPR, controllers have the liberty to develop a consent flow
that suits their organisation. In this regard, physical motions can be qualified as a clear affirmative
action in compliance with the GDPR.

L2>L. GDPR OEMADOHTIX, BERFILZ OMMICHE L2 FE O 7 v —%2 B HRI/EY BT
HTLMTE D, THICE LT, WBIZRAT 213, GDPR BT D723 O MAHE L RRAIAT 2 &
LCHEts & 720 95 %,

Controllers should design consent mechanisms in ways that are clear to data subjects. Controllers must
avoid ambiguity and must ensure that the action by which consent is given can be distinguished from
other actions. Therefore, merely continuing the ordinary use of a website is not conduct from which
one can infer an indication of wishes by the data subject to signify his or her agreement to a proposed
processing operation.

EHEI T EERICE o THIERGTIETREBEA N = AL EZT A T _RETHD, EH
FITEHR S A EE L, FEN G2 DAILDITANLOITE L IR TE D 2 & 2R LT
MUTR BV, D72, U7 %A FOBFEFMZRIZHT TWD Z Lid, 77— % EERNR
R SNICBES 2 KT 5 2 L2 rnTEERRTH L LHERTE 5178 TIERU,

[Example 15]

Swiping a bar on a screen, waiving in front of a smart camera, turning a smartphone around clockwise, or in
a figure eight motion may be options to indicate agreement, as long as clear information is provided, and it is
clear that the motion in question signifies agreement to a specific request (e.g. if you swipe this bar to the left,
you agree to the use of information X for purpose Y. Repeat the motion to confirm). The controller must be
able to demonstrate that consent was obtained this way and data subjects must be able to withdraw consent
as easily as it was given.

[ 15]

27 Y=y ETHREZETRLHE, A~— I AT ORITRY FF, FEEY XL 8 FRIZA~— b
T ablTZ Lid Aot s, B E R 2EENRREDER (L 2E b
LN—%EIZATA T T 57 b1E, BHUY OOICE® X 2FIHT 5 2 L 2&#T 2, RO
WIZ, ZOENEZ#VIRT,) [T 2KFEERLTWDSZ ENRHATHDRY . ZUIKHEZ R
FTIRIRE 25000 Live, EHFIFRBEN ZOFETERE SN EEZEAT L N TEX A
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B7RUY,

[Example 16]
Scrolling down or swiping through a website will not satisfy the requirement of a clear and affirmative action.
This is because the alert that continuing to scroll will constitute consent may be difficult to distinguish and/or
may be missed when a data subject is quickly scrolling through large amounts of text and such an action is
not sufficiently unambiguous.

(51 16]
V7Y A MIEDRIB—ARRTA T, Fo& 0 & LI HENRITADEMEZ R S 720,
RS THUE, A7 B VOGN FRE LT 2 LT D L OEER £ DT XA MeT—4
FEPRFERL A7 BT BRI, Z<DOTF A ILLKMNT 2088 L2 Liven L,
FOVUFIRR SN LR N TH Y, LR > TE S LIZEIER+SICBRE 00
DERDLBRNTZOTH D,

In the digital context, many services need personal data to function, hence, data subjects receive
multiple consent requests that need answers through clicks and swipes every day. This may result in a
certain degree of click fatigue: when encountered too many times, the actual warning effect of consent
mechanisms is diminishing.

TIOBNDALT I ARNTIE, 2 O —EARZEOWEOT-DITEAT —F 208 E L,
ZOH, T=HERTBHOLOICZ U vy 7RATA T 2B LTS URITIER B0
%< OREEERZZITRS, 2. 2ALNO 7 U v 7R (click fatigue) 242U &85
Mh LR, 77205, WRICE - LIZERICHE S L EIE, FEA V=X LDFEED
BEORDBFHELOTH D,

This results in a situation where consent questions are no longer read. This is a particular risk to data
subjects, as, typically, consent is asked for actions that are in principle unlawful without their consent.
The GDPR places upon controllers the obligation to develop ways to tackle this issue.

ZOZEF, FEOERNBITPHEN N EWVIRNE -6, BFIL. RENRITh
FRANE U TGEIEIZRDITADTEDIZRENRRD N6, ZiUIT —F FIRIZE - T,
Rz, VA2 &72%, GDPRIZZ 5 L7-ffE &L I 0 e HiE AR S ¥ 2 25 & B PLA 3R
LTW5,

An often-mentioned example to do this in the online context is to obtain consent of Internet users via
their browser settings. Such settings should be developed in line with the conditions for valid consent

in the GDPR, as for instance that the consent shall be granular for each of the envisaged purposes and
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that the information to be provided, should name the controllers.

FITADIPRT LI LIEER SN TN ZDEDOHNL, 77 U —DOREZE LT
AVH—Fy b a—P—ORIEEZHELZETHD, £ LEREIL, &2, FENE
ESNTWVD HIOENEIUIK L THIDWKE THLRETHLHZ &, KN, it s
HHRICEHEOLREZ R HRETHDH I L7 GDPRIZEIT 2 H B RFEE DO FMHITIHR-
TIATONDLRETH D,

In any event, consent must always be obtained before the controller starts processing personal data for
which consent is needed. WP29 has consistently held in previous opinions that consent should be
given prior to the processing activity.** Although the GDPR does not literally prescribe in Article
4(11) that consent must be given prior to the processing activity, this is clearly implied. The heading
of Article 6(1) and the wording “has given” in Article 6(1)(a) support this interpretation. It follows
logically from Article 6 and Recital 40 that a valid lawful basis must be present before starting a data
processing. Therefore, consent should be given prior to the processing activity. In principle, it can be
sufficient to ask for a data subject’s consent once. However, controllers do need to obtain a new and
specific consent if purposes for data processing change after consent was obtained or if an additional
purpose is envisaged.

WU E L, REZ, EABBELE SNDEANT —Z OB BB 3BT DRI,
HICEHAICI D BIS SN RIT TR 5720 5 29 SR/AEES ST URTOE R EFEICB VT,
FEDBITAHICHNL > THEXBNHRETHDHE B L TERL TE/ % GDPR IL[FIE
NBBAT AT HTE > THERZONRITNERLRNET L2 L 2H 4% (1) TRV TLF L
LTEDTWRNEDD, O LIFHMITTIEINTND, # 65K (1) OHFEXVE 6
% (1) (@ &BIFD [Hx7=) (has given) W) LEIX. ZOMIREZZH5HDTHD,
AU AR IRIERIERE DR T — 2 OB OBAERNIAFAE L 2T IER S0 v D 85 6 5%
& HISCES 40 TEISREIICHE > TV D, LA > T, REIRBHRITADRNCH 2 bh b &
Tho, FRAWIC, T2 EEROREEZ —ERDODL T & THoMhb Ly, LanL, E2
Hix, 7= OB O AR FREZFBICERE S UTEMO AP RE SN D 5E
ZIE, Bile/e 2 L CREMRFIREZ B OLEND D,

4. Obtaining explicit consent

4, BREZRFREOBE

4 \WP29 has consistently held this position since Opinion 15/2011 on the definition of consent (WP 187), pp. 30-31.
9529 SRS AT, TRIBOERICET 5B R 15/2011) (WP187), 30~31 LIk, Z o s B L TH
ST&ET,
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Explicit consent is required in certain situations where serious data protection risk emerge, hence,
where a high level of individual control over personal data is deemed appropriate. Under the GDPR,
explicit consent plays a role in Article 9 on the processing of special categories of data, the provisions
on data transfers to third countries or international organisations in the absence of adequate safeguards

in Article 49, and in Article 22 on automated individual decision-making, including profiling.*®

BIRROZR[FREIL, ERART — X REO U 27 BB 2R PUZB N TREET, 2072,
ANT—=ZIZOWVWTEWLLOEANDa Yy ha— L3l & R INH5810, BEE X
A%, GDPR TliL, BI/RIYAEIL, Rl R2MEOT — % OBV T 55 95, +47k
PRAEHTE 2 FF72 70 WV = [E D UTEBS A~ O T — 2 BRI 25 49 FoHE ®, £ L T
Ta 7 AT EETEANIKT S AR SN BEEREICET S 22 Kk T, E
BhpREI 2 R LT D 8

The GDPR prescribes that a “statement or clear affirmative action” is a prerequisite for ‘regular’
consent. As the ‘regular’ consent requirement in the GDPR is already raised to a higher standard
compared to the consent requirement in Directive 95/46/EC, it needs to be clarified what extra efforts
a controller should undertake in order to obtain the explicit consent of a data subject in line with the
GDPR.

GDPR %, TR IXIARE R BT 4] 28 1@ OREORHESEMETH D EHEL T
%, GDPR (282 NlE D) FEOEMIL, 55 95/46/EC (Z331T 2 A OB} & ik 5
ML BRIZEI & BT b7zt DD, GDPRIZIBWTT — & FARD AL ZRIR B 2155 1289

WCEBE DT REZBMOZE SN Z ONT H0ERH D,

45 According to Article 49 (1)(a) GDPR, explicit consent can lift the ban on data transfers to countries without adequate
levels of data protection law. Also note Working document on a common interpretation of Article 26(1) of Directive
95/46/EC of 24 October 1995 (WP 114), p. 11, where WP29 has indicated that consent for data transfers that occur
periodically or on an on-going basis is inappropriate.

GDPR %5 49 (1) (a) 12X . PSRN RIEE. Hae LT — 2 R /£%ﬁ7if£b‘f\0>7 7
BEADEE I 2R SE 5 2 & 73%% %, 199542 10 A 24 HAHIT 54 95/46/EC 55 26 &= (1) [T oW Tk
ﬁ%ﬁK%T67~%Vﬁ-F%J%V%JUiE)%5%0%:Tﬂg%¢%%%M\E%WXM%ﬁ%
AT > TV AT —HZ BEORIE TIEREY TH 5 2 L 2R L7,

4 In Article 22, the GDPR introduces provisions to protect data subjects against decision-making based solely on
automated processing, including profiling. Decisions made on this basis are allowed under certain legal conditions.
Consent plays a key role in this protection mechanism, as Article 22(2)(c) GDPR makes clear that a controller may
proceed with automated decision making, including profiling, that may significantly affect the individual, with the data
subject’s explicit consent. WP29 have produced separate guidelines on this issue: WP29 Guidelines on Automated
decision-making and Profiling for the purposes of Regulation 2016/679, 3 October 2017 (WP 251).

GDPRIE., H 22 RIZBWT, 77 A4 V7 agt, AMLISNELABRIIORESS BERRENLT —
HERERETLIHREEZEAL TS, ZIUIESIREITW LS ODOENEEO L LIZRO LD,
GDPR# 225 (1) (c) 1%, T—#EBRENT —F FROMTRNRFENH 556, BACKE B L b
5P H LR, TrT7 7 A ) 7 EEORMLINTEEERELZEDD ZENTEDLILEITSED
LEIETNDLTeD, ZOREAN=ZALIBWTHEFEERRHZRIZLTND, ZIUTDWTE 29 &
PRI, BOTA BT A % 2017 42 10 J 3 AT TR L T %, THIAI 2016/679 D HEYD 72D D
Bt sh7eBRREL 70774V 71T 504 R7 4 ) (WP251),
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The term explicit refers to the way consent is expressed by the data subject. It means that the data
subject must give an express statement of consent. An obvious way to make sure consent is explicit
would be to expressly confirm consent in a written statement. Where appropriate, the controller could
make sure the written statement is signed by the data subject, in order to remove all possible doubt
and potential lack of evidence in the future.’

BIRAG e D BT, 7 — 2 EERICK VRIENREH SN D FIEIZE L L TWD, Ziix

T — X EEBFEEOPRA B Z 5 2 T uUE 2 b n 2 EEEHRL TV D, Hm#%
HThHDH EaMIITTHHARGFEIL, EEICK DHMER CBRICFREZMHRT 52 &
7255, WURGE . FERICEZ Y 5 5H b0 L@ O TROFHIAEE < 3720
(T.EEE, il KiéF%#7~&£w:i@%@éﬂé:k%ﬁ%:?é:k:ﬁé
=AM,

However, such a signed statement is not the only way to obtain explicit consent and, it cannot be said
that the GDPR prescribes written and signed statements in all circumstances that require valid explicit
consent. For example, in the digital or online context, a data subject may be able to issue the required
statement by filling in an electronic form, by sending an email, by uploading a scanned document
carrying the signature of the data subject, or by using an electronic signature. In theory, the use of oral
statements can also be sufficiently express to obtain valid explicit consent, however, it may be difficult
to prove for the controller that all conditions for valid explicit consent were met when the statement
was recorded.

L L DEN SHIZBIERL, R FEEZ55ME— DA TIEZRW L, GDPR 23 F 80
R RS 2 LB E T 5RO TICB W CERIC L 2 B4 SN FHALER & HE
LTWBEE, S0y, 221X, 70XV UIA U TA ORTIX, 7 —F FIK
X, BrRREFENCEZIALR, e A—NVE2XEL, T EEROBLDOH DL A F v o LEE
Ty7H—=RTL5ZLICEoT TEFBLAZHNDZLICL T HELSNDFAE
FMTHIENTELHIEAH, BEmmIcIiL, DHHOBUROFIH S, AR [FE %215
B OITIE 37 TR 9 D000 LIV, Z OB A Fodk S U2 BRIC A S FRAY
REEDFRMEORETHR M- SN2 Z L 2 EHEDGER T 50T LV d Lt

An organisation may also obtain explicit consent through a telephone conversation, provided that the
information about the choice is fair, intelligible and clear, and it asks for a specific confirmation from
the data subject (e.g. pressing a button or providing oral confirmation).
BIRIZOWTOFHRNAIE, AN ATHY . £7o, 7 —F FEW 1O OB /e it 4K
DLELDTHLRLIEX (e xiE, REEWMT 2 & IAHEOHREZITO 2 &), Miklx

47 See also WP29 Opinion 15/2011, on the definition of consent (WP 187), p. 25.
29 AEHER S THEOERICET 2 E R 15/2011) (WP187), 25 Ha £ M,
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[Example 17]
A data controller may also obtain explicit consent from a visitor to its website by offering an explicit consent
screen that contains Yes and No check boxes, provided that the text clearly indicates the consent, for instance
“I, hereby, consent to the processing of my data”, and not for instance, “It is clear to me that my data will be
processed”. It goes without saying that the conditions for informed consent as well as the other conditions for
obtaining valid consent should be met.

(=] 17]
T XA MBRBEARIRT, 7o & 23, TROT —2 283 Bikbin b Z EI3RICIEHA L TH 5
EWVHDOTEHRL, TZhZEY | RRTADOT —FDBBNCRET 5] LWITFAMTHD
Bh. BHEIL ATAL ) —OF =y /Ry 7 A% G LW RNRREBORE 7T 252 &I
FoT 2DV =7 H A F~DHRENOHRNRFAEEL/L LS TED, 52FTHRA
7R RIBEEGATDOHAEZ T2 ECORBOFERDEDOMO SRR SNIEIRETH D,

[Example 18]

A clinic for cosmetic surgery seeks explicit consent from a patient to transfer his medical record to an expert
whose second opinion is asked on the condition of the patient. The medical record is a digital file. Given the
specific nature of the information concerned, the clinic asks for an electronic signature of the data subject to

obtain valid explicit consent and to be able to demonstrate that explicit consent was obtained.*®

[ 18]
bLERERARO I V= 7R, BEOREIZOWTEI VR - FE=F U2 RDHEMEIC
Z OBPGLIR A LT D720, BEICHRWRFEEZRD 2, DFELRIIT IV T 74V TH
Do BMRT DI MORHIZMEE LIRS, 7V =y 7%, ANCHRNRREEZSRD 2O, £
RN RIEN G LN EFEATE 5 L5 10T 27207 — ¥ EROBTEL RO D 8,

Two stage verification of consent can also be a way to make sure explicit consent is valid. For example,
a data subject receives an email notifying them of the controller’s intent to process a record containing
medical data. The controller explains in the email that he asks for consent for the use of a specific set
of information for a specific purpose. If the data subjects agrees to the use of this data, the controller

asks him or her for an email reply containing the statement ‘I agree’. After the reply is sent, the data

8 This example is without prejudice to EU Regulation (EU) No 910/2014 of the European Parliament and of the
Council of 23 July 2014 on electronic identification and trust services for electronic transactions in the internal market.
Z OB, BENTEHICRT 2 ETREIG I O7ZDOE TR ID & M7 A b« —ERICHT 5 201447 H
23 BAHTEINGR S R OB E S oA (EU) 910/2014) I/ L7RVY,
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subject receives a verification link that must be clicked, or an SMS message with a verification code,
to confirm agreement.

TEEORIEOMR Y, RN RRENENTH D Z L EHEFRICT L HIEE R 55, -k
ZAE, T ERIE, BRET -2 2SR e BB 5 LT AEHE OB AR e A —
w%%ﬁméoﬁﬁﬁi FeE HID T2 b DR EFROFIRMICOWTRIEZ RO DL Z Lz e
A= THT 5, 7—F ERBEOT —F M ZEKHET 272013, FEEIX KHT 5]
LR A G e A—NVEIRIET D LT —F ERITRKD D, ZORENEMN SN,
ZORFEEMERT D720, T =X EERFTZ Y v 7 L e b0t Ao Y v 7 X
mﬂ%:~F@%éSMSth~V%§wﬁéo

Article 9(2) does not recognize “necessary for the performance of a contract” as an exception to the
general prohibition to process special categories of data. Therefore controllers and Member States that
deal with this situation should explore the specific exceptions in Article 9(2) subparagraphs (b) to (j).
Should none of the exceptions (b) to (j) apply, obtaining explicit consent in accordance with the
conditions for valid consent in the GDPR remains the only possible lawful exception to process such
data.

H9%Q) X AT TV —DT —F T O 12D O —AEE I3 S 4144 & LT
[(BRBITOZDICHETH D] ZEEBOTVRY, TDOH, 29 LR EZTY 5
ﬁﬁ%&mﬁﬁm\%Qx(m(Mﬁ%ﬂ)i?@%m@%%%%&é&%fhé (b) 7>
H() EFTOFSDOENBEZY LenE LTH, GDPRIZHEIT D AR EDOFEMEIZ LN
STEHIRRFREZS 512X, 29 LT — X 2Bl 5 72O O L2 FIS O MR 78 55k S
nTnb,

[Example 19]

An airline company, Holiday Airways, offers an assisted travelling service for passengers that cannot travel
unassisted, for example due to a disability. A customer books a flight from Amsterdam to Budapest and
requests travel assistance to be able to board the plane. Holiday Airways requires her to provide information
on her health condition to be able to arrange the appropriate services for her (hence, there are many
possibilities e.g. wheelchair on the arrival gate, or an assistant travelling with her from A to B.) Holiday
Airways asks for explicit consent to process the health data of this customer for the purpose of arranging the
requested travel assistance. -The data processed on the basis of consent should be necessary for the requested
service. Moreover, flights to Budapest remain available without travel assistance. Please note that since that

data are necessary for the provision of the requested service, Article 7 (4) does not apply.

[ 19]
UZERAARY 7= 2T T = A XL, 7o & 213, EEOT OISR L TIIRITA T RNRERED
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eI, FTANN TV RAZ A Y —E AR D, HOBMERT DAT VL LD T ZRA
FETOEZTFRLERTEDLLIICE TN T UVRF U RERD D, F VT ML, ZDF
KIZGoTe P —ERERMETEDL L OICT 57 (T2 & 2IF, BlE S — MBIT 2 EHRTOHE.
XiFF—IFT NV ADPDL BETRRIMERI T VAZ Y FOFRREL OFRERSH D). £
DRE DOREFCREIC BT 2 FROBE A RO D, KAV T —METRO NN TV - T RAH
Y ADWERDIZDE OFRDOBEET — % 2Bk 5 Z L IZ O W THIRIZRFEE 2 KD 5 — RIEICHE
SWTHEHEDLNDE T —FRZDOERINZV —E RIS ER2TT THD, bHAA, THNA
FETDTTA MIFT LT YRAZ L ARLTHRIATE S, LR > TIOBITIE, 20T
— A PRD SN — B ADRPED I DITNIETH D720, H T4 4) A ISR Licik
Bz,

[Example 20]
A successful company is specialised in providing custom-made ski- and snowboard goggles, and other types
of customised eyewear for outdoors sports. The idea is that people could wear these without their own glasses
on. The company receives orders at a central point and delivers products from a single location all across the
EU.
In order to be able to provide its customised products to customers who are short-sighted, this controller
requests consent for the use of information on customers’ eye condition. Customers provide the necessary
health data, such as their prescription data online when they place their order. Without this, it is not possible
to provide the requested customized eyewear. The company also offers series of goggles with standardized
correctional values. Customers that do not wish to share health data could opt for the standard versions.
Therefore, an explicit consent under Article 9 is required and consent can be considered to be freely given.
[+ 20]
LN, BEHERDOAF =K OR ) =R — FHAOIA=TA0T U N RT « AR—Y Ot
AL ZARINTET AT = TIZRHE L TREIL TS, BEIL, BOOATRBZLTHENGE
HEETEDLWI ZENL LIRS TND, FfIZZEOFLMTEIEZZT, BHANORTIZH—
HAENPGEMERET D, THOBEICHAZ A SN miT 2720, FthoEEE X
FE O HORREIZBET 2B ROFIAICOWTHEZRD 2, BEIT, HEXEITOE, TOBRT —
EDED IR BIREET — 2% d 0 74 U TRIET D, 2R RTHE, BROIAY v A4 XS
N7 AU =7 LT E RV, FHIIEEN B EEO T =270 - 2 U =X b2k L T2, B
BVNREEET — 2 OLFELERTIUL, FOBRES ) —XE2RINTE D, LEER-T, H 9 &0
HETORFRMRFEZRILETHY, FLERABEFEHICEAOND EARTIELTED,
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5. Additional conditions for obtaining valid consent

5. ARREBZE5 D DB

The GDPR introduces requirements for controllers to make additional arrangements to ensure they
obtain, and maintain and are able to demonstrate, valid consent. Article 7 of the GDPR sets out these
additional conditions for valid consent, with specific provisions on keeping records of consent and the
right to easily withdraw consent. Article 7 also applies to consent referred to in other articles of GDPR,
e.g. Articles 8 and 9. Guidance on the additional requirement to demonstrate valid consent and on
withdrawal of consent is provided below.

GDPR 3. BHENGNRFAE LA T, TNERFFL, TNEFEHTE D Z L 2Rk 572
B, BMAZRBIRDIZONTOEFZEAL TV 5, GDPR 5 7 5:1%. AR DN T
DBIPIGME LT, RIEOREREZID Z & & FREZ RS TET 2RI 5855172
HEZED TS, £ 7 %1% GDPR DD, 7= & 2 1E, & 8 LR U 9 FITih~
HREZICHEM END, AR7RFEEZTENT 5720 0B EIE & RE OENZRE T 5 4
A XL, LTO®Y Th b,

5.1. Demonstrate consent

5.1. [FEDIEH

In Article 7(1), the GDPR clearly outlines the explicit obligation of the controller to demonstrate a

data subject's consent. The burden of proof will be on the controller, according to Article 7(1).

GDPR %, 750 ITBWT, 7 =X EROEEEZFENT 2 EHE OWEIRJE 2L o X
D EBRRTWD, ZFEEEMIE, F750 2k, BEHEOMIIODL L LTN5D,

Recital 42 states: “Where processing is based on the data subject's consent, the controller should be

able to demonstrate that the data subject has given consent to the processing operation.”

AISCERS 42 TUL, (IR 7 — 5 FEDAEICIE TS BGE BPEEIZ, € D7 —F L4 3E
DIRREFFIZH L TAEF GRS 05 S EFAHITE S L DI LRITIILZR 5000 &
BTN 5,

Controllers are free to develop methods to comply with this provision in a way that is fitting in their
daily operations. At the same time, the duty to demonstrate that valid consent has been obtained by a

controller, should not in itself lead to excessive amounts of additional data processing. This means that
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controllers should have enough data to show a link to the processing (to show consent was obtained)
but they shouldn’t be collecting any more information than necessary.

EHEZL, AR ANL—2a VTE LT, ZOBEICHE Y bz AHICED 5 Z &
MWTED, L LADREENEHEFICLIVGEONTZ L ZFEHT 28 BIL. CAAKT,
WRZRFEOBMT —Z OB WE S 72 6T _XETIERY, ZHATEHRED (REX GO
el e ZRTTeDIl) BBV OBREZIENT 5 DI+ 0T — 2 2 fFFO_X&EThHoH L LD
Ob, BELEICE DERZNET XE TIIRN I L2FRL TV,

It is up to the controller to prove that valid consent was obtained from the data subject. The GDPR
does not prescribe exactly how this must be done. However, the controller must be able to prove that
a data subject in a given case has consented. As long as a data processing activity in question lasts, the
obligation to demonstrate consent exists. After the processing activity ends, proof of consent should
be kept no longer then strictly necessary for compliance with a legal obligation or for the establishment,
exercise or defence of legal claims, in accordance with Article 17(3)(b) and (e).

ANRRENT =2 EREVEONTZ EZEHT 2 DIXEHEOBRLETH S, GDPR I,
IR ED X DIATONRITIUT AR BV D E EMICEE L Th7RWy, L L, BEHE T,
LT —ARTBWTT —# EERBRE L Z EZE T R ER 6w, %757
— & ARG AT DR Y | FEZFEA T 2 BB IIFMET D BHATADKE T L2tk W
B ORI S ITRREF S D NE TIERWA, 17 5:QB) (b) KU e) 1T Lznivy, EMFE
B OWESF O T2 XILFF 2 OFE# . BOREPE O 72 O\ e (M B 72 R E OGRS D
RETH D,

For instance, the controller may keep a record of consent statements received, so he can show how
consent was obtained, when consent was obtained and the information provided to the data subject at
the time shall be demonstrable. The controller shall also be able to show that the data subject was
informed and the controller’s workflow met all relevant criteria for a valid consent. The rationale
behind this obligation in the GDPR is that controllers must be accountable with regard to obtaining
valid consent from data subjects and the consent mechanisms they have put in place. For example, in
an online context, a controller could retain information on the session in which consent was expressed,
together with documentation of the consent workflow at the time of the session, and a copy of the
information that was presented to the data subject at that time. It would not be sufficient to merely
refer to a correct configuration of the respective website.

le& 23, FHEIZ TR EFRBOBE ZFE&H L TB DR L 0ad Ly, £ &
STEHZFZIED LD ICRENELN, WORIENGEONTENETRTIENTE, 220
EEIT = BRI LG REZFEAT A5 2 LN TE 5, FLEHREIX, 7 —F BRI
MESiL, EEEOEENERRFAEICHET 2 EEORTEAZ L2 & bIEHTE 2,
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I ETHD, eI, A T4 ONRTIE, BEEF I, By v a VIRFORIEEE DX
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HAHI,

[Example 21]

A hospital sets up a scientific research programme, called project X, for which dental records of real patients
are necessary. Participants are recruited via telephone calls to patients that voluntarily agreed to be on a list
of candidates that may be approached for this purpose. The controller seeks explicit consent from the data
subjects for the use of their dental record. Consent is obtained during a phone call by recording an oral
statement of the data subject in which the data subject confirms that they agree to the use of their data for the
purposes of project X.

[ 21]

B OWRHERTD, EEROBEOWRLEREZLEL TV =7 b X EEEN LB ELD
L7, ZoFuver FoOBINEZ, ZOHNOIZDOGEME Y A BRIV T B IR
BLTWEEEICH LT, EFLB L THESND, BHEIZOWBGLREFATI2D, 77—
A BRICHRNZ2RIEZRD D, FEIE, 72 ERR 7o =7 8 X ORNOOT—2FIA
WCDOWTHEHET D LR L, T— X ERONBHOHRZEETHZ L THLZ LIZL TN D,

There is no specific time limit in the GDPR for how long consent will last. How long consent lasts
will depend on the context, the scope of the original consent and the expectations of the data subject.
If the processing operations change or evolve considerably then the original consent is no longer valid.
If this is the case, then new consent needs to be obtained.

GDPR TiL, FENEDL BV OGS 2 0220 T, FREDOHIMZ /R L T, A
BEREOLS WS T 200220 Tk, 2T 7 A M, AV UFAVORBOHM, 7—4 F
KOFFAKIT 5, BHCEBNE L S, TIERES iz & 22id, 4V T L oFRER
BIIRAD TR 2D, ZOGE. HIZRREOBRARNLEIZ R D,

WP29 recommends as a best practice that consent should be refreshed at appropriate intervals.
Providing all the information again helps to ensure the data subject remains well informed about how

their data is being used and how to exercise their rights.*°

49 see WP29 guidelines on transparency. [Citation to be finalized when available]
5529 SRR S TEMAMEICET 0L RI4 ) SR
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W29 RIEEHRIT, NA NS T 7T 4 AL LT, HWURHBECHRENHFEEINDIRETH
HZEEENETD, BERSTOERZRMET LI L. T—FEERKBREDO LI IZEDT —4
DEHINDD, ETZALOHEMNZ EO X IIATHETEZ 20O W THSIZHAZSZ 1T T
W5 Z L AR D DTN ¥,

5.2. Withdrawal of consent

5.2. [RIEDO#HE

Withdrawal of consent is given a prominent place in the GDPR. The provisions and recitals on
withdrawal of consent in the GDPR can be regarded as codification of the existing interpretation of
this matter in WP29 Opinions.>°

FEOHIFEIL, GDPRIZBWTHAZE G2 5 2 6511 TCW\W5, GDPR IZET A REDOHIE D
L EHICE. 29 RMEESESN I NICOVWTO I NE CHLTXEEREZE L LS
DERDHENTE DN,

Article 7(3) of the GDPR prescribes that the controller must ensure that consent can be withdrawn by
the data subject as easy as giving consent and at any given time. The GDPR does not say that giving
and withdrawing consent must always be done through the same action.

GDPR % 7 5:(3) 1%, HHE X, 7 — ¥ EERIC X 2FEOMEIN, FEE 5 272 & & LAk
WCHHEICETLWDOTH AR TH DL Z &R LRTE R bW EHEL TS, 2L
GDPRIZ.AEEZ G A5 Z & M2 Z ENFEICF CATAIC L > TIThbA R T ER b8
W E TR R TUNZRYY,

However, when consent is obtained via electronic means through only one mouse-click, swipe, or
keystroke, data subjects must, in practice, be able to withdraw that consent equally as easily. Where
consent is obtained through use of a service-specific user interface (for example, via a website, an app,
a log-on account, the interface of an 10T device or by e-mail), there is no doubt a data subject must be
able to withdraw consent via the same electronic interface, as switching to another interface for the
sole reason of withdrawing consent would require undue effort. Furthermore, the data subject should

be able to withdraw his/her consent without detriment. This means, inter alia, that a controller must

50" WP29 has discussed this subject in their Opinion on consent (see Opinion 15/2011 on the definition of consent (WP
187), pp. 9, 13, 20, 27 and 32-33) and, inter alia, their Opinion on the use of location data. (see Opinion 5/2005 on the
use of location data with a view to providing value-added services (WP 115), p. 7).

F 29 FMEERZIZOT—<IZoWT, HEICETIER (RBOEXICET 5 ER 152011 (WP187)
9, 13, 20, 27, 32~33 H), FifET —F OFHICET 2 ER ((FHIMHEY — 2 DALE T — & R I
B4 % B 5L 5/2005 (WP115) 7 E) 2\ Cikam L T & 72,
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make withdrawal of consent possible free of charge or without lowering service levels.>!

L LRIER—EIZTOST A7V v 7 AVUATXIF—A b —2IZL5BEFHIRTF
BEAEUTHEOND & XITIE, 77— % BERITER LR%ERES S CEOREEZMEITE 72
FHUER B, RES—ERFFEN R —F— X —T 2 AOFHZE L THDL
ot (exiE V=TV A b Ty F alFr T 10TOA 2 —T =
A A, XiFde A—=MTLY), MR, T—FEERIRCEFHRA L F—T A A %@L T
FEZHEITE 52 X2 LRTNER SR, EIOIZDIETITMD A o F—T = A A~
BEZDHZ LT AYRBNERODLZLITRDIZHOTHD, IHICT —F BRI, FRIZE%E
WHZ L, HEORBEEMEITX 2 X2 LaFude by, Ziux, &b, &
BHENEEC I —ERAMEZFE T2 ER<SFAEORMEINATE L LOIC LR TN
Ee bR EEERLTWS 5,

[Example 22]
A music festival sells tickets through an online ticket agent. With each online ticket sale, consent is requested
in order to use contact details for marketing purposes. To indicate consent for this purpose, customers can
select either No or Yes. The controller informs customers that they have the possibility to withdraw consent.
To do this, they could contact a call centre on business days between 8am and 5pm, free of charge. The
controller in this example does not comply with article 7(3) of the GDPR. Withdrawing consent in this case
requires a telephone call during business hours, this is more burdensome than the one mouse-click needed for
giving consent through the online ticket vendor, which is open 24/7.

[ 22]
BOLERBIA L FTA L OFry MREEEZB LU TCTF 7y bEROVINT, 0 FA400F 7> b
ot & —H, ~—7 7 4 ¥ 7 BROTZOISEE ORI OW T, FENRD bIvs, B,
CORMDREBEZTRTTIEDOIC ) = A T AEZRIRTE 5, FHEIL, BRI LEEZBET 2
TENRTED LW EMARMT 2, MEIDO-OIC, BEITER T, FHFHT 8 Kb Tk 5 R
ETI— N F—IEETE D, ZOPNTBT 2EHET, GDPR 5 7 5£(3) (I LZA> T2
WV, ZOREORZEOWENIE, T H OBERMICE T 5EF L RO TEY, ZdA I A v -
Fry MRGEZBUCRELY G2 57200 7 H 24 K AlRE72e~ D A2 U v 7 1AL D 1T DD
Wi 72 72D TH D,

51 see also opinion WP29 Opinion 4/2010 on the European code of conduct of FEDMA for the use of personal data
in direct marketing (WP 174) and the Opinion on the use of location data with a view to providing value-added services
(WP 115).

FOGRMEEMED [F AL b ~v—FT 4 U 7IZBTAHAT —% OFHIZEE T 5 FEDMA OBRINTE)
B9 2 B R 4120100 (WP174) . K O TAHIMIE 4 — & AR B350 DA0E T — # FIHICBE 5 B R
(WP115) %M,
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The requirement of an easy withdrawal is described as a necessary aspect of valid consent in the GDPR.
If the withdrawal right does not meet the GDPR requirements, then the consent mechanism of the
controller does not comply with the GDPR. As mentioned in section 3.1 on the condition of informed
consent, the controller must inform the data subject of the right to withdraw consent prior to actually
giving consent, pursuant to Article 7(3) of the GDPR. Additionally, the controller must as part of the
transparency obligation inform the data subjects on how to exercise their rights.>?

KO T MEIOEAIX, GDPRIZEBWTAR R EIC LT —HmE L THES LTV, il
DOHEFIH GDPR OEAf A7z S /e & 21E, BB OB Ok 1% GDPR %355 L C
WU, 31 B ClRR=X 9T, a2 5 L TORE DS TIEL, GDPR % 7 4(3)
IZR EFEEILT — & ERIC L TERRIC i%ﬁzém %ﬁﬁ@%ﬂ DI 2 17
L2272 6720, JBMAYIZ, EEE 1T %ﬁ@%%@*%&bf — 2 FERITxS
LT, ZOMFAITHEOFREZRZEE L 21T ;ti,t SYAJARLN

As a general rule, if consent is withdrawn, all data processing operations that were based on consent
and took place before the withdrawal of consent - and in accordance with the GDPR - remain lawful,
however, the controller must stop the processing actions concerned. If there is no other lawful basis

justifying the processing (e.g. further storage) of the data, they should be deleted by the controller.>®

— R L— & LT, REAE S 256, MERTOREIZESV e —% LT GDPR IZ
Lol =T — 2 BEBE ORI BEE TH 508, BEE IR T 2 BukiT4 % F
IELARTFNER B2, F—X OB (2L 2IE, BIORE) % E 4 (kT S hoiERR
WA TN HIE, ZOT =X TEHFICL D EEINRTIUT R 60 %,

As mentioned earlier in these guidelines, it is very important that controllers assess the purposes for
which data is actually processed and the lawful grounds on which it is based prior to collecting the
data. Often companies need personal data for several purposes, and the processing is based on more
than one lawful basis, e.g. customer data may be based on contract and consent. Hence, a withdrawal
of consent does not mean a controller must erase data that are processed for a purpose that is based on
the performance of the contract with the data subject. Controllers should therefore be clear from the

outset about which purpose applies to each element of data and which lawful basis is being relied upon.

52 Recital 39 GDPR, which refers to Articles 13 and 14 of that Regulation, states that ““natural persons should be made
aware of risks, rules, safeguards and rights in relation to the processing of personal data and how to exercise their
rights in relation to such processing.

GDPR % 13 5 KOV 14 §RI2 5 M L7-RisCE 39 X, THANT, AT —Z OB\ EBEET Y 27|
No— v PRFEREE K OWER, SN, £ OBl & BT 2 B & ORI Z &0 X 5 I/ T3 2220,
O INRTE e bR TnN D,

53 see Article 17(1)(b) and (3) GDPR.

GDPR % 17 4:(1) (b) &(3) %l
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XN OO HMDOTZDIEAT —F2 2o B e L, Z ORI OERRILIC IS
WTWATEDTH D, I2& 21X, BET — XN EFRBIZESHTHA S LiLZRy, 2
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Controllers have an obligation to delete data that was processed on the basis of consent once that
consent is withdrawn, assuming that there is no other purpose justifying the continued retention.>
Besides this situation, covered in Article 17 (1)(b), an individual data subject may request erasure of
other data concerning him that is processed on another lawful basis, e.g. on the basis of Article
6(1)(b).> Controllers are obliged to assess whether continued processing of the data in question is
appropriate, even in the absence of an erasure request by the data subject.>®

Mk L CIRFFT 2 Z & 2 IEST 2D BB W ERET 256, Wo o ARE D ME
SN EEITE, BHERZOREBICESWTEHbN =T — X 2 HET L RE AT D
M, ZORPITINZ T, 17 R0 (b) OxRERDRP T, FxrOTFT—% ERE, o
ERRRAL, 72 212, 6501 (b) ICESWTERbLND AFICET2MhoT — % D%
REDRTE 2 S, WAL, 72 ERICEDWEEQERP WS ETI 2, WEOT—4
DRI BN AT B 2> & 9 23 F-E L7221 huid7e & 720 %6,

In cases where the data subject withdraws his/her consent and the controller wishes to continue to
process the personal data on another lawful basis, they cannot silently migrate from consent (which is
withdrawn) to this other lawful basis. Any change in the lawful basis for processing must be notified
to a data subject in accordance with the information requirements in Articles 13 and 14 and under the
general principle of transparency.

T2 EERBASOREZHIE L, FEE PO EARILZESWTE AT — & OB
ol E ERGE TIE, BEEIT RIS ) REEZ O NITMOERRILCBIT S &
52 EIFTTER, BRWIZ O W T OERRILOEFIL, 5 13 KN OE 14 KOHFHREN

% n that case, the other purpose justifying the processing must have its own separate legal basis. This does not mean
the controller can swap from consent to another lawful basis, see section 6 below.

ZFOBRE. TORRNEEN LT DM BRI, 2B KR S ITMEOIERRILZ £ 72 2 i 7Ze 720,
ZiiE, EEEPFBEEZMOENEBICANEZ D ZENTEL I EEFHRLARN,

%5 see Article 17, including exceptions that may apply, and Recital 65 GDPR

W RTRE 2R IS 2 G e GDPR 56 17 4. R OMHTSCES 65 HH A 2,

% see also Article 5 (1)(e) GDPR

GDPR % 5 25(1) (e) HZ M,
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6. Interaction between consent and other lawful grounds in Article 6 GDPR

6. [FE & GDPR % 6 LRIZBIT LD ERIIRIL & o R

Article 6 sets the conditions for a lawful personal data processing and describes six lawful bases on
which a controller can rely. The application of one of these six bases must be established prior to the

processing activity and in relation to a specific purpose.®’

56 R, WIERT — X ORI O E D, BEE BMEKILT & 5 8O OIEFRILE R
fwéo_@AO®EM@ OO AT BT AN S, EBFEO B S IZEEE L
ST S TWRIT U7 B 720,

It is important to note here that if a controller chooses to rely on consent for any part of the processing,
they must be prepared to respect that choice and stop that part of the processing if an individual
withdraws consent. Sending out the message that data will be processed on the basis of consent, while
actually some other lawful basis is relied on, would be fundamentally unfair to individuals.

I THEETANESHERZ LT, FHEPBIRO O —ERITH 2 FEIKIL S S8R &7
L6, TOEAFITEORREZEE L, HARFEZHE L7 L IR HBOOZ O
%%#mfééio’%%wa@?Mi@%ﬁw&mo_&f%é FET 1At DA
BILUTHKIL L 728 6, T — 2 BREZ L TR TWD W0 ) A vt — U %%l
T2 &k, EATK L’C*Eﬁﬁ‘] INRIEETH %,

In other words, the controller cannot swap from consent to other lawful bases. For example, it is not
allowed to retrospectively utilise the legitimate interest basis in order to justify processing, where
problems have been encountered with the validity of consent. Because of the requirement to disclose
the lawful basis which the controller is relying upon at the time of collection of personal data,
controllers must have decided in advance of collection what the applicable lawful basis is.
SWHZ 561X, BHEIIFELMOEIRILCE E A 5 Z LN TERY, 728 2,
RIEDEE OA ZIMECE R L7256, BiWE2 IES6T 2 72 DI IE S e fl3g & 5 iR ILE
WMANCFR B Z LIFERO bRy, EHENEANT —Z 2T 2 BRITKHIL S 2 15/
TRALZ BRR T 2 B D721, EHLE I, ] T & DIERRMLMA 2 A2 ISR I Je Nt - TIRIE
L TRPRIFNIEZR B,

57 pursuant to Articles 13 (1)(c) and/or 14(1)(c), the controller must inform the data subject thereof.
1351 (0) RO 1451 (o) 12wy, BEEITZOZ L 27 — 2 ERICEM L2 Ud7e e,
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7. Specific areas of concern in the GDPR

7. GDPR 2RI 2 %€ D REE R

7.1. Children (Article 8)

71. &L (B8 R)

Compared to the current directive, the GDPR creates an additional layer of protection where personal
data of vulnerable natural persons, especially children, are processed. Article 8 introduces additional
obligations to ensure an enhanced level of data protection of children in relation to information society
services. The reasons for the enhanced protection are specified in Recital 38: ““ [...] they may be less
aware of the risks, consequences and safeguards concerned and their rights in relation to the
processing of personal data [...]”” Recital 38 also states that “Such specific protection should, in
particular, apply to the use of personal data of children for the purposes of marketing or creating
personality or user profiles and the collection of personal data with regard to children when using
services offered directly to a child.” The words ‘in particular’ indicate that the specific protection is
not confined to marketing or profiling but includes the wider ‘collection of personal data with regard
to children’.

BIfEDFES L i3 % & GDPRIINIGOFHVEHIRA, FFiC, T+ ELOEAT — & BEdkD
NDEAEITOWT, BN REL A Y —23%1T T 5, 58 Fid. H#tta Y — eI
HLT, FEBIEOVWTHERERLNVOT —ZREL R T 52BN 2T EEZEAL TWH
%o PRAEDTERILOBEHIX, AISCE B HTRIESIN T WD, [ AEB/L, N T—5DHREL
I(CBHET 5 U X2, i RE OB TS (RAEHE I TN H & DHEFNIZ DU T M ik TE
2 h LA D, + + o), ET-RICE BT, 40, ~v—FF 7 > 2 DK, 2D
FEGICRT S N—2T V7 L SIFIN 72 7 7 4 L DIERED AH) TOFHEIZD0 T
DN 7— 5 DIESH], T OF E Ik L TEBZEICIER SISV —EX 2 FIH TS50 FE
& DN T — 5 DIRFEIZS] L T, €D I 5 RFFFIDIRAED B S R177UT75 67000 Lk
NTW5, FEZ) (inparticular) & W95 CEIL, FRlefREN~—Fr T 707 m 774
VU TIZRESIND DT, bo LA [FEBICHTAEAT—XDIUE] HLEHEAT
WHZ EERLTND,

Article 8(1) states that where consent applies, in relation to the offer of information society services

directly to a child, the processing of the personal data of a child shall be lawful where the child is at
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least 16 years old. Where the child is below the age of 16 years, such processing shall be lawful only
if and to the extent that consent is given or authorised by the holder of parental responsibility over the
child.%® Regarding the age limit of valid consent the GDPR provides flexibility, Member States can
provide by law a lower age, but this age cannot be below 13 years.

8 X)L, FE&b~DIFFHttR Y —E ADOEHENREMICEE L T, AEMEH S D
Ba. TEBICHOVWTOBAT—FDOEHWIE, FEH0307e< L 16 i THHLEIC
WETHLHZ EEFLLTWD, FEHN 5L T (below the age of 16) D&, £ 95 Lz
BRI, RIERFEBICEATIBMEORAEEIZLV EX LN 0RBD N HEIT DI,
ﬁ%k&é“oﬁ%&ﬁ%@@%ﬁﬁtowf\meﬁi%@%ﬁmb\MEEi%o&
VR ZERTED D Z LN TE DN, TOEME 12 % FICIXTTE 220,

As mentioned in section 3.1. on informed consent, the information shall be understandable to the
audience addressed by the controller, paying particular attention to the position of children. In order
to obtain “informed consent” from a child, the controller must explain in language that is clear and
plain for children how it intends to process the data it collects.>® If it is the parent that is supposed to
consent, then a set of information may be required that allows adults to make an informed decision.
&5 72 ETOREICET 55 3.1 STk 72k 51T, FmiE. FE 6D E R
EELT, BEHENKSR LT 5815 (audience) ([CHETX 5L O TRIFIUER LRV,
Ebnn [FAEZ T ECORE] 25570121, BHEIL, TNWDEDLT—4 %2 L
DEIITEEF S L LTI EFEHICH L THETEL RXE TR L2TER S
20 FET 5 EBON2OBBTHL5E. RAOEPHERREZIT) ZLDOTED
BFEHRO LS L,

It is clear from the foregoing that Article 8 shall only apply when the following conditions are met:
PRl L7226, B8R LFOERMENMIISNT L EIZDH, BHENDZ LIFHL
NThH 5D,

e The processing is related to the offer of information society services directly

58 Wwithout prejudice to the possibility of Member State law to derogate from the age limit, see Article 8(1).
FRHIRRIZ OV TR SN D2 MBEOENED FREEZRE L2V, H8E&01) 23],

%9 Recital 58 GDPR re-affirms this obligation, in stating that, where appropriate, a controller should make sure the
information provided is understandable for children.

GDPR AifSCE 68 HHIL, WBIZRG A, REESNIHERPFEBICL > TEMARTHD Z L 2 EHE D
BIRETHDLBRDHZ LT, 2 @&i’%%‘fﬁﬁﬁn 2,
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to a child.t%61

BT, F & bITxd 2 BN 2 F RS — 2 ORI EIfR
LW %) . 6061
»  The processing is based on consent.

ki, FECHE-S <,

7.1.1. Information society service

7.11. BHAESY—EX

To determine the scope of the term ‘information society service” in the GDPR, reference is made in
Article 4(25) GDPR to Directive 2015/1535.
GDPR [ZBW T, ME@IEE Y —E 2] &\ ) HIFEOHIPH 2R E$ % 728, GDPR % 4 2k (25)
INBEIT LT DI3EES 2015/1535 Th %,

While assessing the scope of this definition, WP29 also refers to case law of the ECJ.? The ECJ held

€0 According to Article 4(25) GDPR an information society service means a service as defined in point (b) of Article
1(1) of Directive 2015/1535: ““(b) “service’ means any Information Society service, that is to say, any service normally
provided for remuneration, at a distance, by electronic means and at the individual request of a recipient of services.
For the purposes of this definition: (i) ‘at a distance’ means that the service is provided without the parties being
simultaneously present; (ii) ‘by electronic means’ means that the service is sent initially and received at its destination
by means of electronic equipment for the processing (including digital compression) and storage of data, and entirely
transmitted, conveyed and received by wire, by radio, by optical means or by other electromagnetic means; (iii) ‘at the
individual request of a recipient of services’ means that the service is provided through the transmission of data on
individual request.”” An indicative list of services not covered by this definition is set out in Annex | of the said Directive.
See also Recital 18 of Directive 2000/31.
GDPR 545025 2L, RSV — B X138 2015/1535 55 1 55(1) (b) IZED DI —E A Z BT
o ThbB, T0) [V—EX] Eid, [FRESV—EX, 74006, V—EXDIRGE DRI ZRIZ L
f?t‘/ﬁ/i‘%ﬁ’z% Lo THFFIZIS 0 T D72 DIZ BRI SV — EX FEHT D, S DEFZDED,
G) [ [#hFics00C @tadistance) ] & /g, V— E X DallFIZ 5w L T3 4 FF L LICIHIES S 2 &
FEMET S, Gi) [BFH92FLIC L > T (byelectronicmeans)) & /2, #—E X725, FPEMEAZDHFHT
WTRITRON DY —EXTH Y, FLT—ZDIRWY (T NEREFT) ERIFDEDDETFHER
ROFHR, MR, HEFTFEXITM DB % FEIZ L > TR HE G, Bk RIGSASV—EX2E
B35, (i) [V—EXDRIGEDMEFIHIZAIZ LV (at the individual request of a recipient of services)/ &
(T, P —E XD 4 DERIZIE O CTT—F DEEZE L TIHRIESNS Z & & ERT 3, ZOFEHRTHNN—
STV —EZXOFIRI—RERIT, FETOME IR EN TS, £72454 2000/31 A3 18 Hb
ZH,
61 According to the UN Convention on the Protection of the Child, Article 1, “[...] a child means every human being
below the age of eighteen years unless under the law applicable to the child, majority is attained earlier,” see United
Nations, General Assembly Resolution 44/25 of 20 November 1989 (Convention on the Rights of the Child).
EEEA O TEEOHERICET 5555) (UN Convention on the Rights of the Child) %5 1 &cic K, /&
&I, 8 R DT N TDEHEE 5, /L, é,’;ﬂﬁg < FDFIZE I SEREIZ LD LD P
(ZELE S DZFE< ], 1989 48 11 ] 20 BATIT [EhE Sk 44125 (REOHEMIZET 25K) 25H,
62 See European Court of Justice, 2 December 2010 Case C-108/09, (Ker-Optika), paragraphs 22 and 28. In relation
to ‘composite services’, WP29 also refers to Case C-434/15 (Asociacion Profesional Elite Taxi v Uber Systems Spain
SL), para 40, which states that an information society service forming an integral part of an overall service whose main
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that information society services cover contracts and other services that are concluded or transmitted
on-line. Where a service has two economically independent components, one being the online
component, such as the offer and the acceptance of an offer in the context of the conclusion of a
contract or the information relating to products or services, including marketing activities, this
component is defined as an information society service, the other component being the physical
delivery or distribution of goods is not covered by the notion of an information society service. The
online delivery of a service would fall within the scope of the term information society service in
Article 8 GDPR.

C DEFROF 2 39 D BR, 5 29 SRAEFEIE1E BN FERCHIFT (EC) ¥ (case law)
CHEKR LTS %, ECIIE., MEFRESY—E 2] AT A TR S XHMsiE S h
TR OEDMDY— R 2 G LR LTc, DV —E AN ZODRRFEHIITIMAL LT
HWRPOHR SN TV D 5HE, —HITBWT, RO T 7 XA MBI H5H L EZ
D I~ —7 T 4 C7EBEZTEM XTI —EACET E RO L O AT A
Y DERIT, HHREET—ERE L TERI N, MIFIZBWT, B dn QYRR 22 B ST
WTHLBEROWVWTIFRAES Y —E2ADOMEDOHRTIERNE SND, —ERADF
> T4 AT, GDPR ¥ 8 RIZHIT D MM —E 2] OFMFHIZE £ 2,

7.1.2. Offered directly to a child

712, FEBITHTHEEORME

The inclusion of the wording ‘offered directly to a child” indicates that Article 8 is intended to apply
to some, not all information society services. In this respect, if an information society service provider
makes it clear to potential users that it is only offering its service to persons aged 18 or over, and this
is not undermined by other evidence (such as the content of the site or marketing plans) then the service
will not be considered to be ‘offered directly to a child’ and Article 8 will not apply.

[ FEBITHT DEEORM] LW LEEEO LT, B8 &N, FHtta—Ev 2D
ETTEHARAWCE L, ZO—HICHEHAIND ZEZEBERLTND, ZORIZOWT, [F#th
SV —EADRME R, 18 MU LOFELEFITHT 5 — X RMETH Y | 20 Z LMo
AL (VA FDar T oY RE~ =TT 47 T DE SR ko THRRbR RN
L EBIEN 2 — P —ICHLNICT 256, O —E XL [FE 61003 5 EHEORHL)

component is not an information society service (in this case a transport service), must not be qualified as ‘an

information society service’.

MR =1 1E2HIFT (European Court of Justice) 2010 4E 12 A 2 HfHiF 354 C-108/09 (Ker-Optika), /X7 7' F 7

22 MR 28 B, TS LIz —1E 2 (composite services) | (2 oW TIE, 29 S&/EEE1T. FE C-434/15
(Asociacion Profesional Elite Taxi v Uber Systems SpainSL) /X5 77 7 40 IZHEK LT\ 5, FiE, Hib

HI7e LR AME AR Y — E XA TIE R W — E A RED R NO R KER Gy BT D iEmits ) — e A
(%A, Wk —ER) & HEREESY—E R L LTEBST UL bRV ERRTND,
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7.1.3. Age

7.13. £

The GDPR specifies that “Member States may provide by law for a lower age for those purposes
provided that such lower age is not below 13 years.” The controller must be aware of those different
national laws, by taking into account the public targeted by its services. In particular it should be noted
that a controller providing a cross-border service cannot always rely on complying with only the law
of the Member State in which it has its main establishment but may need to comply with the respective
national laws of each Member State in which it offers the information society service(s). This depends
on whether a Member State chooses to use the place of main establishment of the controller as a point
of reference in its national law, or the residence of the data subject. First of all the Member States shall
consider the best interests of the child during making their choice. The Working Group encourages the
Member States to search for a harmonized solution in this matter.

GDPR (&, DINERENL, £ OF#2 13 ma FEISRWRY [ LT, ThHDOHMOD
ZODEVERNFERZEDD ZENTE L] ERELTND, BHEL, F—EARXR L
TONREBRESTDHZLICLY . ZNZUMEEOEMNEICER LT s, FiZ,
BB — B X 22t 2 B X, TR FE HMAEZ RO MBEOERE IR TE
T, FHRES T — A Z2RET 2 5MBEEOENEICOIEDRITIUXR 6 RN T L ITEE
TARETHDH, ZIVUTENEOS R E LT, BEFEOIE- G806 552 FHT 5
T Z EROEREZFAT 20OBRICELEIND, WT iU & IR EITER AT
IR, FELOEREOFREBE LT e by, 5§29 FIEEHE, MREICK L
T, ZHCEHLTHMO L 2MRRZIRD X O ICHESE L T %,

When providing information society services to children on the basis of consent, controllers will be
expected to make reasonable efforts to verify that the user is over the age of digital consent, and these

measures should be proportionate to the nature and risks of the processing activities.

AT UVNTEDNTH EBIE RS — AR T 28, BHE IR T Y
Z)v b RENRTE2FmEBRATNWDZ & it 228 R 1 EiToTnH Z & &
FrSi, TOREDNBRIEBOME LV A7 IZHBINTH L& TH D,

If the users state that they are over the age of digital consent then the controller can carry out

appropriate checks to verify that this statement is true. Although the need to undertake reasonable
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efforts to verify age is not explicit in the GDPR it is implicitly required, for if a child gives consent
while not old enough to provide valid consent on their own behalf, then this will render the processing
of data unlawful.

22— —=NTF VXL RENTEDLFRU ETH D Lk 256, EEHEILEOMENE
ETHHZ AN T DO TF =y 7 23T 252 LN TED, FlREH D720
(CAEER RS N 24T 5 MEMEIT GDPR ICEB W THIRE LTV WS, ZAUIRFERAYIC R
LRTWD, FEODPHLOAMRABEZRET 2D TR RERTRN L ZITFLEHNE
BxEH525001X, YEZAEEIEZT —Z OB WEBEEIZIZ LW TH D,

If the user states that he/she is below the age of digital consent then the controller can accept this
statement without further checks, but will need to go on to obtain parental authorisation and verify
that the person providing that consent is a holder of parental responsibility.

2P =BT L)L RENTELEEARNTHD LBD5E, FHETEMDOT = v
JIRLICEDFERZZTAND ZENTE D, L LEHRERHOTHOFAI L5720
Wik, REZBEZL2BVPBEORAE THL Z L AEATOILERD D,

Age verification should not lead to excessive data processing. The mechanism chosen to verify the
age of a data subject should involve an assessment of the risk of the proposed processing. In some
low-risk situations, it may be appropriate to require a new subscriber to a service to disclose their year
of birth or to fill out a form stating they are (not) a minor.%® If doubts arise the controller should review
their age verification mechanisms in a given case and consider whether alternative checks are
required.5

PR OFEINTRE 727 — 2 OB E 72 DT _RE TRV, 7 — % EEROFRFEH D 2
A= ALE, BESNLDEFNDO ) 27T L RS E L& TH D, U A7 D/ WKL
T, P —E2OFHBIMAEZ T3 U THAFORRZ RO ITRMENE 5 0 ZF12 5 M
AL D L HITRD 2 ONEE DY LI &, AL 5546, BHET - EDTr—X
WCBWTHRGEAA W =X Lz RE L, fUEHNRT = v 7 BBEINE O ety ~& T
% &,

63 Although this may not be a watertight solution in all cases, it is an example to deal with this provision
CHUFEDE IR —ACE UL EDL LR Y Va—a r TRVELTYH, ZOBEICHLT 26
11725,

64 See WP29 Opinion 5/2009 on social networking services (WP 163).

29 RIEEME Ty —vy b Xy U —F 7 - — R TBT 5 E L 5/2009) (WP163) % £,
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7.1.4. Children’s consent and parental responsibility

714. FEHLOREZLEHBEOEMHE

Regarding the authorisation of a holder of parental responsibility, the GDPR does not specify practical
ways to gather the parent’s consent or to establish that someone is entitled to perform this action.®®
Therefore, the WP29 recommends the adoption of a proportionate approach, in line with Article 8(2)
GDPR and Article 5(1)(c) GDPR (data minimisation). A proportionate approach may be to focus on
obtaining a limited amount of information, such as contact details of a parent or guardian.
BOBFMAFRFOEOFFAICE LT, GDPR X, BORIEEZEY . TN EDITAEITHE
%%ﬁo#%&@é%%%@ﬁ&%ﬁmLrw%wWS%@t@ﬁﬂg ZAFE¥E2213 GDPR

&2 EUHE 5% (o) (F—20k/IMb) ([Tih-> T, Bl 7 7o —F OFR % #)
HELTWD, flreT 7 —F1F, Bl :M%u%%‘ (guardian) OEAEIED K 572, REM
IERERGD Z EICERERD E Vo2 b D E R D LR,

What is reasonable, both in terms of verifying that a user is old enough to provide their own consent,
and in terms of verifying that a person providing consent on behalf of a child is a holder of parental
responsibility, may depend upon the risks inherent in the processing as well as the available technology.
In low-risk cases, verification of parental responsibility via email may be sufficient. Conversely, in
high-risk cases, it may be appropriate to ask for more proof, so that the controller is able to verify and
retain the information pursuant to Article 7(1) GDPR.®® Trusted third party verification services may
offer solutions which minimise the amount of personal data the controller has to process itself.
2—HPF—RELRABETHDICHNRFHTHDH LD L VI RE, FEBLIZRDST
FEZRIET 2H5PEMESE CH L LAt 2 8O GT6 ., AR ITIEMITDNE, B
TNCEA DY 27 ERMMRTREREMNAKIL S D725 9, VAT D/IASNT—ATI, e A
— V%@ UToBMER OFEA CTHod Lty KIS, YA DRE 77— AT, B
FHNRGDPRAFE TS5 () Lo THEBREZHBER LRFFT 220N TELL T, EBITE
< DFEAZRD 2 DET NS Liview O, FHMED & 55 =F ORI — v 21k, FHHE

85 WP 29 notes that it not always the case that the holder of parental responsibility is the natural parent of the child
and that parental responsibility can be held by multiple parties which may include legal as well as natural persons.
BOBROREEBLT Lo FHOEOB TRV — 2030 | BOBENENE BRANEZZHEHDY
HEZ Lo TRATE D Z L &5 29 FAEEH2ITERLT 2,

 For example, a parent or guardian could be asked to make a payment of €0,01 to the controller via a bank transaction,
including a brief confirmation in the description line of the transaction that the bank account holder is a holder of
parental responsibility over the user. Where appropriate, an alternative method of verification should be provided to
prevent undue discriminatory treatment of persons that do not have a bank account.

7= & 20T, BXTR#EE L. ST O E N — KT A BEREE TH D Z A S oIk
WTHHBICHERT L2 2250, UTHRESI 2B U T 0.0l 22— DX WERD BN 500E L, )
A, REERZRGEH F IR, YT HEAE 22 WA ORY A =R O &2 LT 5 X ) it sn s
RETH D,
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L7z uy,

[Example 23]
An online gaming platform wants to make sure underage customers only subscribe to its services with the
consent of their parents or guardians. The controller follows these steps:
Step 1: ask the user to state whether they are under or over the age of 16 (or alternative age of digital consent)
If the user states that they are under the age of digital consent:
Step 2: service informs the child that a parent or guardian needs to consent or authorise the processing before
the service is provided to the child. The user is requested to disclose the email address of a parent or guardian.
Step 3: service contacts the parent or guardian and obtains their consent via email for processing and take
reasonable steps to confirm that the adult has parental responsibility.
Step 4: in case of complaints, the platform takes additional steps to verify the age of the subscriber.
If the platform has met the other consent requirements, the platform can comply with the additional criteria
of Article 8 GDPR by following these steps.

(=41 23]
HHATA L =T DT Ty b7 r— A%, RAUE (underage) DOEEZIIH LT, #HUT
REEORBEPHDGRICOBMATED Z LEMHRLED &T5, TOEHEITROAT v
rlD,
AT w71 a—F—2 16 (Xt ZORDYVIC, TUXVERENTE H4H) Kb, LLE
MEIPEZEZDLEIITRDDL, L, 22— =BT VXV ERBERTE2HHMAHCTH D LB
A BB,
AT w72 P EANTF E BRSNS AN BUTRGER D EAR M FE L SUTFFAT 3 2 44
ERHDHZ LT EBIEBAD, TO—F— TP XIIREED e A— - T FLAZRRT S
Xokvoing,
ATy 73 BMIREE L a2 7 PERY , BV D72l e A=AV TRIEZSG, 722D
ADBBOFEAFOETHDH Z L AR T DO DRY tEx L 5,
AT v T4 FEERD L YE TDT T v b7 4+ — NIIMAE O &G T 5 72D OB OHE
LD,
HL7 Ty b7 — ARMUORIEEFR BT L TSR bIE, 2077y M7 4 —AFEN 60
AT v T HATH Z LT, GDPR & 8 DBMOIEEIE>TWDH LT DI ENTED,

The example shows that the controller can put itself in a position to show that reasonable efforts have
been made to ensure that valid consent has been obtained, in relation to the services provided to a
child. Article 8(2) particularly adds that “The controller shall make reasonable efforts to verify that

consent is given or authorised by the holder of parental responsibility over the child, taking into

60



consideration available technology.”

ZOHEFNT, FEBITREBEINDI Y —ERAIEHL THARREN SO Z L 2k T 5
T2 DEB RGN PTONTZ L 2 Rm T GICERE LB 2N TELZLERLT
W5, B85 (2) X, ¥R, TBHE /L, FIHATRER BN &5 BICANE LT, €DFED
ICONWTEIHELDEMLDD SEHIZL > THERZZ 6H/EZ S, Xid, TDEHEICL > TEH
DPRBINTE Z & T S/ DDHGEHIRE &7 S5 bDE 75 LIBIMLTWD,

It is up to the controller to determine what measures are appropriate in a specific case. As a general
rule, controllers should avoid verification solutions which themselves involve excessive collection of
personal data.

Rl 72 r — A8 NWT ED & 5 REE N ET N Z RO 5 DITEREDOETLTHDH, —iKH
— & LT, BERE IR, FAER TR E AT — Z OIEE 2 £ 5 FER O R % Bk
TRETH D,

WP29 acknowledges that there may be cases where verification is challenging (for example where
children providing their own consent have not yet established an ‘identity footprint’, or where parental
responsibility is not easily checked. This can be taken into account when deciding what efforts are
reasonable, but controllers will also be expected to keep their processes and the available technology
under constant review.

29 SRAEEMAX, FEHICHEN S D r— R (L 213, BOORIEEZ G 25 +EL0n T
AT T 4T 4+ 7w b7 U b (identity footprint) ZFE7/Z L o0 ERT 2 LR TE 7
WEE ITRDOBEENEG T = v 7 TEXRWEE) B35 T L 2R L TWD, 2,
ED L) RENNEHNNEZRET BB B SN D 528, BEAEIL, B OB K OH
MATREZR i 2 7= 2 TRl 95 Z &L b ifr STV D,

With regard to the data subject’s autonomy to consent to the processing of their personal data and have
full control over the processing, consent by a holder of parental responsibility or authorized by a holder
of parental responsibility for the processing of personal data of children can be confirmed, modified

or withdrawn, once the data subject reaches the age of digital consent.

In practice, this means that if the child does not take any action, consent given by a holder of parental
responsibility or authorized by a holder of parental responsibility for the processing of personal data
given prior to the age of digital consent, will remain a valid ground for processing.

After reaching the age of digital consent, the child will have the possibility to withdraw the consent

himself, in line with Article 7(3). In accordance with the principles of fairness and accountability, the
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controller must inform the child about this possibility.5’

EHANT — % OB L CRE LBIWICOWTH o2 XBiHELZ FF> 2 & 07 — & Fik
OHEMEEZBE LT, 7 —F EERT VXV ERIENTE 2FEMICELTHA, 78O
AT —Z DEFNZ OV THOELORFEEIC L 5 FEEIHOBTORFEEIC L VED
ONTZEHIZ X DREZ, MR SN EESNIMEIT 2 2 LN TE 5, FRRIZIE, 2L,
FEBVRAONDITHEITDRWES, 7 V4V ERIEN TE 2EmANC G2 b7z, +
EHLDENT —Z DB OWTHOELORFFEIZ L 5 RE U O BEORFFE &
VRO OLNTZFIZLDREIT, KR E LTHIRW ORI L 25, FLEBIT, TVFL
ERIENTE 2FEICE LI, 5575 ) IV, H bRE A MIE T 2 /et 4 o,
NIEVE L BIEEOFANCRE VY, FHE IR, T ORREMEIC DWW T, F & bITiFHAz R L 72
TR B

It is important to point out that in accordance with Recital 38, consent by a parent or guardian is not
required in the context of preventive or counselling services offered directly to a child. For example
the provision of child protection services offered online to a child by means of an online chat service
do not require prior parental authorisation.

ASCE 38 THIZHEV Y, BICIRER IZ L DREN T £ bICEERIE SN D TRIPMHR T — X
DOIRTITRD NN E 2B L TR ONEETH D, exiE, AT - Fx
b e —EZAZBLTHFEBICH L TA T A TRt SN D IREREY — B XDzt
(X, FRIOBOF A2 LB L L,

Finally, the GDPR states that the rules concerning parental authorization requirements vis-a-vis minors
shall not interfere with “the general contract law of Member States such as the rules on the validity,
formation or effect of a contract in relation to a child”. Therefore, the requirements for valid consent
for the use of data about children are part of a legal framework that must be regarded as separate from
national contract law. Therefore, this guidance paper does not deal with the question whether it is
lawful for a minor to conclude online contracts. Both legal regimes may apply simultaneously, and,
the scope of the GDPR does not include harmonization of national provisions of contract law.

12, GDPR (%, BOFF AT & RAEICET 20— T4 & B IR 58K DA%
PE, FERE AT RIZDWTO— D L9 MR E O 3L 22EFET 5O TIERWN
LIERTND, T2 5, FEbOT—ZOFANZET 2 G2 FAE ORI, ENRKIE
ENFHIDH D L HTp SNIRT TR B IRWERN RSO — 8 TH D, LI > T, ZDHA

67 Also, data subjects should be aware of the right to be forgotten as laid down in Article 17, which is in particular
relevant for consent given when the data subject was still a child, see recital 63.

T EERT, B LT RICEDDLIC, BNONDHEFCHERETRETHY . FHITFFIC, 7—FE
ERELTELTHILAITEZONIZFARICEFE L TWD, RISCH 63 HA S,
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RT A %, REEN A T4 VB ZFESORTEENE 5 0009 R Z > T 7Zeu, il
7T OERIHIE N R CEA S 508 L2V, GDPR O#iHITENOEDENHEED (N
EHFICRBIT D) JifnztE A TIZW 20,

7.2. Scientific research

7.2. BHEMTE

The definition of scientific research purposes has substantial ramifications for the range of data
processing activities a controller may undertake. The term ‘scientific research’ is not defined in the
GDPR. Recital 159 states “(...) For the purposes of this Regulation, the processing of personal data
for scientific research purposes should be interpreted in a broad manner. (...)”, however the WP29
considers the notion may not be stretched beyond its common meaning and understands that “scientific
research’ in this context means a research project set up in accordance with relevant sector-related
methodological and ethical standards, in conformity with good practice.

B0 B OERIL, BEENITO Z L OTE 57 — ¥ BURIEE O #iH O FEE M) 7e
SETH D, TRHFRIFZE] &\ 9 HFEIX. GDPR IZBWTER STV VeV, AiSCE 159
X, [ AKHRDFRIDE D, FEEHIEAHID = D DA 7= DIV 1T, 1A < ER &
NERETHS -+ -] EIBRTND, L L 29 RIEERSIT. ZoBEn i E
RABZTWRNEEZTEY, ZOFEKT, TRERNITE] 1ZTEE LUVMBEITIZHE > 72 B
T OHEmRN R T mEN R EEITIR OISR T r Y =7 FEERT D L EMEL TV
Do

When consent is the legal basis for conducting research in accordance with the GDPR, this consent
for the use of personal data should be distinguished from other consent requirements that serve as an
ethical standard or procedural obligation. An example of such a procedural obligation, where the
processing is based not on consent but on another legal basis, is to be found in the Clinical Trials
Regulation. In the context of data protection law, the latter form of consent could be considered as an
additional safeguard.®® At the same time, the GDPR does not restrict the application of Article 6 to
consent alone, with regard to processing data for research purposes. As long as appropriate safeguards
are in place, such as the requirements under Article 89(1), and the processing is fair, lawful, transparent

and accords with data minimisation standards and individual rights, other lawful bases such as Article

88 See also Recital 161 of the GDPR.
GDPR Hij3C5 161 THE, 2/,
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6(1)(e) or (f) may be available.%® This also applies to special categories of data pursuant to the
derogation of Article 9(2)(j)."

[FE 7S GDPR (25t » CHFFE &2 £l T 5 7= 0 OIEMRIL E 722 & & AT —X OFIH DT
DOFEIE, WA R EEUIFREAREBE & L TERLOMORE OE/E & JXXKR] S 1
HRETHDH, BB BFEE TIZZR  MOERZRIBILICE SN TV D 56 O FHih) 72 25
DO—fFL, EEERBRHHA] (Clinical Trials Regulation) ([C/.25 Z &N TE 5, F— X {fH#EDIE
HOIARIZEB T, CTR OREBEOERILEMA R iE & T2 N TE 5 %, )5
T GDPR %, MIEHMIT=O DT — & OERWTE LT, 5 6 S0 & [ 72 HIRR L
TIEWZRW, 5895k (1) IR 28D X 5 1T b 2 PR g 28 i S v, BV AN ALE
T, WET, B THY . o7 —F OR/MEEEL EADOHEF] &L —B L TWHIRY | 5
65 (1) () Xt (Hh OXIRMOERRBIEFIHATE 57255 %, ZEHE 9% (2)

() ODEEC X DR EEHOT =22 TULED O,

Recital 33 seems to bring some flexibility to the degree of specification and granularity of consent in
the context of scientific research. Recital 33 states: “It is often not possible to fully identify the purpose
of personal data processing for scientific research purposes at the time of data collection. Therefore,
data subjects should be allowed to give their consent to certain areas of scientific research when in
keeping with recognised ethical standards for scientific research. Data subjects should have the
opportunity to give their consent only to certain areas of research or parts of research projects to the

extent allowed by the intended purpose.”

RISCES 33 L, BHFIFEO SUIRIC IS 1T 5 [AE OFFE K ORLEE OFEEEIZ SV TiE, WS B A
F#MEE 52 TWD X DITB 2%, B 33HINL, [ELAHTED HHID 7280 DA 7— 5 D
R D HHG 5 E DT — S WREDIFL TEERIZIFET S Z E1E, LIF LI, FApEn = & T
BB, bz, 7 —FEMEIT, FIAFEDE D DIL S 786D I/ g PEREP RZ 4 TS
L& —IEDGEDFFIENS L TIAE TG 5 S3ZENTES, 7m—FF KT, FESH
TS ARIDFF IR T, —EDGEFDFFGIEDH, XL, T 77 = 2 f DO—fli%
DENZSS L TR &G R DERZ Db DE LR ITAITR 620 LR TWD,

First, it should be noted that Recital 33 does not disapply the obligations with regard to the requirement

69 Article 6(1)(c) may also be applicable for parts of the processing operations specifically required by law, such as
gathering reliable and robust data following the protocol as approved by the Member State under the Clinical Trial
Regulation.

FE6RQL (o) 1. BRRBRHAA (CTR) ob & TIREICL VBTSN 7 v a2/ WIHESEHO & D
T —2EBEDDH DX 7, FHINIERTRD LN BHEEFOHSICBEATE 5000 Ltz
0 Specific testing of medicinal products may take place on the basis of an EU or national law pursuant to Article
9(2)(D)-

B I h D R 223 BRI 35S 9 5(2) (1) ITHEV EU UZEWNOIERIZHIEASWTHERMT 2 Z &N TE D,
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of specific consent. This means that, in principle, scientific research projects can only include personal
data on the basis of consent if they have a well-described purpose. For the cases where purposes for
data processing within a scientific research project cannot be specified at the outset, Recital 33 allows
as an exception that the purpose may be described at a more general level.
F—IT, RISCH B3 HITRFE DRI & ) BARCE T 2 8F 2l L T anbld TidZaw
LITHERTRE T“&)éo ZauE, RAIMIZ, BEsEo ey = 7 MR, R+
SN B ZFOGAEIZOR, FAEEZEEICLIEBMAT 225052 N TELHT L
%%waéoL#Lﬂ%ﬁn7my17%@$®7—&@ﬁﬁw@9%ﬂ%@%%ﬁ
RTCHFE TE N — AT oW TR, BISCH 33 THIZ, HIIN &0 —ixay7e L~ TRl ©
THZEE, B E LT, mRRLTWD,

Considering the strict conditions stated by Article 9 GDPR regarding the processing of special
categories of data, WP29 notes that when special categories of data are processed on the basis of
explicit consent, applying the flexible approach of Recital 33 will be subject to a stricter interpretation
and requires a high degree of scrutiny.

el 72 F O 7 — 2 OFARNZEI LT, GDPR % 9 §:ICE D D 2558 L. 5 29
FIEERIE. PR ERIZESWTRED T T —O 7 —Z Bl 556, i
B IBIHDFMRT 7T u—F O@EMIE. & HICHHE RRICIEWE 2@ E OFEM S R MET
HHZEIEET S,

When regarded as a whole, the GDPR cannot be interpreted to allow for a controller to navigate around
the key principle of specifying purposes for which consent of the data subject is asked.
BRELTHDE, GDPRIZ, 7 —# EEROFREN RO OND B EFES D L\ ) EHER
JRAIDN B EBRE DN D Z & é‘fm HTND LI, IRTE 220,

When research purposes cannot be fully specified, a controller must seek other ways to ensure the
essence of the consent requirements are served best, for example, to allow data subjects to consent for
a research purpose in more general terms and for specific stages of a research project that are already
known to take place at the outset. As the research advances, consent for subsequent steps in the project
can be obtained before that next stage begins. Yet, such a consent should still be in line with the
applicable ethical standards for scientific research.
W HBIRH3IZRE T E WA, BEE L, FEEFORE X REDOE CHAT L LD
D FEZ RO 2T B, 7o 20X, 7 —F FRITK L TR — a7 54 Tt
FEHRDTODRIEE/OND L IICT D, FTERNOBEETT TIZHNn> TWLHHIET
BY s FORFEBERBICOVWTHRETED L OICT22 L Th D, MHRITEDRDOT, TrY
7 N OEBEFED O DRE A, IROBMERHIGT 2RNG 2N TED LT D,
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Moreover, the controller may apply further safeguards in such cases. Article 89(1), for example,
highlights the need for safeguards in data processing activities for scientific or historical or statistical
purposes. These purposes “shall be subject to appropriate safeguards, in accordance with this
regulation, for the rights and freedoms of data subject.” Data minimization, anonymisation and data
security are mentioned as possible safeguards.” Anonymisation is the preferred solution as soon as
the purpose of the research can be achieved without the processing of personal data.

IHIZ, 9 LI —ATIE, BEFICTENORGERESEH S0 Ll 72k
X, 895 (1) 1E, B, B XIHEHD BRD T2 DT — 2 BHRIEENZ D\ T, PR
HWEOMLIEMEIZEREZ Y TTNWD, TN BN, TABAIZIE ), 7 —F FEEDHEFK
CMH HI DJE 8 DB L) R IRAETTE IR T D1 T —F DFe/Mb, EACE DT —2DtF =)
T TR E & LCET b D T AT AT —Z QBB R LIZHFZE H Y
PIGRICEBRTE D & &I, BELWVRR E 2D,

Transparency is an additional safeguard when the circumstances of the research do not allow for a
specific consent. A lack of purpose specification may be offset by information on the development of
the purpose being provided regularly by controllers as the research project progresses so that, over
time, the consent will be as specific as possible. When doing so, the data subject has at least a basic
understanding of the state of play, allowing him/her to assess whether or not to use, for example, the

right to withdraw consent pursuant to Article 7(3).”

™ See for example Recital 156. The processing of personal data for scientific purposes should also comply with
other relevant legislation such as on clinical trials, see Recital 156, mentioning Regulation (EU) No 536/2014 of the
European

Parli;)ment and of the Council of 16 April 2014 on clinical trials on medicinal products for human use. See also WP29
Opinion 15/2011 on the definition of consent (WP 187), p. 7: “Moreover, obtaining consent does not negate the
controller's obligations under Article 6 with regard to fairness, necessity and proportionality, as well as data quality.
For instance, even if the processing of personal data is based on the consent of the user, this would not legitimise the
collection of data which is excessive in relation to a particular purpose.” [...] As a principle, consent should not be
seen as an exemption from the other data protection principles, but as a safeguard. It is primarily a ground for
lawfulness, and it does not waive the application of other principles.”

fo b ZIEL RISCE 156 HA B, BEHAOIZDOMEAT — % OB, FERRERO X 5 72 o B3
DIERITHUE ) RETH D, AFIHO T2 ORI T 2 BARTERICBI 4% 2014 4 4 7 16 AT
MFEE B ORI BR S SHRI (EU) 536/2014 (2D Tk 7= pii SCEE 156 HA B, £72 29 FAE¥(HE20 [[H
BOERICHT 2ER 152011) (WP187), 7 HAZM, TS50, MEA55 Z LIk, AEM, LZME b
BIEROT — 2 OBEICEL T 6 £Db & TOFHAEDORB LI L LTIy, 2L xiE AT —
Z OEARNR 22— —DRIZBICHESNTND 2 HIiE, ZHAUTRFEOHMICE L TERITH L7 — ¥ DIk
EEEH L LRWEA S, « « - JRAIWIZ, FEIZMOT —Z REFA2 5 0o LTTIERL, B—7H
— RLBRENDNETH D, THITHE ICHEEEORLTH Y | MOFRIOEMN 2 H#ESEL 5D TR
20N,

2 Other transparency measures may also be relevant. When controllers engage in data processing for scientific
purposes, while full information cannot be provided at the outset, they could designate a specific contact person for
data subjects to address with questions.

fOFEBHEOHE LR T 2006 Livev, ToRERPEANCRIETES RV Rn s b, FEE PR
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Also, having a comprehensive research plan available for data subjects to take note of, before they
consent could help to compensate a lack of purpose specification.” This research plan should specify
the research questions and working methods envisaged as clearly as possible. The research plan could
also contribute to compliance with Article 7(1), as controllers need to show what information was
available to data subjects at the time of consent in order to be able to demonstrate that consent is valid.
Flo. RIEDORNST —# EEPFIH T X 2 0B RbHEatl 2 £55 Z L 13, HIORED AR
JREM D DIESNLDTEA D B, ZTOMREIEIL, TXHR -0 & % Lo 18
ESNDIEEFEZRET RETH D, WIEERIHITHE 75 (1) OETITHELD, EHE
. FEPANTH L Z LarmT 2ol RERKTT —Z EROFATE H1FRE RS/
TR B RN Th S,

It is important to recall that where consent is being used as the lawful basis for processing there must
be a possibility for a data subject to withdraw that consent. WP29 notes that withdrawal of consent
could undermine types scientific research that require data that can be linked to individuals, however
the GDPR is clear that consent can be withdrawn and controllers must act upon this — there is no
exemption to this requirement for scientific research. If a controller receives a withdrawal request, it
must in principle delete the personal data straight away if it wishes to continue to use the data for the
purposes of the research.’

[F BB OERZRIRILE L TR SN D56, 7 — 2 ERBFEE 2 B4 % asett s
RG22 EZ BT ZENEETH D, F 29 FIEXMSIF, FEORMIED,
NIRRT 2 L9 T —F BT D44 TORFEHFELBR I b LNl L&
W7z, LU, GDPRZ, FIEAHEITE 260 THY , BEENLITE L TTEI L 72
TR D70 E LT FIRIC L TV D —R#E e Z O B0 FIsk LT L Tunian, &R
FRREIOERE 2T D56, TOERE T MRENOTDIZT —Z 2RIl LT v &

BDT=d DT —2 ODBRNNIELL5E., TNOIET —F EEROERIZEZAREDaL X Tk« RX—=
VEBELTRBLIENTE S LR,

3 such a possibility can be found in Article 14(1) of the current Personal Data Act of Finland (Henkildtietolaki,
523/1999)

ZDORBEMEE. T4 T ROBUTOMEAT — 2 (Henkilotietolaki, 523/1999) #5145 (1) TH 2 Z &N
T& 2,

4 see also WP29 Opinion 05/2014 on "Anonymisation Techniques" (WP216).

0529 AR S THEAHANICE T 5 R 05/2014) (WP216) % Z i,
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7.3. Data subject’s rights

73. T—HX EEROHER]

If a data processing activity is based on a data subject’s consent, this will affect that individual’s rights.
Data subjects may have the right to data portability (Article 20) when processing is based on consent.
At the same time, the right to object (Article 21) does not apply when processing is based on consent,
although the right to withdraw consent at any time may provide a similar outcome.

T —HBAT AN T — 2 EEROFRREICE S 2 B, ZAUIMENOHEFNCREST S, 7—4
FRE, BHRWBRIEICESS & T =2 R =2 VT 1 ORI (55 2052) 2#FH 9 %,
Ly LR Z R HHER] (55 21 2%) 13, RIEZ#ET 2HERIA RO RE 72630
LW b DD, BV RFEICHES & I3 sy,

Articles 16 to 20 of the GDPR indicate that (when data processing is based on consent), data subjects
have the right to erasure when consent has been withdrawn and the rights to restriction, rectification
and access.’

GDPR D% 16 57 H 5 20 5o £ Tlk, (F— X DHRWARFREICESIGE) 7 —% ER
DEESE Sz & Z DHEOHER], WNZ, IR, FTIEXTT 7 & AT HHR 2 FFo
ZEERLTND T,

8. Consent obtained under Directive 95/46/EC

8. 54 95/46/EC ITB W THAIN-FE

Controllers that currently process data on the basis of consent in compliance with national data
protection law are not automatically required to completely refresh all existing consent relations with
data subjects in preparation for the GDPR. Consent which has been obtained to date continues to be

valid in so far as it is in line with the conditions laid down in the GDPR.

ENDOT — X E#EIEIHWE - T2 RIBICHEDS X T — X O Z21T > TV A EHLE 1L, GDPR @
b L TTF— 2 FREDBEORIEBROETEERICERTLIL IR LA TND

7> In cases where certain data processing activities are restricted in accordance with Article 18, GDPR, consent of the
data subject may be needed to lift restrictions.

GDPR % 18 FRIC L7eid» T, 7 —# BAIEEAHIR SN D 7 — A TlE, 7 — % EIROREILHI R 2 7R
BIDITRDOENDZ LN D,
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It is important for controllers to review current work processes and records in detail, before 25 May
2018, to be sure existing consents meet the GDPR standard (see Recital 171 of the GDPR). In
practice, the GDPR raises the bar with regard to implementing consent mechanisms and introduces
several new requirements that require controllers to alter consent mechanisms, rather than rewriting
privacy policies alone.””
EHFIT L o TEEROIL, 201845 H 25 H £ TiZ, BEFEDMEA GDPR 0% (GDPR
ODﬁﬁjC% 171 HASR ®) AL TNWD I L2 MRT OBMEDOIEE T m X LRk EdE
WCRESTZ L Th D, FEBITIE, GDPR X, FE A D =X LOFEIZET 2 EHEL 5% k
ﬁ\ik7?4NV%-$UV*®ﬁLLkW9iD\ﬁa%ﬁ:fb%&@éi?ﬁﬁﬁ
FIRDIZNL O OFH LWEFZEALTND 7,

For example, as the GDPR requires that a controller must be able to demonstrate that valid consent
was obtained, all presumed consents of which no references are kept will automatically be below the
consent standard of the GDPR and will need to be renewed. Likewise as the GDPR requires a
“statement or a clear affirmative action”, all presumed consents that were based on a more implied
form of action by the data subject (e.g. a pre-ticked opt-in box) will also not be apt to the GDPR
standard of consent.
7z & 21X, GDPR IL, BHENADRFEEMFONIZZ L ZFEH T RITE R bRnI L
EROTND2D, ZRTEX DL ORIV TOREEN 2 [AE I B BRI GDPR DA
BRAWELZ TEL7-01C, BEHINDMLENRH D, GDPR S TP SUXIAME L REMAITR ) %
5]‘?&)’@\5 £, T—F EROREERIATA (728 213, FRNZT = v 7 B A 2RED

6 Recital 171 GDPR states: “Directive 95/46/EC should be repealed by this Regulation. Processing already under
way on the date of application of this Regulation should be brought into conformity with this Regulation within the
period of two years after which this Regulation enters into force. Where processing is based on consent pursuant to
Directive 95/46/EC, it is not necessary for the data subject to give his or her consent again if the manner in which the
consent has been given is in line with the conditions of this Regulation, so as to allow the controller to continue such
processing after the date of application of this Regulation. Commission decisions adopted and authorisations by
supervisory authorities based on Directive 95/46/EC remain in force until amended, replaced or repealed.”
GDPR HiISCH 171 X, (/57 95/46/EC (%, AHIANIC oo THEIE S B, KBRS S HICH T
55/; TN TO SRR E, ABRIDFEZDE 2 FELIZ, KA B T35 L 912 IR 1700375 6 7%
o IRV DGR 95/46/EC 12 I S A EICHET & D Th S5, € DAE &5 2 7 P AKHIRIDZ I
7é@f@7w@‘Iﬁmﬂﬁ@@Hmﬁmgﬁﬁw%@ﬁﬁwéﬁﬁff ERTESLIIZT B/
dé/b T—F FEPH O DA E B TIRIET S 2 EFZEL R0, 157 95/16/EC IZHD0 THRINE L, &
BREAGIZ Lo THEGE SN TR L DRGENL, T DKIE, B XITFEILDNR D S F TO/MIE, EDFH
B EAFFT B, ] LB LTND,
" As indicated in the introduction, the GDPR provides further clarification and specification of the requirements for
obtaining and demonstrating valid consent. Many of the new requirements build upon Opinion 15/2011 on consent.
NI L®iz) Tik7= L 512, GDPR I, ﬁ@]iﬁﬂi‘%ﬁﬁﬁ%b FENEIEAT 2 2D OB OBl &
FrEZED TS, #HrLWEAEDZ L, REICET 2 ERAE 162011 (2SN T, fEkEh T
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Furthermore, to be able to demonstrate that consent was obtained or to allow for more granular
indications of the data subject’s wishes, operations and IT systems may need revision. Also,
mechanisms for data subjects to withdraw their consent easily must be available and information about
how to withdraw consent must be provided. If existing procedures for obtaining and managing consent
do not meet the GDPR’s standards, controllers will need to obtain fresh GDPRcompliant consent.
SHIZ, AENTTIHELN TS ZEEMENTELZ &, T —Z EEROFE, AL
—va AT VAT KON TE Y MINVRLEDFRRZ FREICT 58IV TR, BEMN
VBN LR, £, T ERDREORBEZRGIHEITE D A=A L BHPTE
X oL, FEZMES 2 HEIC O TOFR G RIS 2T HITR 620, [[AEOIE
EEHICET D BAF O FHEE A GDPR DIEMEZHT- L TWWRWEEIZIT, FELE L GDPR
WS TR R RIE 2G5 BN & D,

On the other hand, as not all elements named in Articles 13 and 14 must always be present as a
condition for informed consent, the extended information obligations under the GDPR do not
necessarily oppose the continuity of consent which has been granted before the GDPR enters into force
(see page 15 above). Under Directive 95/46/EC, there was no requirement to inform data subjects of
the basis upon which the processing was being conducted.

5, 5 13 FREOH 14 RICHEFT LERORTH, SAELZ T2 ECOREDTZH D5
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If a controller finds that the consent previously obtained under the old legislation will not meet the
standard of GDPR consent, then controllers must undertake action to comply with these standards, for
example by refreshing consent in a GDPR-compliant way. Under the GDPR, it is not possible to swap
between one lawful basis and another. If a controller is unable to renew consent in a compliant way
and is also unable —as a one off situation- to make the transition to GDPR compliance by basing data
processing on a different lawful basis while ensuring that continued processing is fair and accounted
for, the processing activities must be stopped. In any event the controller needs to observe the
principles of lawful, fair and transparent processing.
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