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THE EUROPEAN DATA PROTECTION BOARD
KIN T — S RS

Having regard to Article 70(1)(e) and (l) of the Regulation 2016/679/EU of the European
Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to
the processing of personal data and on the free movement of such data, and repealing Directive
95/46/EC, (hereinafter “GDPR”),

ENT =2 DB N EBHE T2 AR AOREICE T 5, KO 207 —#D A M7 BRI B
T 5, WO, F54 95/46/EC ZFEILT 5, 2016 4 4 A 27 HOBRMES L OB FES OB
2016/679/EU, (LA FTGDPRIEV)) |, D 70 55(1)(e) S ONI) 8 A~

Having regard to the EEA Agreement and in particular to Annex XI and Protocol 37 thereof, as
amended by the Decision of the EEA joint Committee No 154/2018 of 6 July 2018?,

2018 45 7 A 6 H? EEA H[RAIZE B OWE No 154/2018 [ZXV S IES LT EEA T L, FFI2%
DREE XI KM OEEE 37 (T8 7,

Having regard to Article 12 and Article 22 of its Rules of Procedure,
ZOFHHAIDOE 12 KO 22 FRITH 7+,

Having regard to the Article 29 Working Party Guidelines for identifying a controller or processor's
lead supervisory authority, WP244 rev.01,

B TR O E BB R E T B0 D 29 FIEEMBTART AL WP 244
rev.01 (287~

Having regard to the EDPB Guidelines 07/2020 on the concepts of controller and processor in the
GDPR,
GDPR |ZRITHE FRH K OMLEEHE O A IZBI 95 EDPB AR T2 07/2020 (28 7

HAS ADOPTED THE FOLLOWING GUIDELINES
RDOFARTA L ZERIRT D

0 PREFACE
0 FFX

On 5 April 2017, the Article 29 Working Party adopted its Guidelines for identifying a controller or
processor's lead supervisory authority (WP244 rev.01)?, which were endorsed by the European
Data Protection Board (hereinafter “EDPB”) at its first Plenary meeting®. This document is a slightly
updated version of those guidelines. Any reference to the WP29 Guidelines for identifying a
controller or processor's lead supervisory authority (WP244 rev.01) should, from now on, be
interpreted as a reference to these EDPB guidelines.

2017 4 H 5 B, 5 29 SREEE ST, BHEE UIALELE O FEE BRI A FFE T 5720 DN

[

References to “Member States” made throughout this document should be understood as references to

“EEA Member States”.

ZOIEIZIBWT, UINRE &) B, TEEA IIREE | LIRS 720,

2 Available at http://ec.europa.eu/newsroom/article29/item-detail.cfm?item id=611235.
http://ec.europa.eu/newsroom/article29/item-detail.cfm?item id=611235 XY AFF],

3 See https://edpb.europa.eu/news/news/2018/endorsement-gdpr-wp29-guidelines-edpb_en.

https://edpb.europa.eu/news/news/2018/endorsement-gdpr-wp29-guidelines-edpb_en Z &,




ARTAL (WP 244 rev.01) 2 ZE4R L, MEEHTARTANIERIN T — X LR #E S 5 (LT TEDPB) &U»
NIV PIEIDAREFHZIZIB WD THEGRIIZ 3, ZOEX., YL HARTAANETOEFZEM
212D THD, BELF X TIEEH O R/ E‘H%I%Q%f%%#éf_&b@ WP29 HARZA (WP 244
rev.01)~DE KiE, 5%, 24i% EDPB HARTA L ~DE K EL TS0,

The EDPB has noticed that there was a need for further clarifications, specifically regarding the
notion of main establishment in the context of joint controllership and taking into account the
EDPB Guidelines 07/2020 on the concepts of controller and processor in the GDPR®.

EDPB %, FRICHL[FAEBLLN DRI D FTO LTI R OBERIZBIL T, £72 GDPRIZEB T HE
PR N OMLERE OBEEIZBI 9% EDPB A RT A2 07/2020 25 JEIZAILT 4, iB N7 fife
{EN U THHZ 258 L T,

The paragraph concerning this matter has been revised and updated, while the rest of the
document was left unchanged, except for editorial changes. The revision concerns, more
specifically, Section 2.1.3 on joint controllers.

ZOREIZBET 5377 77 BUGT R VR FH SN TD— 5T, fide EOEE LR\ T, 4 1F
DIEDFRODOTFITCOEFESINTND, A EIOSETIE, L BRI, 5 2.1.3 DI
[F & IR 26D THD,

1 IDENTIFYING A LEAD SUPERVISORY AUTHORITY: THE KEY CONCEPTS
1 FEEREEIONRE: FELEE

1.1 ‘Cross-border processing of personal data’

1.1 [ME AT —Z ORI ]

Identifying a lead supervisory authority is only relevant where a controller or processor is carrying
out the cross-border processing of personal data. Article 4(23) GDPR defines ‘cross-border
processing’ as either the:

FEE MBI O R E X, EHLE UTLBE DMEN T —Z OB NET > TODEGHIZO
ZBAFRT %, GDPR 2 4 2:(23)i%, BT DWW T IROWTIMNITE Y T25HDEL T
EFL TV,

- processing of personal data which takes place in the context of the activities of
establishments in more than one Member State of a controller or processor in the Union
where the controller or processor is established in more than one Member State; or the

- BB R IAEEE RO IR E TS5 5 EU SN D PR TSP
B DEE DN ENZ 5175055 DIEB D FE T TR EN T —ZDE K, Kt

- processing of personal data which takes place in the context of the activities of a single
establishment of a controller or processor in the Union but which substantially affects or
is likely to substantially affect data subjects in more than one Member State.

- EU BADEBEE KITIPEE D HE— DR DIFB) D FE TITHOA SRR TH D03,

4 See Guidelines 07/2020 on the concepts of controller and processor in the GDPR, version 2.0 adopted on
7 July 2021, paragraphs 161, 162 and 166, available at_https://edpb.europa.eu/our-work-tools/our-
documents/guidelines/guidelines-072020-concepts-controller-and-processor-gdpr_en
GDPR (Z331T 278 PR R QLS OBE I B 5 AN T A2 07/2022, /3—a2 2, 2021 -7 H 7
HERHRMR., 2XF 757 161, 162 K N 166 = M, https://edpb.europa.eu/our-work-tools/our-
documents/guidelines/guidelines-072020-concepts-controller-and-processor-gdpr_en &0 AF1],




DR E D T — 5 FARKICH U, FEE I RIE T KT FEE 70w 2% R IFE
I A BEVED B U MEN T — X DR,

This means that where an organisation has establishments in France and Romania, for example,
and the processing of personal data takes place in the context of their activities, then this will
constitute cross-border processing.

ZE, BIZIE, BN T T AN = =TS AT L TEY, AT —Z O EHR A
ZHHDOPLE DIEE OIEFE TITHON DA Uik TS R L7 Db 2 L2 Bk T 5,

Alternatively, the organisation may only carry out processing activity in the context of its
establishment in France. However, if the activity substantially affects — or is likely to substantially
affect - data subjects in France and Romania then this will also constitute crossborder processing.
HDHT, YRR T T AL BN TO AR EARIEEN Z217) rlietEb D, — ., ¥i%
BIEEN DS, 7T AN —~ =T8I DT —F ERITH L, FFEREZ RITFT . T
FEE R0 B AT PTREE DN m WG AT, 2 EBER R E72 D,

1.1.1 ‘Substantially affects’
111 [FEENREEE RIET )

The GDPR does not define ‘substantially’ or ‘affects’. The intention of the wording was to ensure
that not all processing activity, with any effect and that takes place within the context of a single
establishment, falls within the definition of ‘cross-border processing’.

GDPR &, [FEMZR I8 %2 M AT+ J2 R L TR, Ui%3UE O BIE, 1505
B LT H O OBFEN TIT 20N 5, £ TORIIFENAT S B O JOE I Y
TULFEDIED 72N IR T HIETH-T,

The most relevant ordinary English meanings of ‘substantial’ include: ‘of ample or considerable
amount or size; sizeable, fairly large’, or ‘having solid worth or value, of real significance; solid;
weighty, important’.

— RV REEIC IR IT D FE MR OB W T, AMELEBEAEOH L DITIE, IROLDIE E
D, [H37e B LIS 2R B T R ESEFFOZE, D) KB e k&, ], XX
FHEfE & UTAME SUTEF T DH 5, EBRIT B HH L, mlEZe, EARZR, EHER P,

The most relevant meaning of the verb ‘affect’ is ‘to influence’ or ‘to make a material impression
on’. The related noun -‘effect’- means, amongst other things, ‘a result’ or ‘a consequence’®. This
suggests that for data processing to affect someone it must have some form of impact on them.
Processing that does not have a substantial effect on individuals does not fall within the second
part of the definition of ‘cross-border processing’. However, it would fall within the first part of
the definition where the processing of personal data takes place in the context of the activities of
establishments in more than one Member State of a controller or processor in the Union, where
the controller or processor is established in more than one Member State.

528 M T 9 (affect) JE WO BRI DL T AL BIEDHLH DI, [ 1% MIF T 130U%
TS E 525 Chb, BT 245, [52%8E (effect) ik, £, [H#5 R (result) J
SRS (consequence) JE BT 5 6, 2Dl T — X HARODSGENNT B E K IF T T-5D
121 YA AT DN DOIER D K (impact) &b 72 b T M ENHHIEE R TD,

BT L T AR 8% RAF SO BT, TR0 — 2> B O EFRITITRE S L

5> Oxford English Dictionary.
F AT F— RN Jgh i,
6 Oxford English Dictionary.
F AT F—RNJgh e,
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11.

12.

W, — 07 B SUTEEE BEE O MR E TS 2G5 6 EU PN OE BE ST
HE OO ENZ BT LR OIFE O TITHh AN T —Z OB THIE,
DEH72T = Z BT AR N D — D> B OERITEZ Y THTH A,

Processing can be brought within the second part of the definition if there is the likelihood of a
substantial effect, not just an actual substantial effect. Note that ‘likely to’ does not mean that
there is a remote possibility of a substantial effect. The substantial effect must be more likely than
not. On the other hand, it also means that individuals do not have to be actually affected: the
likelihood of a substantial effect is sufficient to bring the processing within the definition of ‘cross-
border processing’.

BB T, EERICFEERR RN EC T, FENREEZ KT T RN SV IGE . ik
BN =D B OERITY TLEDD D, [FIREMED @MW EIE, SFERIZR D fIREED DT
MNZHLGEZERT Db D TIIRNVIEIZHEEL TR RTIRRBR 0, RER7ZR )
AUDAREMEIL, TRV ATEEMELD S m<RIT IR BN NI ZETH D, il )5 T, Zild,
AT U FEERICEEE Z T DLENRNENDZELERT 5, oF0, FEENRHED
AIREMED T AU, RO ETEER AR O DERIZE O DD 572D Th S,

The fact that a data processing operation may involve the processing of a number — even a large

number — of individuals’ personal data, in a number of Member States, does not necessarily mean

that the processing has, or is likely to have, a substantial effect. Processing that does not have a

substantial effect does not constitute cross-border processing for the purposes of the second part

of the definition, regardless of how many individuals it affects.

T —ZOBBIEE N BEZLOMBEIZBTDH, ZHD, OO TEZEDOBEAD, EAT —4

DEARNE E TS LIRS FFIT BREHIER S EE 7R 5 8% KT 3 T FE Y

IR A R ATREMEDS @ 2 e A T LB EIRL RV, 528 AT AN DEIIH DB T
FE R B KITSIROBAR N, o B OEFRD B RYEL T BB TR D720,

Supervisory Authorities will interpret ‘substantially affects’ on a case by case basis. We will take
into account the context of the processing, the type of data, the purpose of the processing and
factors such as whether the processing:

BB BT, [ E R 8% RFTJIc oW T = AT LI IR %A T, EDPB (X, Bl
W, 7 —ZOFE, Bk o B, X ORO IR ERNZE [T 5,

® causes, or is likely to cause, damage, loss or distress to individuals;
MR, EANICK L THEEF BRITEREAHOT ., Ib 7o AlgetEn
ENEID,

® has, or is likely to have, an actual effect in terms of limiting rights or denying an
opportunity;
YLD HERIDHIBR SIS DB TELVOBLRIZIBN T, EBRITE L KT,
TR % A E T FTREMEDS BV N E D7,

® affects, or is likely to affect individuals’ health, well-being or peace of mind;
E BN/ AAVANE EUNDL3E NE VR S Wadte-2 - 1y EI BN e S 4 - Ly dE 3D
AIREMEDS BV WNE D7)

® affects, or is likely to affect individuals’ financial or economic status or circumstances;
WMELEA DD, E A DaE: EOE L ITRF 7R IE IR B T, X
(TR AT T ATREMED @ A E DD,

® leaves individuals open to discrimination or unfair treatment;
WELEA NS BN 22 IR G 72 B Z ST 28T 0 E D,

® involves the analysis of the special categories of personal or other intrusive data,
particularly the personal data of children;

YELHARNDS, R DN T — 2 UXEDIINDNEH ANoTeT — & R F-E



13.

14,

15.

16.

bOBNT =2 DB TenE S0,

® causes, oris likely to cause individuals to change their behaviour in a significant way;
YRR NS B A OATENC R L T 22 b2 b 767, UTBE R (b EbTb
FRIREMED EVNE DDA,

® has unlikely, unanticipated or unwanted consequences for individuals;
YIRS AN L L DT 220 PHILZRWD, TR ELLRWFIRE B 25
TEID,

® creates embarrassment or other negative outcomes, including reputational damage; or
WMEEEAR O, JEGEH EEZ B T, YR XM OGENRFERED 2T EIN, X
[

® involves the processing of a wide range of personal data.

LREIARNDS IRF DT DN T —Z DB E T E D7,

Ultimately, the test of ‘substantial effect’ is intended to ensure that supervisory authorities are
only required to co-operate formally through the GDPR’s consistency mechanism "where a
supervisory authority intends to adopt a measure intended to produce legal effects as regards
processing operations which substantially affect a significant number of data subjects in several
Member States™.

i ame LTI, TS E BRI DT ANZ, [HEE DI F IO 2578280 7 — 5 TAKIZX L
TEBERRZEEE RIETIRREFEIZBI L, 1EHIR G IS E & R R IR L LD
ETEEEIC ), BB REBSIX GDPR O — B AN =X L% CTERICH 52D AT
SNDEVOZEZMIRTHIEAHELTNVD,

1.2 Lead supervisory authority
1.2 FEIERER

Put simply, a ‘lead supervisory authority’ is the authority with the primary responsibility for
dealing with a cross-border data processing activity, for example when a data subject makes a
complaint about the processing of his or her personal data.

fEHICE X, [EEEHBE IS, B2 IX7 — 2 FEP A SO AT —Z DB L T
BN T TG 810, BT — 2 RBIEE ~O XU AL TEELBEE AT
HD,

The lead supervisory authority will coordinate any investigation, involving other ‘concerned’
supervisory authorities.

TREWBIE, Mol BERIEBKEZ Z 0 5o, HOW LA LI T D,

Identifying the lead supervisory authority depends on determining the location of the controller’s
‘main establishment’ or ‘single establishment’ in the EU. Article 56 of the GDPR says that:
FESEREBIL, EU SNIZR T2 BRE O 7 8L I H — O O FTTE IO R E 12
HEASWTHESND, GDPR % 56 Sl IROIHITHEL TWV5,

- the supervisory authority of the main establishment or of the single establishment of the
controller or processor shall be competent to act as lead supervisory authority for the
cross-border processing carried out by that controller or processor in accordance with the
[cooperation] procedure provided in Article 60.

- BHE XNTIBEE D FTe DR KT — DR DEEHEEIT, 75 60 FRICIEDD[

7 See Recital 135 GDPR.
GDPR i 3LE 135 THZ
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18.

19.

TINFRNZTE S, EDEBE RITILPIF 12 Lo THT DA DB R ICEIL, TEE
HEBIE L THTE) T 2720 DIREHIRZ G Db DE T2,

1.3 Main establishment
1.3 E7-HILA

Article 4(16) GDPR states that ‘main establishment’ means:
GDPR % 4 5:(16)IF[ E/- LS JE IR E BT A5 HEL TW\D,

- asregards a controller with establishments in more than one Member State, the place of
its central administration in the Union, unless the decisions on the purposes and means
of the processing of personal data are taken in another establishment of the controller in
the Union and the latter establishment has the power to have such decisions
implemented, in which case the establishment having taken such decisions is to be
considered to be the main establishment;

- HEEONBEICHE G TS E LI T, EU SN OB P O 15 B BEES P O
B, 72720, AN T —Z DR D B BIR NFERDEIED EU TN DEPEE D
DL TITI, 02D, AL P E DRTEE FE T DHERE S, € DSIRIRIEE
TR T DL E B IR I D55 & FR<s

- asregards a processor with establishments in more than one Member State, the place of
its central administration in the Union, or, if the processor has no central administration
in the Union, the establishment of the processor in the Union where the main processing
activities in the context of the activities of an establishment of the processor take place to
the extent that the processor is subject to specific obligations under this Regulation;

- DB EIZ R E S OMPEEIZ L T, EU TP D ILERZ D1 & PR Y D
BT, Xid, JPHE 75 EU SN 1o B PEES P a6 72700 B 6 ALPEE 3R AN
HEOLFFNDZEFEIZNR T DHEIFANICF50 T, JAPEE DAL DIT B D1 2 C 1= ZR R
RITEN TS EU SN DILPEE DAL,

2 STEPS TO IDENTIFY THE LEAD SUPERVISORY AUTHORITY
2 FREEEBHERAAHFE T AT DAT T

2.1 Identify the ‘main establishment’ for controllers

21 EEEO[FE-HHE 0K E

In order to establish where the main establishment is, it is firstly necessary to identify the central
administration of the data controller in the EEA, if any. The approach implied in the GDPR is that
the central administration in the EU is the place where decisions about the purposes and means
of the processing of personal data are taken and this place has the power to have such decisions
implemented.

F7- DR OPFTERAfEE T H720121E, £ EEA SNIZIIT 57 —F 5 B OffcHh i B
Mz, bLHLGE . FETDIENBETHD, GDPR ITTRIRSNTWST 7 —F I3, EU I
BT DFAEE FRE P A AT — Z OB D B B R OFBEDOIE DM TONDHBATTHY
D ZOWGFNE DR EZ FEET DHERZD DENIE D TH D,

The essence of the lead authority principle in the GDPR is that the supervision of cross-border
processing should be led by only one supervisory authority in the EU. In cases where decisions
relating to different cross-border processing activities are taken within the EU central

10



20.

21.

22.

administration, there will be a single lead supervisory authority for the various data processing
activities carried out by the multinational company. However, there may be cases where an
establishment other than the place of central administration makes autonomous decisions
concerning the purposes and means of a specific processing activity. This means that there can be
situations where more than one lead authority can be identified, i.e. in cases where a
multinational company decides to have separate decision making centres, in different countries,
for different processing activities.

GDPR (235175 EREE B D JF I OARZ 1L, BEE IR W DO BEE A, EU N D — > DB 1
BC Lo TOHFEINRTIUIRERNENIED TH D, D B2 2858 D B iEE) I
B4 DIED EU BN OFAEE BE M TIThn 056 U EEAEICIVIThN DRk~
27— ARG ENCRIL . FETE BT — &7 D, — | MAEE B P O 5T LA O LR
0, HOFFEOBPIEE O B KL OFEIZEL, B ERILEZITOHRGLHA), ZNNE
LRI 2DI%, BlAIE, 5L EFERENRRLBIEE D722, RARDEITRWT, JOE
R EH A RO ZE 2R E T D56 IO BB DR E S DRI FELI D &
VWHZETHD,

It is worth recalling, that where a multinational company centralises all the decisions relating to
the purposes and means of processing activities in one of its establishments in the EEA (and that
establishment has the power to implement such decisions), only one lead supervisory authority
will be identified for the multinational.

ZIEFER N BIIEBEIO HH R OFEIZE T 52 TOWRELEEAIRN O — DO AITE
LS TWDSHE (DD UL DR TE L FE i T MR EZS OHE) | Uik S EFE R
IZES T, BFESND EREHBIL— IR ESNAZ LT, BRI T D,

In these situations, it will be essential for companies to identify precisely where the decisions on
purpose and means of processing are taken. Correct identification of the main establishment is in
the interests of controllers and processors because it provides clarity in terms of which
supervisory authority they have to deal with in respect of their various compliance duties under
the GDPR. These may include, where relevant, designating a data protection officer or consulting
for a risky processing activity that the controller cannot mitigate by reasonable means. The
relevant provisions of the GDPR are intended to make these compliance tasks manageable.
ZOIIRRUO T, AEZFEFTEHN D B B K RFEICOWTOREDTONL5 0T & i
IZRFETHIENEE LD, ET-HHLEE ELRFETHI 0T, BEH K OULEE OF|1§IC
725, 8 WTeh | FIUTKY, FHE L OMLEEFE 7S GDPR IZEDEHESF AR D HILDEE # 7225
IZBIL T, & DEEHEBI LG LT 7L BT DWW TR 2 50 b T D, ZAUTIE,
U DG T — ARES T o — ORRA XATE L G A F BT IR CE Y
AT D&% BBIEEN DOV T O W3 & £419 %, GDPR O Y RZBIEBUEIL, ZNHDFH DM
SaFRTTLIEEANEL TWDHDTHD,

The examples below illustrate this:

WOHNL, ZDOZLEZFHIAL TWDL D THD,

Example 1: A food retailer has its headquarters (i.e. its ‘place of central administration’) in
Rotterdam, Netherlands. It has establishments in various other EEA countries, which are in
contact with individuals there. All establishments make use of the same software to process
consumers’ personal data for marketing purposes. All the decisions about the purposes and
means of the processing of consumers’ personal data for marketing purposes are taken within its
Rotterdam headquarters. This means that the company’s lead supervisory authority for this cross
border processing activity is the Dutch supervisory authority.

B 1. BHORSNFTEERD, AT Oy T N NIZEORE (706, FftolHifhe B
M OS] 2L TD, [AfLEE, ZO1E7, EEA SN DRk 2 22 EI LR 2 AL TRY, 4%k

11



23.

LS TER BN L&A B> TG, R TOHLEIL, ~—7 T4 7 BT EZEDOMAT
— 2% THHT-DIZ, FLY 7 7= 7 E2RAL TS, ~—F T 07 BEIOT- DI OfF
NT —ZDOEHRND B O FBEIZET2H5DHE L, Rttoay T 2 LOARE TIT
b CD, ZOZET, YaklliEE OB IEENC B 32 Rtho EE BRI 1T, 4T % O
KB THHZ L E T D,

Example 2: A bank has its corporate headquarters in Frankfurt, and all® its banking processing
activities are organised from there, but its insurance department is located in Vienna. If the
establishment in Vienna has the power to decide on all insurance data processing activity and to
implement these decisions for the whole EEA, then as foreseen in Art 4(16) GDPR, the Austrian
supervisory authority would be the lead authority in respect of the cross border processing of
personal data for insurance purposes, and the competent German authority (i.e., the Hessen
supervisory authority) would supervise the processing of personal data for banking purposes,
wherever the clients are located.’

Bl 2. HHHATIZT T 77 VMTHEITATZAL TRY, ZDOETO 8 SFATHEO BRIEHE)IZ B
TOEMI LR ELNTVD, — T, FITORBREIIIY 4 — 1D, BETA—2 D
WAE DB TORBRT —F DEBIEENZ DOV THRIEL , 2304 EEA TN DT 0D I Y 4R E A 5
i T 2HERRA A T 285G GDPR 55 4 §:(16)°D T HLCEH I, R OPFTEHLE X RIfR72<
A — AR T ORERHER N, LREREE B D720 OfE N T — X Ol B\ M2 BE 32 3= B
BZRZE T2 ThHA), Fio, FriEDORAY O¥EEE (~y o OBEREET) 28, ST RO
DIENT —F DERNEEE T 528127259 9,

2.1.1 Criteria for identifying a controller’s main establishment in cases where it is not
the place of its central administration in the EEA

211 EEEOEZDHPAD EEA NI HFEE BRI OS5 HT Cldang4 0
FI DR R Z R E T DT D HHE

Recital 36 GDPR is useful in clarifying the main factor that shall be used to determine a controller’s
main establishment if the criterion of the central administration does not apply. This involves

& |n the context of processing personal data for banking purposes, the EDPB recognises that there are many
different purposes pursued by these processing activities. However, to simplify matters, the EDPB
addresses all of them as a single purpose. The same is true of processing done for insurance purposes.
HUTHE OO DOE N T —Z BRI OIEFEIZIS T, EDPBIL, IRIEENANER T2 H I3k~ T
HVBEZAAET HIEERIML T D, — 77, MBEZ BT 2729012, EDPBIT, MR IR E)IL 4
T—2DHMZAETLHDEL TR, R B O BHRIEENZ DWW TH R TH D,

% It should be recalled also that the GDPR provides for the possibility of local oversight in specific cases. See

Recital 127: “Each supervisory authority not acting as the lead supervisory authority should be competent
to handle local cases where the controller or processor is established in more than one Member State, but
the subject matter of the specific processing concerns only processing carried out in a single Member
State and involves only data subjects in that single Member State, for example, where the subject matter
concerns the processing of employees' personal data in the specific employment context of a Member
State.” This principle means that the supervision of HR data connected to local employment context could
fall on several supervisory authorities.
GDPRZN, K iED T — AT HBIT 2 — AN B O REMEIZ DWW THUEZL THVDHENIZEIZ DN TH
HEL CRLENR S D, B RTASR, [ EEEREOREIZHDR NS EEHEEIL, &
K FINPEZ DN FIZ R 5 L TOD, FEE DRI DPIE D, H— DI EIZF N T
EHIPERBENIEDHIZLTT S DTHY, 20, B H—DIBEICIITET —F LI DA
I B5E, B—INBRERIZOND TREIEIREH T3, VIZIL, IR DAED, 55—
[FHIZF51F B H5E DJEH R IEIZ BT BHHZ DN 7 — X DIRIZ N T 586 D ThHE5 5, JIZDIR
BIZSE RS 201%, v— V7@ HRBUCEE 32 N7 — 2 OB, EROBEEKEICERLND
AREMERHDEVDTETHD,
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24,

25.

26.

identifying where the effective and real exercise of management activities, that determine the
main decisions as to the purposes and means of processing through stable arrangements, takes
place. Recital 36 GDPR also clarifies that “the presence and use of technical means and
technologies for processing personal data or processing activities do not, in themselves, constitute
a main establishment and are therefore not determining criteria for a main establishment”.

AR E B P O S ED S TTESR WG BB BLE O TR AT E 272092
FER TR AP ONTT HITIE, GDPR RiISCH 36 THAE HThHhDH, ZHUTIE, LERIZR A
LTI D H B R ONVFERICB T 5 BRI R IH A D E T DLW E BT 2705, E4)
BN D EBRAT O T DG TR E T DN E Ed, BICHE 36 HITE, ROIIITH
HRLL T2, [ 7 =S DHAR O I IRARTH B D280 DET )72 FEK VT2 /e —dD
FEIENECNICHEI 1, EAVE KT, F72 0tk 720 D TR, Lo T, F72DHA
DFETHEAEIZ TR 5720, )

The controller itself identifies where its main establishment is and therefore which supervisory
authority is its lead authority. However, this can be challenged by the respective supervisory
authority concerned afterwards.

T—HEHE BN, FOELDHIENEZIZHDH, LT TEOBEREE N B & D 18
BB THINERET D, — 7, ZHIUTONTIE, & BRE BN TR IC BR#EEEX 5D
EBTED,

The factors below are useful for determining the location of a controller’s main establishment,
according to the terms of the GDPR, in cases where it is not the location of its central
administration in the EEA.

EHEOELW R OFTIERDS EEA TNITIIT 28 B O B O FrfE L Tlden
%5« GDPR DERNFITHE Y, B ERE O E T DWS OB a R E 57202 IRDEHR 1AM
Thb,

® Where are decisions about the purposes and means of the processing given final ‘sign
off’?
HALBZRT KGR IAAED L B D B R OVFBICB T DR E 1L, L2 TIThhdns ?
® Where are decisions about business activities that involve data processing made?
F =BG e HEFENCOWTOREL, L2 TREND)?
® Where does the power to have decisions implemented effectively lie?
R E & it 35 TR T, & 2220 2
® Where is the Director (or Directors) with overall management responsibility for the cross-
border processing located?
B HAR Y M B3 2 R 20 B A A0 Bk GG 72 D) 13, £ ZITETE
LT ?
® Where is the controller or processor registered as a company, if in a single territory?

H—HllkNIcHH5EE . A UTNFLE 1T, P CRERTENRENTWAEN?

Note that this is not an exhaustive list. Other factors may be relevant depending on the controller
or processing activity in question. If a supervisory authority has reasons to doubt that the
establishment identified by the controller is in reality the main establishment for the purposes of
the GDPR, it can — of course — require the controller to provide the additional information
necessary for it to prove where its main establishment is located.
ZAUTHEFRREAYRU AR TIF RN W) ZEITH B SN, RIEOE PR ST B IE B R 5 T,
DB FEE T D5 B 130D, B DVRE LTSRS, FEIZ GDPR O HICHBL7- &
TeHPR TH DLV ZEIZHOWTEEB NGO B A D256 BB BBIL, MR 5,
BRI BHE O FEDEPFHET 25T 25t T 572 DIZ B BINOIFE#HO
RHEZ BRI LNTED,
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27.

28.

29.

2.1.2 Groups of undertakings
212 ®EIN—T

Where processing is carried out by a group of undertakings that has its headquarters in the EEA,
the establishment of the undertaking with overall control is presumed to be the decision-making
center relating to the processing of personal data, and will therefore be considered to be the main
establishment for the group, except where decisions about the purposes and means of processing
are taken by another establishment. The parent, or operational headquarters of the group of
undertakings in the EEA, is likely to be the main establishment, because that would be the place
of its central administration.

EEA NICARE Z B RES NV —T BB EATIHGE B O BRI L BFEIZOWTO
RE PRI OHFIZ LS TREND G B & BRE  RIRNRE A R 28AMEN T —F D
BB NZE T2 BEEIRED FLE THLEHEE SV, LTe3 > THT NV —TRZED FETHHL
SRERIRENDTHAD, EEA NOARZES IV —T OF A O TEE AL, R EE P o
Gt ESNDT-D | A ME THH FREMEA E,

The reference in the definition to the place of a controller’s central administration works well for
organisations that have a centralised decision-making headquarters and branch-type structure. In
such cases, it is clear that the power to make decisions about cross-border processing, and to have
them carried out, lies within the company’s headquarters. In such cases, determining the location
of the main establishment — and therefore which supervisory authority is the lead supervisory
authority - is straightforward. However, the decision system of group of companies could be more
complex, giving independent making powers relating to cross-border processing to different
establishments. The criteria set out above should help groups of undertakings to identify their
main establishment.

ERFRIUTRIT D, EHMAITEHE OMIEEHBAOLIT THLLWDE Kk, BIER
EAR B E T DA E S M OEZ R OO G A ITITD ESE TULED, ZOLORGA .
B AR DWW TOIREZATV, 730, Uik E L F i T DMERDEEDOAIICH LT L
IO THD, ZOIRGE | EDBROFEMA R ET DL, LIedi> T, &R
BN BT EMHEBI SR S T 0 E i E T HZELIIR S Thd, — 77 BRI MBI UM L7
BRI EAEIR A BRI DO ST G- 2 27 NV — 7 OERREDKRRIT, JEMETH
HAREMEN DD, JolREN T T, T N — T BN EDI S E R ET DT ERDT
BH5H,

2.1.3 Joint controllers
2.1.3 FHEEELE

The GDPR does not specifically deal with the issue of designating a lead authority where two or
more controllers established in the EEA jointly determine the purposes and means of processing
—i.e. joint controllers. Article 26(1) and Recital 79 GDPR make it clear that in joint controllership
situations, the controllers shall in a transparent manner determine their respective
responsibilities for compliance with their obligations under the GDPR.

GDPR [, EEA NIV T U LB ERE LR L TRV @ B I R O FB AR E T D
Bt b b, LEE B 056 O FEEEBE ORI T 2B OWT, R sl
TRV, GDPR 2 26 25(1) K ONRITSCE 79 L, JL[RIE BLOIRPLUZISN T, HELE HIL. GDPR
IZHDE BHEENETNDORBEEETTHOOEREZNENORMLIZHONT, B
DHLRERETED DI ATEIZL TS,
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30.

31.

32.

33.

34.

As recalled by the EDPB in its Guidelines on the concept of controller and processor®, joint
controllers need to set “who does what” by deciding between themselves who will have to carry
out which tasks, in order to make sure that the processing complies with the applicable obligations
under the GDPR in relation to the joint processing at stake.

EDPB 23 B K OMLERE ORI T2 AR TANTB W THREL TWD LI 10, L [EE
HF T, LR DR O HAR M HOWT, HZHR O 2Y GDPR (A ST SN D38 H5 4 18
SFLTWDZEETER T D720, JENE DEBZATONE EHE R TIRET 2281280, T5
DM DI | R E T DD DD,

The compliance measures and related obligations joint controllers should consider when
determining their respective responsibilities, in addition to those specifically referred in Article
26(1) GDPR, include, amongst others, the organisation of contact with data subjects and
supervisory authorities.

HFREBENENENOELEZRE T HERCE BT NEETHE LK OEETLRGIC
GDPR % 26 SR(DIZHWTEMALRIZE LS TWDHDITINZ T, L0biT, ”‘~5135{4:&U
B BRI L ORI 2N 5 D,

It should be recalled that supervisory authorities are not bound by the terms of such arrangement,
neither on the issue of the qualification of the parties as joint controllers nor on the designated
contact point!®.

B BRI, JLFE BE LU O Y FH OBASMEO B THIL, F8E SHIEAE R 0 ORE
Thiv, EOEEDORIMFITITI RSN 2N AR L TR U0 1,

Moreover, the decision-making power of joint controllers does not comprise the determination
of the competent supervisory authority according to Articles 55 and 56 GDPR, or the ability of
these supervisory authorities to exercise their tasks and powers as described in Articles 57 and 58
GDPR.

Sz, EFEEBE OZ R EHERIZIL, GDPR % 55 SOV 56 Sl K-Sk R
BADIRGE ., &' GDPR % 57 *&U\% 58 SRITHIE SV TS Y 5% B R BA 23 DS I
OBEIRAATRE T DHERIRE IS 72wy,

The notion of main establishment is linked by virtue of the GDPR to a single controller and cannot
be extended to a joint controllership situation. This is without prejudice to the possibility for each
joint controller to have its own main establishment. In other words, the main establishment of a
controller cannot be considered as the main establishment of the joint controllers for the
processing carried out under their joint control. Therefore, joint controllers cannot designate
(among the establishments where decisions on the purposes and means of the processing are
taken) a common main establishment for both joint controllers.

357"%6%,,\ OEZIT, GDPR IZXW H—DEHE ICBETITHN TV DD THY, e[ EH D
Gl 322813 TER, ZhUE, FILFEIEEE DN EZNENOF LA FFO A EE
‘fié}?ﬁﬁ%@f“cifocb\o Sz L, — NOEHEOF-HW A%, KFEEBEOLETITHN
DEBANO LRI E FE O FE /PR E e T LT TERY, OFY | LFEEIE L, (B
D HB K OFEEDORTE D THOAAI R DO HNG) R BRE W12 THIBEO E7- A

HREETHILILTERNEVNIZETHD,

10 See Guidelines 07/2020 on the concepts of controller and processor in the GDPR, paragraphs 161, 162
and 166.
GDPR (21 & B M O ELE OISR T DU AR T A2 07/2022, /352757 161, 162 I
166 2,

11 See Guidelines 07/2020 on the concepts of controller and processor in the GDPR, paragraph 191.
GDPR (T 1F 2 BLH K UL OB IZR AR T A2 07/2022, /372757 191 B,
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35.

36.

37.

2.2 Borderline cases

22 ™=K =T DFEH

There will be borderline and complex situations where it is difficult to identify the main
establishment or to determine where decisions about data processing are taken. This might be
the case where there is cross-border processing activity and the controller is established in several
Member States, but there is no central administration in the EEA and none of the EEA
establishments are taking decisions about the processing (i.e. decisions are taken exclusively
outside of the EEA).

FT MR OFEE , T T —F BN DWW TOYIE DTG AT OB 3 A 7n | A —
B =T A OB FET Do ZAUE, B O BRRIEEN 2T TRY I DEHE
DEHONMBENICHLSZH/ L TS — 5, EEA INICHFEE BRI S FER T, £72 EEA
BN DE DHLES T —Z AR MOV TORTEELIT> TRV (T72D5, oD EEA it
TRIEIMTHONTND) EVSTBAITAELDZNB LIV,

In the case above, the company carrying out cross border processing may be keen to be regulated
by a lead authority to benefit from the one-stop-shop principle. However, the GDPR does not
provide a solution for situations like this. In these circumstances, the company should designate
the establishment that has the authority to implement decisions about the processing activity and
to take liability for the processing, including having sufficient assets, as its main establishment. If
the company does not designate a main establishment in this way, it will not be possible to
designate a lead supervisory authority. Supervisory authorities will always be able to investigate
further where this is appropriate.

EROISRGE BB EIT o TODEEIL, VAN T iay FIRANC LD B EZ 2T
L7212, FEEEREBIZXOHIHISIL D L08R T b LRV, — 77, GDPRIZZD EH72 4RI
IZOWTORRRRZHLEL TR, ZOXHZRIUITIBN T, BEIL, FDOETZHMEEL T,
BARIEENC DWW TORELZERML . + 07 EELZFRL TWDHIEE D | BV 955
EEAMERZA THIWRZFRELRTIULRD2, ZOINTEEN IS Z B E LR
WG, FEEREZIEE T 528ITTERY, EEEHEIL. HWUR5GE . WO THIBINY
IR T BT HZENTED,

The GDPR does not permit ‘forum shopping’. If a company claims to have its main establishment
in one Member State, but no effective and real exercise of management activity or decision-
making over the processing of personal data takes place there, the relevant supervisory
authorities (or ultimately EDPB*?) will decide which supervisory authority is the ‘lead’, using
objective criteria and looking at the evidence. The process of determining where the main
establishment is may require active inquiry and co-operation by the supervisory authorities.
Conclusions cannot be based solely on statements by the organisation under review. The burden
of proof ultimately falls on controllers and processors to demonstrate to the relevant supervisory
authorities where the relevant processing decisions are taken and where there is the power to
implement such decisions. Effective records of data processing activity would help both
organisations and supervisory authorities to determine the lead authority. The lead supervisory
authority, or concerned supervisory authorities, can rebut the controller’s analysis based on an
objective examination of the relevant facts, requesting further information where required.

GDPR &, [TA—T L2 avt’ 7 JEFFRL TR, HHMEIENRE D ET- DS 2R E O
—ODHFITAHLTWDEFERTL—FH T, AT —Z DB MOV T ORI FEEED
EHEIRE SULEBRENZZTITON Qe E | B9 D EERE RIS 13 CUTRKEMITIX

12 See paragraph 38 below.
WRDRZ7T7 38 B,
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38.

39.

40.

EDPB™ (%), HEIHIZR B ERME L | FIRELE BT L oo, £ ORTEHEEE T B EHRE T
%éb)ODﬁ%E%ﬁoo TR DGFTNE ZThoa Il 57 ATV, BB R

SIZXDRMAY G R S OV BRSNS D, B L DX R E/2 > TODHkNSD O

PIZIE DSOS E P ND LT, BIE T S BR W ORE D TONLTHZET THY . 7o,
%0)(3%/337\5:9%7}!@*9”51‘@&%%0%%&:01/\T\ B9~ 2 BB B B DI R L RERA 9~ 2 ek 1972
HART, FEE R OB ENICDHD, T —F O HIGE O I eikid, Mk M OV B%
BT IZE~ T, ERTEHBAZ I 28T L7 %, ERTEFER. X&iﬁe%f:%%%éﬁﬁ%
WIS GBI N e Bk L oo B4 2 S EORBIHIRE IS BEA D5
PG D2 &N TED,

In some cases, the relevant supervisory authorities will ask the controller to provide clear
evidence, in line with any EDPB guidelines, of where its main establishment is, or where decisions
about a particular data processing activity are taken. This evidence will be given due weight and
the supervisory authorities involved will co-operate to decide which one of them will take the lead
in investigations. Such cases will only be referred to the EDPB for a decision under Article 65(1)(b)
GDPR where supervisory authorities have conflicting views in terms of identifying the lead
supervisory authority. However, in most cases, the EDPB expects that the relevant supervisory
authorities will be able to agree a mutually satisfactory course of action.

BIZE- TR, BT 2 BB B DI E L (TR L azf_é%,ﬁw%wf XIXHDREEDT
~&@E&#&/ﬁb@ﬂ%m75>ﬁbhé%)ﬁ ZOUWVTC, EDPB HARTA N> T, B A7 A2
T DIOKD D, MELFEHLUI LD _HRETS I, BIEOBEEEEOIIH /1L, 50 Fh s
AT D F 8L LD BRI E 35, EEEBAZRE T 51070, BEHELD
I CRARD XN 3D 5355 D A, GDPR 26 65 5%(1)(b)IZHiEV N, EDPB :ﬁ%fﬁ%émé:&f@é
—HAFEAEDSE | BT D E R BAL D E AL R DWATEN T #HI G E TR Th dHe
EDPB [THiFFL T2,

2.3 Processor

2.3 WL

GDPR also offers the one-stop-shop system for the benefit of data processors that are subject to
GDPR and have establishments in more than one Member State.

GDPR (IF7=, GDPR D XI5 THY 7 >EBO NP ENH R ZH 57 — 2L E DT
WL, VAN T Vay T« AT DL Tnvg,

Article 4(16)(b) GDPR states that the processor’s main establishment will be the place of the
central administration of the processor in the EU or, if there is no central administration in the EU,
the establishment in the EU where the main processing (processor) activities take place.

GDPR 5 4 55(16)(b)iZ, MLERZE D F7= 20U, EU RN OALELE ORFEFEE BRI D5, X
I, EU SN ISR FE A BRASES A ﬁfbiﬁb\i}%/ﬁ\ (WP ) F L PG AT oI5 EU Ik
NOMHRTHLE, BUEL TWD,

However, according to Recital 36 GDPR, in cases involving both controller and processor, the
competent lead supervisory authority should be the lead supervisory authority for the controller.
In this situation, the supervisory authority of the processor will be a ‘supervisory authority
concerned’ and should participate in the cooperation procedure. This rule will only apply where
the controller is established in the EEA. In cases where controllers are subject to the GDPR on the
basis of Art 3(2), they will not be subject to the one-stop-shop mechanism. A processor - for
example, a large cloud-service provider - may provide services to multiple controllers located in
different Member States. In such cases, the lead supervisory authority will be the supervisory
authority that is competent to act as lead for the controller. In effect, this means a processor may
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41.

42.

have to deal with multiple supervisory authorities.

—J7, BISCE 36 HICKAUR, EBERE K OMLEEE O X5 ST 555128V T, AriEo 3
BB HERIIT., BEE O EEERREE 2D, ZOMRPLUITISN T, LB OB E LRI I I BIREE
BEREIE720 B DO FRTSBINT 5, 20—k, BERE D EEA BNICHLE 2 H 2554
IZD R SIS, BHE R, 3 S(2)ICH-S% GDPR DI A2 T A4, BHE ITITT v
Aby T ay T A = XL A SN0, BT, KRB TUR - —e 282 {hF o7
LR T BB ENCTE T 2O E A 1T L — e A% 42T 2 b Liven, 2
Ot FREENT, BHE Lo TEELTTEN T 5720 DIRESHEIR D2 BB BRI & 72
Do BT DI, ZOZ LT, WEE D ER O BB SIS LR T IERBRnZERnHNH%5 T
LEERT D,

3 OTHER RELEVANT ISSUES
3 fthooBaE A

3.1 The role of the ‘supervisory authority concerned’
3.1 [RILREE B D1

GDPR Article 4(22) says that the:
GDPR % 4 £5(22)1%, IRDINTHHEL T,

‘supervisory authority concerned’” means a supervisory authority which is concerned by the
processing of personal data because: (a) the controller or processor is established on the
territory of the Member State of that supervisory authority; (b) data subjects residing in the
Member State of that supervisory authority are substantially affected or likely to be
substantially affected by the processing; or (c) a complaint has been lodged with that
supervisory authority.

BB REBT 12, IRDNT I DFRIZLD, AN T —ZDEARNIZ IR T D EE
RG220 D, (a) BEEE KITILBEE 73, 24 i B R B D I [F D e N I - HL i 2 L T
VD, (b) 24 BRI DR T8 7 —F TR, KRN LD, EERIR
FBEE NS D K NFFEF VR EEA 52175 AT REVEDS E v KT (c) 2 % B BRI % L
BRI THA TS,

The concept of a concerned supervisory authority is meant to ensure that the ‘lead authority’
model does not prevent other supervisory authorities having a say in how a matter is dealt with
when, for example, individuals residing outside the lead authority’s jurisdiction are substantially
affected by a data processing activity. In terms of factor (a) above, the same considerations as for
identifying a lead authority apply. Note that in (b) the data subject must merely reside in the
Member State in question; they do not have to be a citizen of that state. It will generally be easy
in (c) to determine - as a matter of fact - whether a particular supervisory authority has received
a complaint.

FAMR BB RSB OB T, Bl E. 7 —Z OBk TEE) 2 3 B B B O B i s M B EL T
WD AT L CRERIZR R E RAE B, [ FEEEHEE 7 1 ckh, BIERE DX IZHR
WD ONW T OB BN E A FFOZE 2T O WIOMIR T 522 BEXIL
T, ERRoHEm (@ICBIL T, EBEEEBOREIZI1T 256 LRIk B 8 310 36 H
SND, FHUTHOWTIE, 7= ERITEZMBENREL THDIEDHRDHNDEN)
ZEIZRESNI, TbE, T2 ERIE MM E O T RMEZ S TW LM EITRNWE
WHZETHD, FH(NIDOWTIE, FEERFIEEL T, FrE ORI B4 2 L T\ o
EIDINTOWTHIWT 2281 E—RANCE S Th D,
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43.

44,

45,

46.

Article 56, paragraphs (2) and (5) GDPR provide for a concerned supervisory authority to take a
role in dealing with a case without being the lead supervisory authority. When a lead supervisory
authority decides not to handle a case, the concerned supervisory authority that informed the
lead shall handle it. This is in accordance with the procedures in Article 61 (Mutual assistance) and
Article 62 (Joint operations of supervisory authorities) GDPR. This might be the case where a
marketing company with its main establishment in Paris launches a product that only affects data
subjects residing in Portugal. In such a case the French and Portuguese supervisory authorities
might agree that it is appropriate for the Portuguese supervisory authority to take the lead in
dealing with the matter. Supervisory authorities may request that controllers provide input in
terms of clarifying their corporate arrangements. Given that the processing activity has a purely
local effect - i.e. on individuals in Portugal - the French and Portuguese supervisory authorities
have the discretion to decide which supervisory authority should deal with the matter - in
accordance with Recital 127 GDPR.

GDPR % 56 £2(2) X UN5)I3, BIFRESE WSS ERVEHEBIICRE 2 T2 2L B2 Ik o1&
T2 HIGEIZOWTHIEL T\ D, EEEEEN R BV DRN LR ETDHE .
TR BBk L il a2 U7 BAGREE B RE 3 2 O R A Bdld 21270 D, ZAUIE, GDPR & 61
gk (3L8)) KOV 62k (BEEMBEBADIL[RINEZE) ICHUE SN TRt > TIT LD, 2,
NN ETDW R O~ —T T A TAREED RV AR ET DT —F FARITH L TO A
L KT T TSI CHT SBT3 LR, ZOJH75E 77 AR ORIV
NV D EEREERIE . ARV R L ORGSR S B L COY A ISR LT 50 N Y) ThH L
BETLHBLARW, BEEMEGIX, B OO EZAONIT D7D, BEHEGITHL
TEMORMEZBIR LD, BHRIEEN DM — DN~ B D, TRDLARNVN L
[CEETHEANCK L TOAREEE KFET O THIUL, 77 AR ORIV OBEE RSB,
GDPR HI3CE 127 HHIZHEW, W T N OB R LT 20 2R E T o8 @2 AT
Do

The GDPR requires lead and concerned supervisory authorities to co-operate, with due respect
for each other’s views, to ensure a matter is investigated and resolved to each authority’s
satisfaction - and with an effective remedy for data subjects. Supervisory authorities should
endeavor to reach a mutually acceptable course of action. The formal consistency mechanism
should only be invoked where co-operation does not reach a mutually acceptable outcome.
GDPR /3, FEEEREEA M O PEMREEEBRERII T L BB R DWW STE TR A S L, iR
RENDIOFER T L VD RRZHEUNIEE T HZLIZOWT, e, 7 —FEERIZEST
BHRBIZRRBEFE ZATHOZEIZDOWT, 1T 289 RO TS, BEEREBIDIL, FH AT AZUATHE
RATE T EHIBET HL0B N LT T e breny, IERXZe—BVEAD =X NE, W71 K0HA
AT NNURTREZR G R EIE LW A IZBRY . 8 ET5,

The mutual acceptance of decisions can apply to substantive conclusions, but also to the course

of action decided upon, including enforcement activity (e.g. full investigation or an investigation

with limited scope). It can also apply to a decision not to handle a case in accordance with GDPR,

for example because of a formal policy of prioritisation, or because there are other concerned

authorities as described above.

FERIZZ ANUDI I E T, FEE MRS RIT L. EoBUTIEE) (B 21X, S8R & 3%

PRSI EFH O D) 25 Lo ATEN S OWREITK LEH LY 5, M2 T, Bl 2 IXE S NENL

(BT 2 ERRBOR DD . ATHNR O LMD BILREE RS FET DLW NG
GDPR [ ZHEWEIF A T D72 N EWOPEIZHE H LY D,

The development of consensus and good will between supervisory authorities is essential to the
success of the GDPR’s cooperation and consistency procesures.

GDPR |ZHB1F 51 /) e O — B D Bt O NI, BEEEM Oa ARG AR EES
ZEPARAI R TH D,
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47.

48.

3.2 Local processing
3.2 B LR

Local data processing activity does not fall within the GDPR’s cooperation and consistency
provisions. Supervisory authorities will respect each other’s competence to deal with local data
processing activity on a local basis. Processing carried out by public authorities will always be dealt
with on a ‘local’ basis, too.

H—H VIR T — 2 ARIEENT . GDPR D /) M O — BPEDBUE DR LTI B72\0, BB B
BAGITAWVDOIRBHERZEEL , o— V7 — X RIE B 2 B X — 2 TH Y 55, A1
BB Lo TIT LN AW G | I B )N — 2D BN E L TRHALE LD,

3.3 Companies not established within the EEA
3.3 EEASANICHLAE 2 A S7eU i3

The GDPR’s cooperation and consistency mechanisms only apply to controllers with an
establishment, or establishments, within the EEA. If a company does not have an establishment
in the EEA, the mere presence of a representative in a Member State does not trigger the one-
stop-shop principle. This means that controllers without any establishment in the EEA must deal
with local supervisory authorities in every Member State they are active in, through their local
representative.

GDPR D1 /1 e OV — B PEAT = X AE, EEA NI — D UTE B OR S 2 H T HEHE TR
TOREMEND, D EEA HNITHLE 2 A S72Wa IR E O —DIRBEADNDTE
T, VAN T v ay T O RN A S0, ZOZ 8, EEA INICHLR AR ST
B IX, AOHEIL CWOAE IR EICIBW T, BB AZE U T, BLHO BB L 00
BOLRT TR BR2N L2 BIRT 5,

For the European Data Protection Board
The Chair

(Andrea Jelinek)

20



ANNEX - QUESTIONS TO GUIDE THE IDENTIFICATION OF THE LEAD

SUPERVISORY AUTHORITY

Aok - EEERRBE O R e HE R

Is the controller or processor carrying out the cross-border processing of
personal data?

B SUTIHFE VTN T —Z OB AR N T > TODH0 2

Yes, if:
ROGE | 7445 T D,

The controller or processor is established in more than one Member State and

B TS OB EN IS A/ L TEHBY, 22

The processing of personal data takes place in the context of the activities of
establishments in more than one Member State.

TENT —Z DR DMEE O ENZ BT 2L OTEE O TIThh o556,

In this case, go to section 2.
ZOh ., B a2y,

Yes,

KD

if:

Be. 5,

The processing of personal data takes place in the context of the activities of a controller
or processor’s single establishment in the EEA, but:

EN T — 2 D EAR N DSEEAIR N O BEE SUTALEEHE O B — DHLE DIF B O T
Thihvd, —71.

Substantially affects or is likely to substantially affect individuals in more than one
Member State.

BEOINEE E OE NI L BE AR 8% KT SUTFEE R 82 JE 4]

REMEDS R WG

In this case, the lead authority is the authority for the controller or processor’s single
establishment in a single Member State. This is - by logic - the controller or processor’s main
establishment because it is its only establishment.

ZOWA . FEHEEHEIL. B0 EICHHEBRE UTLIEE O H— DL R OB
PBAL7 D, B BRE XATALIRE O F T2 28T Z O — DRLE THHZ LD, ZOZEIE,
FRERAYIC, BB SUTERE O DL A L7 D,

How to identify the ‘lead supervisory authority’

[ BB B D R e 51k

In a case involving only a controller:

EHA DL DR DHE

Identify the controller’s place of central administration in the EEA,

EEA SN O LA OR R E B OB AT K5 E 975,

. The supervisory authority of the country where the place of central administration is located

is the controller’s lead authority.

MFEAE B M DG ET T3 2 E ORTE MR, B P O LRI L7025,
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However:
gji‘\

iii. If decisions on the purposes and means of the processing are taken in another establishment

in the EEA, and that establishment has the power to implement those decisions, then the
lead authority is the one located in the country where this establishment is.

o B R O FEBACB T DIRED EEA SN DORIOPLTTITOIL, 230, Mkl
INZNHDRE AR EMT HMERE AL TWDEGE . BB S M S D e 4 51
DEEREEI L7125,

In a case involving a controller and a processor:

BEE K OMLBRE 23R D56

Check if the controller is established in the EEA and subject to the one-stop-shop system. If
S0,

EELEN EEA HNIZHLEEZ AL TEBY, v, VAN T vay 7« VAT ADXIR THDH
MEINEETRT Dy T AN T Yay T« AT DORIR THHSE

. ldentify the lead supervisory authority of the controller. This authority will also be the lead

supervisory authority for the processor.
EHEOFEEHRELRE T 5, Y% BRI, B O TREHEE L L ThERET
50

. The (non-lead) supervisory authority competent for the processor will be a ‘concerned

authority’- see section 3 below.
RUPRFE oo LIRS HE SR A A3 2 (BB B T v BB BT . BAMREE BRI L7022,
LIFo®rvar 3 5,

In a case involving only a processor:
WP DR PR T D55
Identify the processor’s place of central administration in the EEA;

EEA JPN O AVERE O BEER P DB AT s i 475,

. If the processor has no central administration in the EEA, identify the establishment in the

EEA where the main processing activities of the processor take place
JLBRAE S EEA RN IZHEFE S LR P 25 7o/ WG A MBS O £ B2 BURIEEN M This
EEA N DHL R A RF TE %,

In a case involving joint controllers:

L[EE A DR T D55

Check if the joint controllers are established in the EEA.
LFEIE B DS EEA BINICHL R 2B T2 E00 % it T 5,

. Identify the place of central administration in the EEA for each joint controller respectively

(where applicable);
%ﬁﬁ%fi%%ﬂ%hc:/)b \“C\ EEA i&ﬁ@%?ﬁ%fﬁ%ﬂﬁﬁ@%@f%*ﬁﬁ?ﬁ—é (%Z%#ZD

58

. The supervisory authority of the country where the place of central administration is located

is the lead supervisory authority of the respective joint controller.
HEAEE B P OB T ST E T 2 E O BB RN 22 ook A48 B oD 3= BB R B
L7022,

Are there any ‘concerned supervisory authorities’?

[BEpR R E B ITAFE T o7 2
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An authority is a ‘concerned authority’:
EFE)FH%B@ 3. ROGETEIREE R IL 72D,
When the controller or processor has an establishment on its territory, or:

B ELE TAEE | 2 OFEEHURNIHLEZ AL TWAIEE X,

When data subjects on its territory are substantially affected or likely to be substantially

affected by the processing, or:

E&#&b V3, DEFEMBIN O T —F RIS L, FENREEE L KIE T UTEEW
TREE L RIE T AT REME Y Em WS XU,

When a complaint is received by a particular supervisory authority.

FrE OREEBAICID, BREEH LT EEN TV D5 E,
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