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The European Data Protection Board

BRIN T — RIS,

Having regard to Article 70 (1) (e) of the Regulation 2016/679/EU of the European Parliament and of the
Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal
data and on the free movement of such data, and repealing Directive 95/46/EC, (hereinafter “GDPR”),
EANT — & O & BET 5 BRANOREICET S, KO, 207 —F% O HHRBIRIZEET
L. WNT, $E595/46/ECZ B 1L 2 BN s M OB 2 0020164F4 A 27 H D #LHI(EV)2016/679

(LLF TGDPR) &\ 9) DEHET0Z(1)(e) T,

Having regard to the EEA Agreement and in particular to Annex XI and Protocol 37 thereof, as amended
by the Decision of the EEA joint Committee No 154/2018 of 6 July 20182,

20184E7 H 6 H MEEAIL[RIZE B2 DR ENo 154/201812 L V) e IE X L 7-EEAR EL.

Rl DOMEH

XU O 78 37128 7

Having regard to Article 12 and Article 22 of its Rules of Procedure,
Z DO FHe R D125 K U225 128

HAS ADOPTED THE FOLLOWING GUIDELINES
UTDHA RTA v 2BIRT D,

1 INTRODUCTION
XU HIZ

1.

Symbol of the 20th century economy, the automobile is one of the mass consumer products
that has impacted society as a whole. Commonly associated with the notion of freedom,
cars are often considered as more than just a means of transportation. Indeed, they
represent a private area in which people can enjoy a form of autonomy of decision, without
encountering any external interferences. Today, as connected vehicles move into the
mainstream, such a vision no longer corresponds to the reality. In-vehicle connectivity is
rapidly expanding from luxury models and premium brands to high-volume midmarket
models, and vehicles are becoming massive data hubs. Not only vehicles, but drivers and
passengers are also becoming more and more connected. As a matter of fact, many models
launched over the past few years on the market integrate sensors and connected on-board
equipment, which may collect and record, among other things, the engine performance,
the driving habits, the locations visited, and potentially even the driver’s eye movements,
his or her pulse, or biometric data for the purpose of uniquely identifying a natural person?.
20HALDRRFEOGE TH D HENHIL, S BRICRKE 8L RIFE L2 KEmIT
HEMO—>Ths, HEIHEIZ, —MWICTAEH WO EF/HOT o, B il
EFEULEOLDOTHD L RBRENDIGENZ, FEEABEIL, A2 23, S
BOTHICELENDHZ L, BOMOHOAREEEZTEDL T T A N— FpZe
a2l b, S8, a7 7y RE=ZANRERIZRDICON, ZDOXH7%k
AA=VITBEIZESDRNBDE > TWD, aARXT T 0 BT ¢ BEEUH S &k

1 References to “Member States” made throughout this document should be understood as references to “EEA
Member States”.

RKITA RTAAZBNT, DIRE] v ERHIL, TEEAMBEE] SR I7-u,
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ETNARTVIT AT T ROBENLEROFFEET L~ BEITIERK L TEY
HENERRT —Z T2 20D, £, HEORR BT, EinH L [FREE
HLETEITERMELZE LTS, EEOL A, BEHERICHBICRASNTZS
S OEFETIVCIL, B — R SN EHES DS AR TR TEY, Floxr v
Y OMRE, EEEE, FIMEOEMAINE L, EkT 5 Z LR TE DI, BED
IZIREERE OIRERDEY X | IR UTBARANE —BIZHBT 5 Z L2 HI & 54K
T XZIWEL, BT A2 LENTEL LI 127> TWNAH2,

2. Such data processing is taking place in a complex ecosystem, which is not limited to the

traditional players of the automotive industry, but is also shaped by the emergence of new
players belonging to the digital economy. These new players may offer infotainment
services such as online music, road condition and traffic information, or provide driving
assistance systems and services, such as autopilot software, vehicle condition updates,
usage-based insurance or dynamic mapping. Moreover, since vehicles are connected via
electronic  communication networks, road infrastructure managers  and
telecommunications operators involved in this process also play an important role with
respect to the potential processing operations applied to the drivers’ and passengers’
personal data.
FOLEI T —H ORI e a v 2T AOF TR TEY, Y%z ay
AT MIABEEROWROBIF LT TIERL . TUVFAREFICRET D57 /0S
MELMAAESN TN D, ZNEDOFHERBME L, A T4 Ia—Vy 7,
BRI, ZREERREDA T T4 A b (infotainment) « —E X %242
T 56 bbE, A— XA ry NV T U =T HIpRERIEHR T — B A
FIFAR—=2ABIORER, XIEXA T I v I~y PR EOEIEIIR T AT AR O —E
2T 556055, IHIC, HWBAEFBERY N —27 &2 LTHERIN
TWBT2, YRR E T2 EKA 7 7 OBEHE R OEREEHES L, &
A K ONFASRE OMEANT —Z DN TITOI D Z &7 D Bl ERs | C e L C B2
IetE 2 BT,

3. In addition, connected vehicles are generating increasing amounts of data, most of which
can be considered personal data since they will relate to drivers or passengers. Even if the
data collected by a connected car are not directly linked to a name, but to technical aspects
and features of the vehicle, it will concern the driver or the passengers of the car. As an
illustration, data relating to the driving style or the distance covered, data relating to the
wear and tear on vehicle parts, location data or data collected by cameras may concern
driver behaviour as well as information about other people who could be inside or data
subjects that pass by. Such technical data are produced by a natural person, and permit
his/her direct or indirect identification, by the data controller or by another person. The
vehicle can be considered as a terminal that can be used by different users. Therefore, as
for a personal computer, this potential plurality of users does not affect the personal nature
of the data.

M T, axT7Ty RE=IANLAERINDGT =X O&IFE AT TEBY, Z0
KPTEEE LFREICEET 2O TH LD, AT —X LR TZENT
&%, AXI Ty RE—=J VX VIESN DT —# 2 RACEMA S ET, Hljo
TR PRI OMT T TV A EE T Y. M%7 — X 1L O XX [F
FILAbDLI b LBz NS, —fFlE LT, @EIZA X AV IETHEEHCET 5T
— & BSOS 27 =% (BT —F UIHAZICLVIESN DT

2 Infographic “Data and the connected car” by the Future of Privacy Forum; https://fpf.org/wp-
content/uploads/2017/06/2017 _0627-FPF-Connected-Car-Infographic-Version-1.0.pdf
Future of Privacy ForumlC KB4 > 7+ 7T 7 4w [F—X L axs 7 v RJ—] | https://fpf.org/wp-

content/uploads/2017/06/2017 0627-FPF-Connected-Car-Infographic-Version-1.0.pdf
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— 4 SR OB T 55 b bAUE. EWPIC 5 ATHENED B B D A« i
YT OF— 5 EROERETTHEbb 5., =0 L5 REHT— 4 EEKA
BB G I, T F EIE UL T OMOFE A S A A B AR
WAITHNCT 5, L, SHea—F— BRI TE UK E 27t 2 L8 TX B,
LIziioT, A=Y Frarba—s OmE Lk, —0 k5 IcHRo2—F—ic
R S5 ATHERER B> C b 7 — & O APEHR A DL,

In 2016, the Fédération Internationale de I’Automobile (FIA) ran a campaign across Europe
called “My Car My Data” to get a sentiment on what Europeans think about connected cars3.
While it showed the high interest of drivers for connectivity, it also highlighted the vigilance
that must be exercised with regard to the use of the data produced by vehicles as well as
the importance of complying with personal data protection legislation. Thus, the challenge
is, for each stakeholder, to incorporate the “protection of personal data” dimension from
the product design phase, and to ensure that car users enjoy transparency and control in
relation to their data in accordance with recital 78 GDPR. Such an approach helps to
strengthen user confidence, and thus the long-term development of those technologies.
EIBE A B HLER (FIA) 1320164F, =127 7 v FE—27 W L TR O A % 25K
DGR RD T2 A H— - =47 —4% (My Car My Data) | ELFFIN D
T o R—= NI CRER L3, FoOMEIX, EEEEN XTI T 40 BT 4 HRe
WCEWBLEAET A Z 2R d — . HlIZL VARSI ND T —F 2D CHEER
SHERLRTNTRGRWZ & AT —Z REED 25T 5 HEME 2 7R
TLHHLDTHoT, o T, WO S EAANT —& O] FEREA A
AT, BHEVHE O HIF 2NGDPRAT B 78HIZIEV A O T — X ICHT 2 &AM & £
DEBEESZTEDLXIMRT DI EREAT I RN =L > TORETH S,
ZOROIBRTTa—Fik EHFOGEHEELED, O TI IO OO R
3RO ERT D LR D,

1.1 Related works
RE3HL 0D HGHE A

5.

111

Connected vehicles have become a substantial subject for regulators over the last decade,
with a major increase in the last couple of years. Various works have thus been published
at the national and international levels concerning the security and privacy of connected
vehicles. Those regulations and initiatives aim at complementing the existing data
protection and privacy frameworks with sector specific rules or providing guidance to
professionals.

aAXT Ty FE—=27 VT Z D10FEM THHILRICE > THERT —< &> TE
0. FCZOEE, TOMEMMBPEZFLY, LIeBoT, X7 Ty RE—J LORE
EHROT T AN =TT 2 EN R OERE L~V O ZERIR B 3 A ST
Do INHLOHEIROA =TT 4 7ORLWE, T—XRERDRT T A N —|Z
B3 % BEAF O P A & Y43 pE M A OBLHI CHiized 5 Z & XUFHMFRIC T
fatamdZLitdh b,

European-level and international initiatives
RN LSV DA =TT 4 7T ROEBERIA =T 7 47
6.

Since 31 March 2018, a 112-based eCall in-vehicle system is mandatory on all new types of
M1 and N1 vehicles (passenger cars and light duty vehicles)* °. In 2006, the Article 29
Working Party had already adopted a working document on data protection and privacy
implications in eCall initiative®. In addition, as previously discussed ¢, the Article 29 Working

3 Campaign “My Car My Data”; http://www.mycarmydata.eu/.
(AT — AT —H] ¥y ~2—>_ http://www.mycarmydata.eu/.
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Party also adopted an opinion in October 2017 regarding the processing of personal data in
the context of Cooperative Intelligent Transport Systems (C-ITS).

201843 H 31 H LA, 112%eCall (BAGuEHE) Hflis 27 LA EMILUNL CRITE K
O/NE) O EIIZHE#T 2 2 L RERBHT TV D45, FE295%EES
1320064 ZeCallf =3 T 7 4 T DT —Z RN O T T A N — DB T H1F
ENFEZBITHIRL TV 58, S 61T, FHOOFRMEEMBSIT. ADRO L 51X HFHH
A A Y AT A (CITS) IZBE T AT —Z OBMBNCET 2 ER A
2017410 H IZERIR L TV 5,

KAGRETE : CITSICB T D 229K/ MERIBEE RICHOVWTIE, kD) ~T7 77
736 TCEMDHY,

7. InJanuary 2017, the European Union Agency for Network and Information Security (ENISA)

published a study focused on cyber security and resilience of smart cars listing the sensitive
assets as well as the corresponding threats, risks, mitigation factors and possible security
measures to implement’. In September 2017, the International Conference of Data
Protection and Privacy Commissioners (ICDPPC) adopted a resolution on connected
vehicles®. Finally, in April 2018, the International Working Group on Data Protection in
Telecommunications (IWGDPT), also adopted a working paper on connected vehicles®.
RN ARy b U —27 < it U7 (BB (ENISA) ZIA~— I —DV A =&
Fa 7 LmEIEICES A H T EDOR R EZ2017F1H 1L L, £OHTE
YUT AT IREREL TISKIST DR, Y A7 BEEOR, KON A RTREZR AR
HEEAZFGELTWD, T—HRETSTA N — - alvva ) —EHESE
(ICDPPC) 1, =7 T v FE—27 /MBI 2R A 201749 H IZERIR L TV 55,
BB DD, HRBESEICRBIT 527 — 2 REICHT 2ERY —F v 7 7 —T
(IWGDPT) &, a7 7 v RE—=Z7 VT LU —F o 7 _—/X—%20184E4 H IZ
B LT 58,

4 The interoperable EU-wide eCall; https://ec.europa.eu/transport/themes/its/road/action plan/ecall _en.

TEULIiZ K S5 FH AIEH rfE 7z eCall, https://ec.europa.eu/transport/themes/its/road/action plan/ecall en.
5> Decision No 585/2014/EU of the European Parliament and of the Council of 15 May 2014 on the deployment of
the interoperable EU-wide eCall service Text with EEA relevance; https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32014D0585.

TEUAIk I K S AH ALE ] FTBE 7R eCall ¥ — B A DR (2 B9~ 5 20144F5 A 15 H O GES M OB E S O E
No 585/2014/EU| (EEABH#4:3C) . https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32014D0585.

6 Working document on data protection and privacy implications in eCall initiative;
http://ec.europa.eu/justice/article-29/documentation/opinion-recommendation/files/2006/wp125 en.pdf.

leCallf =TT 4 TICBITF LT —FREROEDT T A N — OB T HIEECE] .
http://ec.europa.eu/justice/article-29/documentation/opinion-recommendation/files/2006/wp125_en.pdf.

7 Cyber security and resilience of smart cars; https://www.enisa.europa.eu/publications/cyber-security-and-
resilience-of-smart-cars.

[(ZA<— KT —DV A N—FX 2T ¢ LEREIME] | https://www.enisa.europa.eu/publications/cyber-
security-and- resilience-of-smart-cars.

8 Resolution on data protection in automated and connected vehicles;
https://edps.europa.eu/sites/edp/files/publication/resolution-on-data-protection-in-automated-and- connected-
vehicles en 1.pdf.

[HENEREN Va7 Ty RE—27 L OF — 2 {5H# BT D) .
https://edps.europa.eu/sites/edp/files/publication/resolution-on-data-protection-in-automated-and- connected-
vehicles_en_1.pdf.

9 Working paper on connected vehicles; https://www.datenschutz-berlin.de/infothek-und-
service/veroeffentlichungen/working-paper/.

(ax77y RE—7 NVIZET AT —F% 0 7 ~_—,3—] | https://www.datenschutz-berlin.de/infothek-und-
service/veroeffentlichungen/working-paper/.
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1.1.2 National initiatives of European Data Protection Board (EDPB) members

KRN T — {5 (EDPB) AL NN—DENA =TT 47
8.

In January 2016, the Conference of the German Federal and State Data Protection
Authorities and the German Association of the Automotive Industry (VDA) published a
common declaration on the principles of data protection in connected and not-connected
vehicles®. In August 2017, the UK Centre for Connected and Autonomous Vehicles (CCAV)
released a guide stating principles of cyber security for connected and automated vehicles
in order to raise awareness on the matter within the automotive sector!. In October 2017,
the French data protection authority, the Commission Nationale de I'Informatique et des
Libertés (CNIL), released a compliance package for connected cars in order to provide
assistance to stakeholders on how to integrate data protection by design and by default,
enabling data subjects to have effective control over their data®2.
RA @R - M7 — 2 REEEEZES (T2 RESH) & MY HBETLES
(VDA) [320164F1H, 2277 v RE—Z WV EIaxs Ty RE—=I VDT —H
TR FHNCREAT 2 EFES 2 R/R LY, KEOax7 7T v N« HEh#EiRHEE o~
— (CCAV) (32017481, =RV T v RE—7 VRO HBNEIREO Y A N—t % =
U7 L., HEVHEZERORMEEMAZMWET 5720, UZEAIZ R LIcFol 2%
ITLEY, 770207 — 2 REKBETHLIHFRQE L ARICET 2 EREZES
(CNIL) 1$20174F10H . 7 — X EERBACOT — X IZkT 2R 72 E B A2 25 T
ELHED, T—ERENSAATIA U ROT —Z RN T 7 4V N EHBAND T
BIZOWT, AT =V RN —%2 X /T HZEEHHNE LT, ax7 Ty RE—7
BT DTNy r— D R R LT,

1.2 Applicable law
A

9.

The relevant EU legal framework is the GDPR. It applies in any case where data processing
in the context of connected vehicles involves processing personal data of individuals.
B3 D EUDTERIMEMZAZGDPRTH D, 247 T v RE—Z /LIZEMR L TITbh
L7 =2 DB NMENT —Z DR RAE 2 —E D54 I GDPR2ME ] & U
D

10. Additionally to the GDPR, directive 2002/58/EC as revised by 2009/136/EC (hereinafter -

“ePrivacy directive”),sets a specific standard for all actors that wish to store or access
information stored in the terminal equipment of a subscriber or user in the European
Economic Area (EEA).

GDPRIZ/N A, 2009/136/ECIZ & V) 24T &L 7-#5452002/58/EC (LAF e T A /N1 —
B ) 1. BRNEREEE (EEA) WIZFTET HMAE T2 —F— DuREEERIC

10 Data protection aspects of using connected and non-connected vehicles;
https://www.lda.bayern.de/media/dsk_joint_statement_vda.pdf.

lax 77y RE—=Z)VKOFEaxs 7y RE—=T7 )VOERICHES 7 — 2 Ri#EMmE) |
https://www.lda.bayern.de/media/dsk joint statement vda.pdf.
1 principles of cyber security for connected and automated vehicles;
https://www.gov.uk/government/publications/principles-of-cyber-security-for-connected-and-automated-

vehicles.
2277y RE—Z7 )VE O HBEIREOY A N—t X2 U7 ¢ J7H]) |
https://www.gov.uk/government/publications/principles-of-cyber-security-for-connected-and-automated-

vehicles.
12 compliance package for a responsible use of data in connected cars; https://www.cnil.fr/en/connected-
vehicles-compliance-package-responsible-use-data.

(a7 7y RI—ICBIT L7 =2 DBELEHDEHOTZDDHEF Ny r— ) |

https://www.cnil.fr/en/connected- vehicles-compliance-package-responsible-use-data.
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11.

12.

13.

14

BHERTE LWV DU RERICRFEINEERIIT 7R LEVWEEXD D
HWAITAEEREINRIEEDEEEZHAEL T3,

Indeed, if most of the ePrivacy directive provisions (art. 6, art. 9, etc.) only apply to providers
of publicly available electronic communication services and providers of public
communication networks, art. 5(3) ePrivacy directive is a general provision. It does not only
apply to electronic communication services but also to every entity, private or public, that
places on or reads information from a terminal equipment without regard to the nature of
the data being stored or accessed.

FEER, eI TANTV—TOREDL S (Bi6sc. HIRRE) NRRITHI AHREZR
BFBEY—E2DTu N X =R OARBERY NT—7 DT a " XL —IZDH
HWHIND LTI, e TA NV = RESRE)NLI—MBETH D, RHEEIL,

BEET—EADOLRLRLT, RIEXIET 7 8AINDT — % OMEEIZEFR <,

S A IH R 2 TR 0 D XTI RS 0 DR 2 5D H 6P 5 FRIZ, '’
DA E/N S E XN AVEV/EY sX0c NS 3 E R ¥ I

Regarding the notion of “terminal equipment”, the definition is given by directive
2008/63/CE®. Art. 1 (a) defines the terminal equipment as an “equipment directly or
indirectly connected to the interface of a public telecommunications network to send,
process or receive information; in either case (direct or indirect), the connection may be
made by wire, optical fibre or electromagnetically; a connection is indirect if equipment is
placed between the terminal and the interface of the network; (b) satellite earth station
equipment”.

[ RHEA &0 D BEEITFE472008/63/CEIC L W /SN TV DB, RS H1E
(@)i%. MRS 2 [FREXE L, R, XKIZZI5T 57 0IZ A RIGHREIEF
> NI =2 DA S — T = — X T HER LRI R S e iy, (HEEX L]
D) WTHDHE G, BHATHR, T 74 N—I2 L0 RITEANCTT DI 9 S,
BEBPIFRE, T NI =2 DA —T 2 — X EDNICHE I TS558, 4
IR T ) T B, (b) HEBISHE G DR Tohbd L EERT D,

As a result, provided that the aforementioned criteria are met, the connected vehicle and
device connected to it should be considered as a“terminal equipment”(just like a computer,
a smartphone or a smart TV) and provisions of art. 5(3) ePrivacy directive apply where
relevant.

FER L LT, A OEENM - SN TWIUE, ax7 T vy RE—7 )V & Z sk
ENTWVAFARAL AT (v a—F— Av—FT4r, Av—bFTFLELEAL
FREID) THERHEER) THDLAARSN, BT HHEAITIE. eF T4 v —I54
FSRE)OBENEH Sh D,

. As outlined by the EDPB in its opinion 5/2019 on the interplay between the ePrivacy

directive and the GDPR!4, art. 5(3) ePrivacy directive provides that, as a rule, and subject to
the exceptions to that rule mentioned in paragraph 17 below, prior consent is required for
the storing of information, or the gaining of access to information already stored, in the
terminal equipment of a subscriber or user. To the extent that the information stored in the
end-user’s device constitutes personal data, art. 5(3) ePrivacy directive shall take
precedence over art. 6 GDPR with regards to the activity of storing or gaining access to this
information®®. Any processing operations of personal data following the aforementioned

13 Commission Directive 2008/63/EC of 20 June 2008 on competition in the markets in telecommunications
terminal equipment (Codified version) (Text with EEA relevance); https://eur-lex.europa.eu/legal-
content/EN/ALL/?uri=CELEX%3A32008L0063.

MBS RS T I BT 55542 B9 5200846 H 20 DZFEE£+5472008/63/EC]  (FEHLELAR)
(EEARSESL) | https://eur-lex.europa.eu/legal- content/EN/ALL/?uri=CELEX%3A32008L0063.
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processing operations, including processing personal data obtained by accessing
information in the terminal equipment, must have a legal basis under art. 6 GDPR in order
to be lawful®e.

e7 7 A N —a4 L GDPR & DFHAAEMINC B % & H.05/2019 0 H1 TEDPB A L #it
TDHEIIT, e TANT—IEEHESRE)NL. JFAIE LT, ERUTORT 7T
17T LT 5 & 9 RIRANCx 2 BIAMIFEET 5 b 0D, IMAEH T2 —H
— DA N A PR AT 2 72D TR BE IR E SN TV D IER~D T
IR R T DI OITHFMORZEEF LT LI E2HEL TS, = F=
— W —DT A RNREESN T WD IERPENT —Z kT 2R | YaziEio
RAF UL ERLIE RA~DT 7 2 ZAOEAHEE I ITe 7 7 A N —HE A 5555%(3) 23 GDPR
FORICEIE L THM SN DY, mAESROFERIZT 72T 5 2 LICkVEGS
NDENT —Z ORBAN 2T Lo, Biid OBEREG e < AT — 2 OBl ERS 7318
EToh DH7oHOITIE, GDPREFE6SICELD < IEARILAAH 2 72 1T AL e & 728,

15. Since the controller, when seeking consent for the storing or gaining of access to information
pursuant to art. 5(3) ePrivacy directive, will have to inform the data subject about all the
purposes of the processing — including any processing following the aforementioned
operations (meaning the “subsequent processing”) — consent under art. 6 GDPR will
generally be the most adequate legal basis to cover the processing of personal data
following such operations (as far as the purpose of the following processing is
comprehended by the data subject’s consent, see paragraphs 53-54 below). Hence, consent
will likely constitute the legal basis both for the storing and gaining of access to information
already stored and the subsequent processing of personal data'’. Indeed, when assessing
compliance with art. 6 GDPR, one should take into account that the processing as a whole
involves specific activities for which the EU legislature has sought to provide additional
protection®®. Moreover, controllers must take into account the impact on data subjects’
rights when identifying the appropriate lawful basis in order to respect the principle of
fairness'®. The bottom line is that art. 6 GDPR cannot be relied upon by controllers in order
to lower the additional protection provided by art. 5(3) ePrivacy directive.

BHEIL e TA N —HBHESRBICEDEHERORAXIIFER~DOT 7 X
BHEED T O DIREZ RO D56, UEEEICH < —Toldhyy (o0 120
BOWR) ) 2ET. HOPLIIIRNDO BRI DWW TT — & FRITHEAT D LN E
MDD, GDPREGRDFEIEN ., —MkIZ, UFEICH < ZDBROMBMAT —Z D
B NZEZD L7200 > & bt RENRILE 725 THA S (ZOHOEHRO
HENYEZT — % ERORIEICEENL%G, LLTDO/NT 7T 753k (N54% %
DZE) ., Lo T, FEX BHHRORELOBEICRES LTV D IEHR~DT 7
T AOEHG, WNZZEDHDOENT — 2 OEAR\N O[] 7 OIERIFRAL & 72 5 ATHRENEN
EY, B GDPREE6S DT & il T D B IE. BV Ay Bk E L TRZY;

14 European Data Protection Board, Opinion 5/2019 on the interplay between the ePrivacy Directive and the GDPR,
in particular regarding the competence, tasks and powers of data protection authorities, adopted on 12 March
2019 (hereinafter - “Opinion 5/2019”), paragraph 40.

RN T — 2 (R (EDPB) . e/ 7 A N —454 L GDPROF AAEHICEAT 5. FICT — X R4 5
DOREFSHENR, TS & OMEIRICBE3 % & 71.05/2019) | 20194E3H 12 HE#R (LLF [ 4.05/2019) ) | 735
77 740,

5 |bid, paragraph 40.

g/ 7 77 740,

16 |bid, paragraph 41.

Hife N7 77 741,

17 Consent required by art. 5(3) of the “ePrivacy” directive and consent needed as a legal basis for the processing
of data (art. 6 GDPR) for the same specific purpose can be collected at the same time (for example, by checking a
box clearly indicating what the data subject is consenting to).
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16.

17.

18.

Bl EUREBESNBIME#ELZ 52 X9 L LI EDIRIHZE Y DO THLINE D
MNEBRETRETHLHE, oI, FHEAE, AEEOFRZEET L5700, #@Y)
TRIERIRRIL A B & 2T A BRICIET — % EROMEFNZ 5 2 2B 2B E L
B FEERE LTI, e T A NS ESRB)ICHE S 5 BInRE &
Gl & T 572D E A NGDPREE6SFR A BV OIRILES L THZ LiIxTE et
WHZEThD,

The EDPB recalls that the notion of consent in the ePrivacy directive remains the notion of
consent in the GDPR and must meet all the requirements of the consent as provided by art.
4(11) and 7 GDPR.

EDPBIE, 7' 7 A NI —fi B DRIE OBEEAGDPRO [FIE O A MEFF L. GDPRHE4
FANKOFEIRICEVBESN TV LRIEBICET 2H bW L5 H 2z S Rith
XN L2 BET 5,

However, while consent is the principle, art. 5(3) ePrivacy directive allows the storing of
information or the gaining of access to information that is already stored in the terminal
equipment to be exempted from the requirement of informed consent, if it satisfies one of
the following criteria:

Ll FEEZGL ZENFAITIEH L DD, e/ T A4 N —fTH5%
(3) TlE. I ARBEIR A~ DIFRDIRAF UL IR R B S LTV D IEHRA~D T
7B ADTIFHZDONT, BFEITEBPRONT OO ERELW - TH 61, e %
J72 ETOREOEMFOBE BRI 2O TV D,

[l Exemption |: for the sole purpose of carrying out the transmission of a
communication over an electronic communications network;

O @A EFBEERY NV—2 2N LEBEORELFITT LI DA%
HEYE 32546,

[l Exemption 2: when it is strictly necessary in order for the provider of an information
society service explicitly requested by the subscriber or user to provide the service.

O BEHERSN2: AL T2 —F = ORI ER S o fFlit st —e 207
BANA L= PNEEY — B R RS 57D IEHE I ETH D56,

In such cases, the processing of personal data including personal data obtained by accessing
information in the terminal equipment is based on one of the legal bases as provided by art.
6 GDPR. For example, consent is not needed when data processing is necessary to provide
GPS navigation services requested by the data subject when such services can be qualified
as information society services.

ZOEIRGE, MAEBROERICT 7 BATHZ LICX VRGN SEMAT—4
EETEANT — 2 OB T, GDPREFOSRICHLE S DIERRILD —DIZ D& 5
fESNDbD LD, i, 7 —F EERICEHERITE U TGPS TS — =
Voo =B RERMT DT =2 R O WEMR B D 5G, AT X%

le 7T A /N — ] FERHESRBNCLVEREINDFE L., R—OREBMNOTIZODT — & ODRB DL
FURRILE LT & S AIRE (GDPREE6SR) &1k (Bl I1XT —# EEMRFEEBEL LS E L TWDHIRNESE
IR TRy 7 AT 2w 7 8 ANDZ LKD) RS T2 ENTE S,

18 Opinion 5/2019, paragraph 41.

[E05/2019) . NT 7T 741,

1% European Data Protection Board, Guidelines 2/2019 on the processing of personal data under Article 6(1)(b)

GDPR in the context of the provision of online services to data subjects, Version 2.0, 8 October 2019, paragraph 1.
BRI 7 — 2 (R SFE(EDPB), [T — % EIRA~DA T A o — B 2AOHMHZ BE# T 2 GDPREE65%(1)(b) I
HESLEANT —Z OBIRNZET D H A KT A 202/2019) . /3S—T 3 2.0, 20194F10H8H, "T7 7T

71,

Adopted
1

12



AR —E R L AT T ENATRETHIVUTRE 2155 BT 20,

1.3 Scope
A

19.

20.

21.

Adopted
1

The EDPB would like to point out that these guidelines are intended to facilitate compliance
of the processing of personal data carried out by a wide range of stakeholders working in
this environment. However, they are not intended to cover all use cases possible in this
context or to provide guidance for every possible specific situation.

EDPBIE., Z DK 9 REBEICHHET DIEINNVAT — 7 RV X —MENT — & % Bk
IR, ERIH ST b DERD LD FITTH 2 &ﬁ$ﬁ4h74/@ LT
HEZATHLEEEM LI, LrLenb, 29 LEXRTD&H 6w 54 A
FETHZ &b, RO H D H 6P L FEDORDUCKT T 4 R"TZ L bR
A RTA L OERTIEARN,

The scope of this document focuses in particular on the personal data processing in relation
to the non-professional use of connected vehicles by data subjects: e.g., drivers, passengers,
vehicle owners, other road users, etc. More specifically, it deals with the personal data:
RKITA RTA Tl ZOBMHEME LT, Frior —& R, Fl 1 3&ERE . [FFE
F. HEOFTAEHE, TOMOBERIMAETEIZL 22Ty RE— &w®¥%%f
OFERIZBEET HEANT — X OFHWICESEZH TS, L BEWICE X
Kﬁ%F?%VTﬁK@@A?H&%@ﬁDO

(i) processed inside the vehicle, (i) exchanged between the vehicle and personal devices
connected to it (e.g., the user’s smartphone) or (iii) collected locally in the vehicle and
exported to external entities (e.g., vehicle manufacturers, infrastructure managers,
insurance companies, car repairers) for further processing.

(i) N THR DD b O, (i) Hil] & B HE SN B AR TS 2 (Bl 213
—YP—DAT— T4 ) LOMTREEIND S D, IUL(ii) N TIE S,
BB BN D T2 OIZHNBIC o D FER BIAITEBHEA =T —, 7 T DEE
F. Rt BEEOBHES) [CHHEh2 b0, THD,

The connected vehicle definition has to be understood as a broad concept in this document.
It can be defined as a vehicle equipped with many electronic control units (ECU) that are
linked together via an in-vehicle network as well as connectivity facilities allowing it to share
information with other devices both inside and outside the vehicle. As such, data can be
exchanged between the vehicle and personal devices connected to it, for instance allowing
the mirroring of mobile applications to the car’s in-dash information and entertainment unit.
Also, the development of standalone mobile applications, meaning independent of the
vehicle (for example, relying on the sole use of the smart phone) to assist drivers is included
in the scope of this document since they contribute to the vehicle’s connectivity capacities
even though they may not effectively rely on the transmission of data with the vehicle per
se. Applications for connected vehicles are multiple and diverse and can include®:

KA RTA LV TCEEINDART Ty RE—=T/VIAWVEETH D Z L 28R L
TR B, 2R Ty RE—=2 UL, BN OMD T S X & DIt
AZRICT2HEmAR Yy MU —7 M OEERebkRE 2 U THAEIZ SRR D, 28D
B HIEEE (ECU) ZH# L7 HliTho LERTE D, Z D72, Hlj & Hil]
B SN EART A R LD TT =2 2K TE, FlziX, ENANLT Y

F—=valrmBOF vy aR— FRIZHLERM O F—T A A MEEIT S

TV T FTHENTEDL, £, HIEFELIETH2OOM LI, DD H
WP L TCWDENANT TV r—ay (FIZIEA~Y— 74 7200 CHEM
TLT7 7V = ay) OREEIE, HEMNLT 7Y r— g UEFEE AT B R
E DT —H DBHRZ LTWRWS DD B OHEHFRRE TS L TND e, KT A
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R4 OEAEMICEEND, aX7 Ty FE—=Z VORRIIZERTHY . RO
LOBREEND DD,

22. Mobility management: functions that allow drivers to reach a destination quickly, and in a

cost-efficient manner, by providing timely information about GPS navigation, potentially
dangerous environmental conditions (e.g., icy roads), traffic congestion or road
construction work, parking lot or garage assistance, optimized fuel consumption or road
pricing.
BEER . GPST B — 3 v BIEMICERZRBRESM (B 2 1260 L= Kim) |
s U < IdoE R dex LEr, BEEfs U IXE S TR 5 3348, &
WAL SR E . SUTBITEHE BT 2R R a2t 5 2 LI kv | EHERE
DGR D OB RO\ HIETHRMIZEET 5 2 & 2 Rl S ihE.

23. Vehicle management: functions that are supposed to aid drivers in reducing operating costs

and improving ease of use, such as notification of vehicle condition and service reminders,
transfer of usage data (e.g., for vehicle repair services), customized “Pay As/How You Drive”
insurances, remote operations (e.g., heating system) or profile configurations (e.g., seat
position).
A - B OREOBIORT RRICET 5 ~ A X —, (BIxIXHENE
EEY —E2ADO7H0) ERRT —4% OBEE, BiEE — A0 &V IchibE T
ITHREEE BNV EEA TEREEN ) ORR,  (BIXIERE AT L0) U E— MMERE
XiE BIZIX— MIEZR ED) a7 7 A VRERE, BEIEHIZE > TOEH =
A NZEFI T, BEWPEFE R LI 50282 & b o #EE,

24. Road safety: functions that warn the driver of external hazards and internal responses, such
as collision protection, hazard warnings, lane departure warnings, driver drowsiness
detection, emergency call (eCall) or crash investigation “black-boxes” (event data recorder).
KHLE : ERAE, Y — NEE D RS, SR OIRKUR ., BTus
#Wwo(eCall) . XUIFEZEHE 77 v Ry 7 X (FRT—FLa—x—) il
AR D fE R M ONE#R T O S 2 B U CHEdR T 129 5 B RE,

25. Entertainment : functions providing information to and involving the entertainment of the

driver and passengers, such as smart phone interfaces (hands free phone calls, voice
generated text messages), WLAN hot spots, music, video, Internet, social media, mobile
office or “smart home” services.
PR A~ — R T oA B —T—RA (N RAT7Y—EHE, BEAKT ¥ A
A yE—=Y)  WIANER Y FARy b, BHE, T4, A —Fy b, V=
YIVAT AT FRNANTT 4 A, T [RA~w—bh—L] = RR L, Eisg
& RIS TG WU OV A FR ik 2 B RE,

26.Driver assistance : functions involving partially or fully automated driving, such as operational
assistance or autopilot in heavy traffic, in parking, or on highways,
EPRSCHE - BB, BEERE, SO EE K I3 T DI R SR 3 — b oA
2y M & EHI XTSRRI BEME ST IEER A P D BRE,

27.Well-being : functions monitoring the driver’s comfort, ability and fitness to drive such as
fatigue detection or medical assistance.

EFEILAE - TN CENR SR T2 & A IZ L > TORBS | EIRT 570D

20 pw(C Strategy 2014. “In the fast lane. The bright future of connected cars”:
https://www.strategyand.pwc.com/media/file/Strategyand_In-the-Fast-Lane.pdf.
[PwCHEIG2014) . [EIEETH, 2277y RA—OWDL VAR .
https://www.strategyand.pwc.com/media/file/Strategyand In-the-Fast-Lane.pdf.
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28.

29.

30.
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RE /) M UM 2 B A3 % B RE,

Hence, vehicles can be natively connected or not and personal data can be collected through
several means, including: (i) vehicle sensors, (ii) telematics boxes or (iii) mobile applications
(e.g. accessed from a device belonging to a driver). In order to fall within the scope of this
document, mobile applications need to be related to the environment of driving. For
example, GPS navigation applications are in-scope. Applications whose functionalities only
suggest places of interest (restaurants, historic monument, etc.) to drivers fall, however,
outside the scope of these guidelines.

L7eRno> T, EliZZENEREZER ST 2 bRVl & TE, HAT—%
DX, ROLDEEL/ONOFETITHOZENTE S, () Hilik o h—,
(iy7L~T 47 ARy A X&) BIZIXEBEERTETHT 5 ANLT
AT DH) FENANT TV —ay, KA RTA L OiHFEAICZY T 51
X, EANANANT TN =2 a UPNEBREICEET 5 DO ThLIMNERH D, fHilx
I, GPSTE S — g - 77)7“V§/i@% AN TH D, L LR b,
IR & > TRLDO®H 50T (VA T v BEREEY R L) ZRET D6
DHDT TV r—a i, RATA RT7A o OmEMEHNTH %,

Much of the data that is generated by a connected vehicle relate to a natural person that is
identified or identifiable and thus constitute personal data. For instance, data include
directly identifiable data (e.g., the driver’'s complete identity), as well as indirectly
identifiable data such as the details of journeys made, the vehicle usage data (e.g., data
relating to driving style or the distance covered), or the vehicle’s technical data (e.g., data
relating to the wear and tear on vehicle parts), which, by cross-referencing with other files
and especially the vehicle identification number (VIN), can be related to a natural person.
Personal data in connected vehicles can also include metadata, such as vehicle maintenance
status. In other words, any data that can be associated with a natural person therefore fall
into the scope of this document.
AR Ty RE—=Z I KV ERESND T — 2 D% 0%, @Bl Sz BARAN %
RN A EE A YN %ﬁ#é%ﬁf%b\bt@oT@AT 2T %5, Bz
INHOT—XIZIE, EE# TR T — 4% (B 2 I XTEHRE D5E4 ﬁﬁn%%)
MMz, ETV— FOFEM, Bl ORI T — % (B 2 ITEER R & A 0T R
RS 57 — &) XIXHEEOENT —% (B X HEE R OBERICET 57— )
@k®%@% A FTREZR T — 2 NEEN D D, MR T — XX, thoiisk, Fr
(CHE RS (VIN) EHHAESRT 221X, HABARNCHEEMNITLZ &
MNTED, £lo, ax7 7y RE—Z VO ANT—ZIZIE, EED A T 2 20k
MR EDAZT—=ENEENI D, DFEV, BRANIEHE ST Z N TELT—
ZTHhHIVUT, WIS ATA R7 4 - OiEHEHICE £,

The connected vehicle ecosystem covers a wide spectrum of stakeholders. This ecosystem
more precisely includes traditional actors of the automotive industry as well as emerging
players from the digital industry. Hence, these guidelines are directed towards vehicle
manufacturers, equipment manufacturers and automotive suppliers, car repairers,
automobile dealerships, vehicle service providers, fleet managers, motor insurance
companies, entertainment providers, telecommunication operators, road infrastructure
managers and public authorities as well as data subjects. The EDPB underlines that the
categories of data subjects will differ from one service to another (e.g., drivers, owners,
passengers, etc.). This is a non-exhaustive list as the ecosystem entails a wide variety of
services, including services for which a direct authentication or identification is needed and
services for which this is not needed.

AXT Ty FE=I VDT Ay AT LI, BIRNAT — 7 RV E—25x5 L LT
%o EMIZE 21X, BBHEEROWEROBINE ORI LT, T VX NVERDOHI /2
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ZME LU AL AT AEEND, LTER->T, KA RT7A4 0%, HEJE X
—H—, BERA— T —, BEEMLIAES . BEEEHES . AR HEES.
HEHERES — 2D T A A —, 71— NMEHE, HEEERESE, =2 —
TA VA NTang F— [EREBEEES. B 7 T OFEE, NIRRT,
BT — X FREx5 L9 5, EDPBIX, 7 —& EROFEM N (B 2 1X5ERE . At
FHE, FRERERE) Y—bERATLICBR 82T 25, =Ta A7 AL, B
M7 BEE TR 21T O MENH LA —E AR NF 9T HHLED RN —E R L
SRR —EANEEND 2D, BIROFIRITI R EM@FE LS O TR,

31. Some data processing performed by natural persons within the vehicle fall within “the
course of a purely personal or household activity” and are consequently out of the scope of
the GDPR2. In particular, this concerns the use of personal data within the vehicles by the
sole data subjects who provided such data into the vehicle’s dashboard. However, the EDPB
recalls that according to its recital 18 the GDPR “applies to controllers or processors which
provide the means for processing personal data for such personal or household activities”.
HARNIZE O EMNTIITEND T — B O—HIX, T AT 27774 X2
SKREPIDTT 2 DuFE] (& £4v. £ O, GDPROBE RSN 2 52, FFiZ, 7
— X FERBEMT, EEOF v 2R — NZT—2 &2 AT 25 L9 REHNIZEIT S
AT —Z OFEHAN ZIZEENS T 5, LU 5, EDPBIL, GDPRATICH18MHIZ
eV, GDPRDS [ FDL 5 LR FHIRTT 7 KIZFKIEN DIT 2 D75 DIZ N 7 — 5 DIR
R DFLEFEMET S EPEE K THPEZIZS) L T S s) mafid 5,

1.3.1  Out of scope of this document

KA RTA - OEMFANE 2D HD

32. Employers providing company cars to members of their staff might want to monitor their
employee’s actions (e.g., in order to ensure the safety of the employee, goods or vehicles,
to allocate resources, to track and bill a service or to check working time). Data processing
carried out by employers in this context raises specific considerations to the employment
context, which might be regulated by labour laws at the national level that cannot be
detailed in these guidelines?.
PEEBITH A EZIRAT D2 (FIZITEESE . paats L < ITEmOZ 2% i
T HHMT, VY—RZHVYTHHMNT, Y —ERAZEHL, ZHIHRET S
HHT, XITFT7BRHZ MR T 2 B T) EEEOITEIZER LWL ERH 5,
ZOXHIRERO B TOEMEIZLVITOND T —F ODEBNE, JEHAOBLED
ORIEZRET D, UHBEIZENOTEEIC L OBHIRERD EEZ B, K
A RTATHLIGEHAT L Z LT TER0N2,

33. While the data processing in the context of commercial vehicles used for professional
purposes (such as public transport) and shared transport and Maa$S solution may raise
specific considerations which fall out of the scope of these general guidelines, many of the
principles and recommendations set out here will also be applicable to those types of
processing.

(ANFEAZ BB 72 E D) EBER, WONZFEAHE & 'MaaS (Mobility as a Service)
Wkl CFH SO PR HICRER T2 7 — # OB O D b B E TR X Rl 72 R
BT DD, BITARTA OGN THD, LLenb, Hi%pbH HEEEO I

21 See GDPR, Article 2(2)(c).

GDPRE2Z:(2)(c) & D Z &,

22 The Article 29 Working Party elaborated on this in its WP249 Opinion 2/2017 on data processing at work;
https://ec.europa.eu/newsroom/article29/item-detail.cfm?item id=610169.

F29RMEEI L. RAEER SO TH3FICH T 27 — % OB 2 5 7.02/2017) TAREFIZE LT
FELLSFHALTWD, https://ec.europa.eu/newsroom/article29/item-detail.cfm?item id=610169.
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BNZONTH, ATA RT7A4 U TEDLHAIKR NI EDZE < ZM+ 25 2 LAva]
RETH A9,

34. Connected vehicles being radio-enabled systems, they are subject to passive tracking such

as Wi-Fi or Bluetooth tracking. In that sense they do not differ from other connected devices
and fall in the scope of the ePrivacy directive which is currently being revised. This therefore
excludes also large-scale tracking of Wi-Fi equipped vehicles®® by a dense network of
bystanders who use common smartphone location services. These routinely report all
visible Wi-Fi networks to central servers. Since built-in Wi-Fi can be considered a secondary
vehicle identifier?, this risks a systematic ongoing collection of complete vehicle movement
profiles.
AR Ty RE—7 VIREERIIR VAT LA Th D729, Wi-Fi X |EBluetooth k7 v
XTI EDONy T HADBHROMR LD, TOERICZBNTaxs Ty FE
— 7 T OBERASE L B b BUEUGTAED b T\ bHe7 T4 N —an
OBEHFHIZITE EN TR, E> T, TV T—RIR A~ — 7+ DAL
EEHRT—ERAZFHHL T ALICE s THEOVIHENDEE LRy hU—7(Z
£ 2 Wi-Fiff# B H 2 O KIRBLEBNZ DWW T H R oh &35, MkrE R — e A
I, I ATEE e B WD DWi-Fix y U — 7 it — S— [ ZEMIIZEE T 5,
PEWI-FilZ R 72 BRI - & 70T 2 LM TE H720%, UKD, Hlo
FERRBEN T 07 7 A L ORRIID DMK 2R IEE 3T DO D fERMED B 5,

35. Vehicles are increasingly equipped with image recording devices (e.g., car parking camera

systems or dashcams). Since this deals with the issue of filming public places, which requires
an assessment of the relevant legislative framework which is specific to each Member State,
this data processing is out of the scope of these guidelines.
FREEEE BRI AT « VAT AT RIA T La—F—7e L) 2T 58
MR TS, ZOK D RERET 2T AN ILZEMOIRE &\ o EZ >, S5
[E B A OB EE S A Z Rl T 2 NERH D720, 2O X DT — X OB
KITA BT A4 »owH#EHATH S,

36. The processing of data enabling Cooperative Intelligent Transport Systems (C-ITS) - as
defined in the directive 2010/40/EU% has been dealt with in a specific opinion by the Article
29 Working Party®®. While the definition of the C-ITS concept in the directive does not bear
any technical specifications, the Article 29 Working Party focuses in its opinion on short-
range communications, i.e. that do not involve the intervention of a network operator.
More specifically, it provides analysis for specific use cases built for initial deployment and
committed to assess at a later stage the new issues that will be undoubtedly raised when
higher level of automation will be implemented. Since the data protection implications in
the context of C-ITS are very specific (unprecedented amounts of location data, continuous
broadcasting of personal data, exchange of data between vehicles and other road
infrastructural facilities, etc.) and that it is still being discussed at the European level, the
processing of personal data in that context is not covered by these guidelines.

2 See for details: https://www.datenschutzzentrum.de/artikel/1269-Location-Services-can-Systematically- Track-
Vehicles-with-WiFi-Access-Points-at-Large-Scale.html.

FEAMICBE L CIZLA T2 2B Z &, https://www.datenschutzzentrum.de/artikel/1269-Location-Services-can-
Systematically- Track-Vehicles-with-WiFi-Access-Points-at-Large-Scale.html.

24 Markus Ullmann, Tobias Franz, and Gerd Nolden, Vehicle Identification Based on Secondary Vehicle Identifier --
Analysis, and Measurements, in Proceedings, VEHICULAR 2017, The Sixth International Conference on Advances in
Vehicular Systems, Technologies and Applications, Nice, France, July 23 to 27, 2017, p. 32-37.

Markus Ullmann. Tobias Franz% (’Gerd Nolden, [ YRR EE LR T-12 o < B OFERI 2357 K OVl
L. ERHEESE. VEHICULAR 20174F, EHl T 2T A HINK T 7V r— 3 o O#ERIZEET 2 el
ERESE, 77 A, =—A 20174F7HA23H 025270 £ T, 32-37H,
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F6452010/40/EUP TER SN TV D L 9 il mEEKARE Y AT A (CITS) %
AEEICT BT — X OBARWE, Z OREICK - 72 FB 29K EEMSE R TH - T
%%, [FHESICB T D CATSOMEE DO EFRIITHM NG TN TV iaanb oo, 5§
9B, EEEERE, 2EV Xy N =T FHEFON AZ DR VEG
IZESZH TS, L0 BIERAICE 2, REERES TR, K EELREEY 2
T LAPNEAN SN DBEICHEN R B SN D H -2 BB LT, OB TRE
fidsZHHAE LT LT, IO 2T LT HS L RAF O RER AR LTV
%o CITSOBRMRIZHIT 57 — 2 REOFHEIT (RO WEONET —4 . fEA
T —Z ORI 723605, HE S OIERA VT TR & DT — X MR L) Mied T
R THY , BRINL ARV TITELEFER SN TV AEREICH D720, CITSICBERT
HAENT — 2 OEARNIART A BT A OG0 &5,

37. Finally, this document does not aim to address all possible issues and questions raised by
connected vehicles and can therefore not be considered as exhaustive.
WBIZ, RITA RTA UL, 2177y RE—=Z VB L TET S EROH 5
HOWHRELPEMRIZLT 52 L2060 ETHHEDTIERW O, RITA
RIA4NCBWTETOMERHEESNTND LIEART Z EIXTER,

1.4 Definitions

38. The processing of personal data encompasses any operation that involves personal data
such as collection, recording, organization, structuring, storage, adaptation or alteration,
retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making
available, alignment or combination, restriction, erasure or destruction, etc?.
AT — 2 OB, I, 6k, Wik, M. FEKRAE, BT L < A
B, P, R R, BEICK DR, B XITEN S ESMIFIH TR b D &
THZ L, AL ITEE, IR, HES LIIMEO X S e, AT —F B
B4 25575 £ 57,

39. The data subject is the natural person to whom the data covered by the processing relate.
In the context of connected vehicles, it can, in particular, be the driver (main or occasional),
the passenger, or the owner of the vehicle®,

T2 ERIT, BHRVONGE R LT =2 PRERTHIARANTH D, 2 X7 T v
RE—=2 VDG, HZARANLE LT, FHOEEE (ZOHEmA EITEEL TWD
F LR CHEIRT 28) | [FRE. IHEmMOFTAENRE X HDHE,

40. The data controller is the person who determines the purposes and means of processing
that take place in connected vehicles?®. Data controllers can include service providers that

25 Directive 2010/40/EU of 7 July 2020 on the framework for the deployment of Intelligent Transport Systems in
the field of road transport and for interfaces with other modes of transport; https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32010L0040.

(B FEHRR 7 BF I 361 2 i BEJE R4S & A T A DB X O OBEE — KL DA » F—T = —ZADT= 8
DOV BE3 52020827 H 7H O ¥542010/40/EU] . https://eur-lex.europa.eu/legal-
content/EN/TXT/PDF/?uri=CELEX:32010L0040.

26 Article 29 Working Party - Opinion 03/2017 on Processing personal data in the context of Cooperative Intelligent
Transport Systems (C-ITS); http://ec.europa.eu/newsroom/article29/item- detail.cfm?item_id=610171.
oSS, Wil EEK B 2T A (C-ITS) & DBMRIZIH T DA T — & OEAR BT
% B 5.03/2017] . http://ec.europa.eu/newsroom/article29/item- detail.cfm?item id=610171.

27 See GDPR, Article 4 (2).

GDPREE4ASL()E D Z &,

28 See GDPR, Article 4 (1).

GDPRHAZR(1) B D Z &,
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41.

42.

process vehicle data to send the driver traffic-information, eco-driving messages or alerts

regarding the functioning of the vehicle, insurance companies offering “Pay As You Drive”
contracts, or vehicle manufacturers gathering data on the wear and tear affecting the

vehicle’s parts to improve its quality. Pursuant to art. 26 GDPR, two or more controllers can

jointly determine the purposes and means of the processing and thus be considered as joint
controllers. In this case, they have to clearly define their respective obligations, especially
as regards the exercising of the rights of data subjects and the provision of information as

referred to in art. 13 and 14 GDPR.
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IZED DULEND D,

The data processor is any person who processes personal data for and on behalf of the data
controller®. The data processor collects and processes data on instruction from the data
controller, without using those data for its own purposes. As an example, in a number of
cases, equipment manufacturers and automotive suppliers may process data on behalf of
vehicle manufacturers (which does not imply they cannot be a data controller for other
purposes). In addition to requiring data processors to implement appropriate technical and
organizational measures in order to guarantee a security level that is adapted to risk, art.
28 GDPR sets out data processors’ obligations.

T—FNEE L L, T EREEOOh 0T — X EREORD VAT — X
AR O ETH DY, TALHEIL, T EHEORRICESNTT =2 &L
LLIH, 29 LT — 2 2MEOEMTHHT S Z &gy, —fFl&é LT, #
IRA—T— L BB A — =P HEEA = —DORDVICT—FZHdk 5> (2
UL, BT ZF MO BRIOBERICE W T — 2 FHEFICR VRN L2 ERT 5
HOTIERYY) F—AHZ%, GDPRE285IL., 7 —FWLBE I L, U A7 ITH
I3 D KMED R B O FHE & PRl T 5 72 O O 72 B 1 & USHAR B ORGERE
HEILTDHI L ERTRLTEY . TSN b T — 2 WBE OB O R 2 BET
Do

The recipient means a natural or legal person, public authority, agency or another body, to
which the personal data are disclosed, whether a third party or not3l. As an example, a
commercial partner of the service provider that receives from the service provider personal
data generated from the vehicle is a recipient of personal data. Whether they act as a new
data controller or as a data processor, they shall comply with all the obligations imposed by
the GDPR.

BGE LT BE=FTHLINENEMDLT AT —ZDORREZ T 2 BRAE
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29 See GDPR, Article 4 (7) and the European Data Protection Board, Guidelines 07/2020 on the concepts of
controller and processor in the GDPR (hereinafter - “Guidelines 07/2020”).

GDPR#5455(7) ) 'EDPB,  [GDPRIZIS 1T 5 & B S UMLERE OBERIZBI 32 A R Z 4 -07/20205 (LA
T A RZ4207/2020] ) #BHDOZ L,

30 See GDPR, Article 4 (8) and the Guidelines 07/2020.

GDPREFAZR(EB) LY [ A FT A 2-07/2020] #ZHDOZ &,

19



43.

L<ITEEAN. AR, 5 XT# oMk BT 53, —fl& LT, HljH
DAMREINAENT —H 2 —E AT a0 X =55 TIA U — A7 N
A B —DFFENI = N —XEAANT — X OBISE TH 5, Y% S— b —d, #H
HOT—2EBREL L UTATIHREDL, T—XAHEL L TTATHIHED.
GDPRIZEVIEELN D H DWW HFEE LT D,

However, public authorities which may receive personal data in the framework of a
particular inquiry in accordance with Union or Member State law shall not be regarded as
recipients®?; the processing of those data by those public authorities shall be in compliance
with the applicable data protection rules according to the purposes of the processing. As an
example, law enforcement authorities are authorized third parties when they request
personal data as part of an investigation in accordance with European Union or Member
State law.

7272 L. EUEE SN E O EWNEIZHE » TREBIORE O AN TE AN T — 4 %
I3 C& 5B, BUSHE & ITH e Snans, AR L2 9% T — % D
B, ZOBEOO BRIZHEW, BH S D7 — 2 REOBIE LTI 5 H D
ET 5, —HilE LT, EBITHREAEVE UM E O EWNIEICHE - T2 DO —BR
ELTAT =2 225K T 556, HittERITHER VRO H D H =8 L85,

1.5 Privacy and data protection risks

TGN R OT — BRI T B Y RS

44.

45.

Article 29 Working Party has already expressed several concerns about Internet of Things
(loT) systems that can also apply to connected vehicles®. The issues relating to data security
and control already stressed regarding loT are even more sensitive in the context of
connected vehicles, since it entails road safety concerns - and can impact the physical
integrity of the driver - in an environment traditionally perceived as isolated and protected
from external interferences.

F2ORIEELRITET /DA Z—F v~ (IoT) VAT AMIET 2B EEEICEN
LTBY, ZOEOSNEaRxs Ty RE—=Z/UZHEHTIEED 5 53, 1oTICEAL T
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MO Th b,

Also, connected vehicles raises significant data protection and privacy concerns regarding
the processing of location data as its increasingly intrusive nature can put a strain on the
current possibilities to remain anonymous. The EDPB wants to place particular emphasis
and raise stakeholders’ awareness to the fact that the use of location technologies requires
the implementation of specific safeguards in order to prevent surveillance of individuals and
misuse of the data.

o, AR Ty RE—I VDNET —Z OERWVOREENRE > TH Y | BIE
DEAEE R THARRMEEZE DL TNDTd, BERRT —HRELNT T A N —

31 See GDPR, Article 4 (9) and the Guidelines 07/2020.

GDPREFAZR(O MY A T A 2-07/2020) #ZHDOZ &,

32 GDPR, Article 4 (9) and Recital 31.

GDPRD 545%(9) & UMRIT LB 31,

33 Article 29 Working Party — Opinion 8/2014 on the Recent Developments on the Internet of Things;
https://ec.europa.eu/justice/article-29/documentation/opinion-recommendation/files/2014/wp223_en.pdf.

F295E¥ME, £/ 04 2 —Fy NOFEOHERIZET 5 7.08/2014) |
https://ec.europa.eu/justice/article-29/documentation/opinion-recommendation/files/2014/wp223 en.pdf.
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1.5.1 Lack of control and information asymmetry
BELOARE K OEFRO I HE

46. Vehicle drivers and passengers may not always be adequately informed about the
processing of data taking place in or through a connected vehicle. The information may be
given only to the vehicle owner, who may not be the driver, and may also not be provided
in a timely fashion. Thus, there is a risk that there are insufficient functionalities or options
offered to exercise the control necessary for affected individuals to avail themselves of their
data protection and privacy rights. This point is of importance since, during their lifetime,
vehicles may belong to more than one owner either because they are sold or because they
are being leased rather than purchased.
AR Ty RE—=Z VA IEaxr 7y RE—=2 &0 LT Thbivd T —% DRk
VMZEA L, HUH R K ORISR 2N E ICE NS A 22 1T TV D LIRS 220,
YGRS EWPT A B ICORRIE S, EOENEEE TIIRWEERH D . £,
HRBERFCIRMIE SN RWEE DD, Z 07, WEBEEZZI HEANT — 2 1Ri#
KT T A N —ICBT DMER 2 5T 2 72 OB BEIR 21T 2 D+
3 TR RS RE SO TR PUR AR S LR WERRMED A ET 5, ZORITEETHDL, D
AL, RSN XIFEATAROVIZY) — AN DR EDJFRIZ LY | Hl
EWVI) HON, ZOMAMIMFIZFHTAENZEDY 5 5720 TH 5,

47. Also, communication in the vehicle can be triggered automatically as well as by default,
without the individual being aware of it. In the absence of the possibility to effectively
control how the vehicle and its connected equipment interact, it is bound to become
extraordinarily difficult for the user to control the flow of data. It will be even more difficult
to control its subsequent use, and thereby prevent potential function creep.

Fro, HENOMANRS RN E £, HlEEEOBERES BB TEE L TW5
e, MOWIHIERE CEE) L TWDHGaRH 5, BN & £ Ok as S HAAEH
5 FEEDRNEERTE 2 [REER 2 WA, 22— =BT —X O a BT
D2 e Fm TIHEEZ 2 5 S 221572\, T—FDZDOHOMEMEAER L, BER
REEINEH (T vary e 72U —7) EHESZEIIRBIOLRETHA I,

1.5.2  Quality of the user’s consent
a—HF—DREDOH

48. The EDPB underlines that, when the data processing is based on consent, all elements of
valid consent have to be met which means that consent shall be free, specific and informed
and constitutes an unambiguous indication of the data subject's wishes as interpreted in
EDPB guidelines on consent®. Data controllers need to pay careful attention to the
modalities of obtaining valid consent from different participants, such as car owners or car
users. Such consent must be provided separately, for specific purposes and may not be
bundled with the contract to buy or lease a new car. Consent must be as easily withdrawn
as it is given.
EDPBIX. 7 — ¥ OEHRWARIFEICESWTTON L2 4AICE L, ARREEDOH
WD BERNPMIZSINDMENH DR 2T 5, Zhix, [FEN. EDPBOIRE
BT 204 R4 ORIZHE, BRIZR S, FFESNTEY ., »omx
ZbOTHY . £z, AR TIEER2WT — % BEROBERORREMHENRT 2D
ThHILEEWT LM FT—XEREIL, HOAELREOZ—F - L £

34 European Data Protection Board, Guidelines 05/2020 on consent under Regulation 2016/679, Version 1.1, 4
May 2020 (hereinafter - “Guidelines 05/2020").
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49. The same has to be applied when consent is required to comply with the ePrivacy directive,
for example if there is a storing of information or the gaining of access to information
already stored in the vehicle as required in certain cases by art. 5(3) of the ePrivacy directive.
Indeed, as outlined above, consent in this context has to be interpreted in light of the GDPR.
e/ TANY—HETITHAT DO DREZFLLERD L5E. FIZIE e7 T4
NU—HBESRQICHESNDIFED Ty —ATEM L S ND L DT, Wil
WA RATT B UL HEEIZBEICRFE SN TV A IERA~DOT 7 B A ZBIGT 5720,
FEZSLHEICBWNTYH, FROZENHTUIED, ER Tl Lo 1c, &£
B, T XD A OREIXGDPRIZI S L THIR L7 < Tl 7220,

50. In many cases, the user may not be aware of the data processing carried out in his/her
vehicle. Such lack of information constitutes a significant barrier to demonstrating valid
consent under the GDPR, as the consent must be informed. In such circumstances, consent
cannot be relied upon as a legal basis for the corresponding data processing under the GDPR.
HEDHEDOH TITONTVD T —F ODRFWIC 2 —F =R 2N Tnen sy —2 b
2\, FEIZHAZZT 2O TRITIRGRWD, 2O L) RiFROFREIL,
GDPRIZHE S AR RFETH L Z L OFEAZ T 2 EKRREREL /0D, 20X
2R T, GDPRIZIHE S Y%7 — ¥ OB W OIERIRILZ REIZRD 5 Z &1
TRV,

51. Classic mechanisms used to obtain individuals’ consent may be difficult to apply in the
context of connected vehicles, resulting in a “low-quality” consent based on a lack of
information or in the factual impossibility to provide fine-tuned consent in line with the
preferences expressed by individuals. In practice, consent might also be difficult to obtain
for drivers and passengers who are not related to the vehicle’s owner in the case of second-
hand, leased, rented or borrowed vehicles.
ax 77y =27 VOEEIIIEANDRE 21525 72 OICHH ST iekofl:
WMAZHTITDDLODBELUWATREERH Y . EOREER, HHRARICE D MEAE]
7RRIBAZ 2 B0 UIMEAN ORI A TN LZFRELZSED Z L FEE L
AAREZR MR &0 D, BIFEMBELE LT, i, JV—RE, Lo ZLE EHEO
L. BHOFTAHE &ITERERRELRE K OFRE ORE LG5 O LU rTRedE
D5,

52. When the ePrivacy directive does not require the data subject consent, the controller
nonetheless has the responsibility of choosing the legal basis under art. 6 GDPR that is most
appropriate to the case for the processing of personal data.
eV TANV—ERICLY T —F EERORENBEE L SNRWEAETYH, HFHEAIL,
ANT — & OBANFH] Z L 12, GDPREFE6S D i b i Ul 72 AR ML A 3 R4 5 HAT:
B9,

1.5.3 Further processing of personal data
ENT— & OIBANHYER

53. When data is collected on the basis of consent as required by art. 5(3) of the ePrivacy
directive or on one of the exemptions of art. 5(3), and subsequently processed in

EDPB, [#H1R2016/679I12 S REIZBET D H A KT 4 2-05/2020] ., 73— 3 > 1.1, 20204-5H4H
(LLF THA4 K54 205/2020) ) .
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accordance with art. 6 GDPR, it can only be further processed either if the controller seeks
additional consent for this other purpose or if the data controller can demonstrate that it is
based on a Union or Member State law to safeguard the objectives referred to in art. 23 (1)
GDPR?. The EDPB considers that further processing on the basis of a compatibility test
according to art. 6(4) GDPR is not possible in such cases, since it would undermine the data
protection standard of the ePrivacy directive. Indeed, consent, where required under the
ePrivacy directive, needs to be specific and informed, meaning that data subjects must be
aware of each data processing purpose and entitled to refuse specific ones®. Considering
that further processing on the basis of a compatibility test according to art. 6(4) of the GDPR
is possible would circumvent the very principle of the consent requirements set forth by the
current directive.
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54. The EDPB recalls that the initial consent will never legitimize further processing as consent
needs to be informed and specific to be valid.
FENANTHLHDITITRI 22T, FFESNTWDLRENRH 5720, EDPBII,
RADREIZEES ZBIEBHR WA IES S D Z 13k L ThRWEAZBET 5,

55. For instance, telemetry data, which is collected during use of the vehicle for maintenance
purposes may not be disclosed to motor insurance companies without the users consent
for the purpose of creating driver profiles to offer driving behaviour-based insurance
policies.

BIZIE, AT T AR THEmZHEHTLMICNESNIZT LA M) T —2 %,
a—P—DRER < EEATEREE R 2 7T S 7D IR E O T e T 7
ANVEAER LT & B 2 D BETERRSAICHR LTI 57220,

56. Furthermore, data collected by connected vehicles may be processed by law enforcement
authorities to detect speeding or other infractions if and when the specific conditions in the
law enforcement directive are fulfilled. In this case, such data will be considered as relating
to criminal convictions and offences under the conditions laid down by art. 10 GDPR and
any applicable national legislation. Manufacturers may provide the law enforcement
authorities with such data if the specific conditions for such processing are fulfilled. The
EDPB points out that processing of personal data for the sole purpose of fulfilling requests
made by law enforcement authorities does not constitute a specified, explicit and legitimate
purpose within the meaning of art. 5(1)(b) GDPR. When law enforcement authorities are

35 See also European Data Protection Board, Guidelines 10/2020 on restrictions under Article 23 GDPR.
F 72, EDPB, [GDPRH235RICHAD HIRIZBET HH A KT A 2-10/2020) HZHDZ &,
36 Guidelines 05/2020, sections 3.2 and 3.3.

[ A RZA205/2020] . #%:3.28i &% OVEF3.3Hi,
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authorized by law, they could be third parties within the meaning of art. 4(10) GDPR, in this
case manufacturers would be entitled to provide them with any data at their disposal
subject to compliance with the relevant legal framework in each Member State.
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1.5.4 Excessive data collection

T — & ORI 2R IE

57. With the ever-increasing number of sensors being deployed in connected vehicles there is
a very high risk of excessive data collection compared to what is necessary to achieve the
purpose.
ARTT v RE—T W E IND B o — O8N 2 il 5 DIV, B E =
T D7D e SNHHIFAZHE X D, 7 —F ORI RINENMTOND Y A7)
T 725,

58. The development of new functionalities and more specifically those based on machine
learning algorithms may require a large amount of data collected over a long period of time.
-7k EE. L0 BURAICITER T E o 7 v 3 X AT EES S HEREA BT 5 121,
EHIMICOl > TNESN DI KREOT —F BLEIZRY H 5,

1.5.5 Security of personal data
ENT — % O EE
59. The plurality of functionalities, services and interfaces (e.g., web, USB, RFID, Wi-Fi) offered
by connected vehicles increases the attack surface and thus the number of potential
vulnerabilities through which personal data could be compromised. Unlike most loT devices,
connected vehicles are critical systems where a security breach may endanger the life of its
users and people around. The importance of addressing the risk of hackers attempting to
exploit connected vehicles’ vulnerabilities is thus heightened.
AR Ty FE—=7 VICL VRS, P—EAKRPAS v —T = — A
(Web, USB. RFID, Wi-FiZg &) BNEEAFET D LIE. V7 bU =7 OBEXS
B AZ P L, OWTE, AT —Z DRV E G EE 2 Lo WSR2 fass
PEORAMCT ZLiCd, a7 7Ty RE—=7LE, KPEDIOTT 3 A &35
20 SEREDEWY AT LA THY | BREIEERICL ) 22— — K OEFHD A %
DEMZERIZE B LR, ZO7d, axr 7y Fe—27 o fasat 2R
LEDET DN =D A7 T3S HEEME S RE VN,

60. In addition, personal data stored on vehicles and/or at external locations (e.g., in cloud
computing infrastructures) must be adequately secured against unauthorized access. For
instance, during maintenance, a vehicle has to be handed to a technician who will require
access to some of the vehicle’s technical data. While the technician needs to have access to
the technical data, there is a possibility that the technician could attempt to access all the
data stored in the vehicle.
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2  GENERAL RECOMMENDATIONS
—

61. In order to mitigate the risks for data subjects identified above, the following general
recommendations should be followed by vehicle and equipment manufacturers, service
providers or any other stakeholder who may act as data controller or data processor in
relation to connected vehicles.
FRTHLNCENTZT =X EERIZE > TOU A7 28T 5728, Bl & O
DA—=T)—, P—ERTaNA X — XIaxs 7y RE—7 VIH#ELTT—#
BHELLLIFT—FUWHE L LTHUTAL D DZDOMD AT — I RV E—5LIFLLT
D— NS Z2 BT T RETh D,

2.1 Categories of data

T — X OFHA

62. As noted in the introduction, most data associated with connected vehicles will be
considered personal data to the extent that it is possible to link it to one or more identifiable
individuals. This includes technical data concerning the vehicle’s movements (e.g., speed,
distance travelled) as well concerning the vehicle’s condition (e.g., engine coolant
temperature, engine RPM, tire pressure). Certain data generated by connected vehicles may
also warrant special attention given their sensitivity and/or potential impact on the rights
and interests of data subjects. At present, the EDPB has identified three categories of
personal data warranting special attention, by vehicle and equipment manufacturers,
service providers and other data controllers: location data, biometric data (and any special
category of data as defined in art. 9 GDPR) and data that could reveal offences or traffic
violations.
BT L 5112, ax7 7y FE—Z WVICEET LI K0T —Z X, — ALk
OB FTREZRENICBIE-SIT 5 2 E M TE HHHATEAT —& LA &b, Th
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DOFEWNER O LT — % EAROMHER L ORI R IC T D IR e B2 Z 8 L, §F
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2.1.1 Location data
(L7 — 4
63. When collecting personal data, vehicle and equipment manufacturers, service providers and
other data controllers should keep in mind that location data are particularly revealing of
the life habits of data subjects. The journeys carried out are very characteristic in that they

Adopted 25
1



enable one to infer the place of work and of residence, as well as a driver’s centres of
interest (leisure), and may possibly reveal sensitive information such as religion through the
place of worship, or sexual orientation through the places visited. Accordingly, the vehicle
and equipment manufacturer, service provider and other data controller should be
particularly vigilant not to collect location data except if doing so is absolutely necessary for
the purpose of processing. As an example, when the processing consists in detecting the
vehicle’s movement, the gyroscope is sufficient to fulfil that function, without there being a
need to collect location data.
@AT 2 EWET A5G, HELUEEIRO A ——, —ExTm A fF—
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64. In general, collecting location data is also subject to compliance with the following
principles:

—MRIZ, ALET —Z OWEE, ROJFANIIRT D2 LE R H 5,

0 adequate configuration of the frequency of access to, and of the level of detail of, location
data collected relative to the purpose of processing. For example, a weather application
should not be able to access the vehicle’s location every second, even with the consent of the
data subject;

BRCO BRI Lie, ESNDNET —X ~OT 7t ADOHE & Z Ot/ S
DEGWOREY 72 E, FlxiX, 7—F EERORENH->TH, HEOMET —X
T 7B RATHEERGET 7V — 3 SIEFR TR E TIER,

[0 providing accurate information on the purpose of processing (e.g., is location history stored?
If so, what is its purpose?);
RO BRIZE T 2 B ERoOREE (B2 IXME T — 2 BREIIRE S D D,
RIFESNDR L, TOHITD) .

[0 when the processing is based on consent, obtaining valid (free, specific and informed) consent
that is distinct from the general conditions of sale or use, for example on the on-board
computer;

B WA REZ BRI E T 256, FlEHEE= v a—2 =12l 5 — ka2 ike
S OISR ST, AR (BHIZR I i, FFESh, o EsiT7)
FRIEZ/HLZ &,

LI activating location only when the user launches a functionality that requires the vehicle’s
location to be known, and not by default and continuously when the car is started;
Uﬁkﬁﬁﬁ% %, EIOMEZMDLEND D LD L 2 —F =N E# L
THEICOBBBIEL 2 &, WIIRREIZ LD O P b8 Ok IR
@éﬁ&wo

L informing the user that location has been activated, in particular by using icons (e.g., an arrow
that moves across the screen);

Frio (B L2BEd 2R ED) 74 3 i, (ZERGRIFGEEN EE) L
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2.1.2

el bra—P—|Z@mmT o5 L,

the option to deactivate location at any time;

WO THMEGFRIIFEEEZFE LT 52N TELLIICTDH &,
defining a limited storage period.

FLERDORAFIIR 2 RET D Z &,

Biometric data

KT — 5

65. In the context of connected vehicles, biometric data used for the purpose of uniquely

identifying a natural person may be processed, within the remit of art. 9 GDPR and the
national exceptions, among other things, to enable access to a vehicle, to authenticate the
driver/owner, and/or to enable access to a driver’s profile settings and preferences. When
considering the use of biometric data, guaranteeing the data subject full control over his or
her data involves, on the one hand, providing for the existence of a non-biometric
alternative (e.g., using a physical key or a code) without additional constraint (that is, the
use of biometrics should not be mandatory), and, on the other hand, storing and comparing
the biometric template in encrypted form only on a local basis, with biometric data not being
processed by an external reading/comparison terminal
AT Ty RE—=Z7 BT, ﬁ?ﬁ/\é" BB 5 BB CTRIH S B EERT
— XX, FRICHEWEA~DOT 7B A ZFHEIC L, $$B%/Fﬁ7ﬁ%‘7§fmuuﬁb KO/ X%
E%ﬁ@fm774»&%&%%K%#6%%m@?7t2%7 295 HAYT,
GDPREFEIF D FAPHN T2 EWNIE DS Z BN THH DI D 5, BT — & Offi i
%&ﬂfé%é\ﬁmm@ﬁﬂ%MZé &7 S FEAEMRFEREIC X 2B FE (il 2
X ERR) 72 8 T %%ﬁotﬁ&)%%uTé(oi@$%w£®ﬁ%%%ﬁb
&w)—ﬁf\$¢w£7/7v~ T L. BElN TORRAE R OIRE 21T
%W@ﬁﬁ@/%é%i%?@é%?~&®ﬁﬁw%ﬁb@w:kT\EE@
TR EERIERTEDL I LT — A ERICRGET A 2 &,

66. In the case of biometric data¥, it is important to ensure that the biometric authentication

solution is sufficiently reliable, in particular by complying with the following principles:
HRT =2 OGEY | FRCROJFRIZ 8T 45 2 LT ARRIES RO +53 7258
WEERTHZEDEETH S,

the adjustment of the biometric solution used (e.g., the rate of false positives and false

negatives) is adapted to the security level of the required access control;

%Ekéhé?ﬁ?xﬁﬁ@ﬁ£@VAw HWET DL DI, FIHT 5 AMREES
X (B2 ITBEGER L BatER) 2T 52L&,

the biometric solution used is based on a sensor that is resistant to attacks (such as the use of
a flat-printed print for fingerprint recognition);

(FERGERMICEIRM L7z b O 23 570 & D) HBITH T DMMMEEZHT 50
— R SN AERRRE T N R T 5 2 &,

the number of authentication attempts is limited;

PRREDFRATIEE 2 IR 2 Z &,

the biometric template/model is stored in the vehicle, in an encrypted form using a
cryptographic algorithm and key management that comply with the state of the art;

37 The prohibition principle set out in article 9.1 GDPR only relates to “biometric data for the purpose of uniquely
identifying a natural person”.

GDPREBOFR(INCHLE SO EEILFANL, THRAZ—EISGHIT2 2 L2 B ET2HEKT—2] 12D
HBETHHDTH D,
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2.1.3

AT DOEMAKREDORE ZALT VT Y XA KO SHEHZ M, ARFEIET > 7 L —
NETNERBALES NI EACTHEmIZRFET S 2 &,

the raw data used to make up the biometric template and for user authentication are
processed in real time without ever being stored, even locally.

ERREET 7 b — N EERT B0 ET —# R O —F—FREICHH S b ET
— &%, HENIZHRMEETICY 7 A2 A LTEHR DS Z &,

Data revealing criminal offenses or other infractions

WIRITA XLF DOMOER T AZ T T —#

67. Inorder to process data that relate to potential criminal offences within the meaning of art.

10 GDPR, the EDPB recommends to resort to the local processing of the data where the data
subject has full control over the processing in question (see discussion on local processing
in section 2.4). Indeed - except for some exceptions (see the case study on accidentology
studies presented below in section 3.3) - external processing of data revealing criminal
offences or other infractions is forbidden. Thus, according to the sensitivity of the data,
strong security measures such as those described in section 2.7 must be put in place in order
to offer protection against the illegitimate access, modification and deletion of those data.
GDPREE105: D EIRIZ I 1T HIBIERI IR AL IRAT 2 I Z BT 2 7 — # Z Tl 5 5 a1 B
L. EDPBIL, F—# Z BN TRV, 7 —F EERNREL 257 — Z O
EESICEHT L O8E TS (480 HEN TORRWICET 50221
D L), EEE, —Hofs (FRRoFE338i CRT HEREFHOr —A AT
4 H=ZROZ L) ZRE, URITAENIIEDOMDERITAZRT T — & Z HEHN
THER S Z &iFFFEnen, Lieo T, Y7 — % OMMIEICEE A, Y%7 —4
SNOBET 7B A, WEKNEENGT —Z &Z5F5720I10, FH78i Tl & T
WD KD IR Tk R PRAE A vl L 22T TR B 7R,

68. Indeed, some categories of personal data from connected vehicles could reveal that a

criminal offence or other infraction has been or is being committed (“offence-related data”)
and therefore be subject to special restrictions (e.g., data indicating that the vehicle crossed
a white line, the instantaneous speed of a vehicle combined with precise location data).
Notably, in the event that such data would be processed by the competent national
authorities for the purposes of criminal investigation and prosecution of criminal offence,
the safeguards provided for in art. 10 GDPR would apply.
EEE, a7 Ty RE—=IANBHRLNAL —MOMBEOEANT —2 06, JLIRIT2
# L <ITZEDOMOERATA DM TONTZD, X ThbhTns Z & ( [HE3EEE T —
21 ) BHBITDREEMRH D . LR THRIBIZRHIBROXI G E R 2565035 5
(BIZIE, EEAEMREEZ 22 L 2R T —%, ERERET —F LGbEh
eI OBREEEZRT 7 — %) o FRZ, AR OYLIRI T2 OB H YT X454
T2 PENFEEITIC LD BN D56, GDPRE105: THLE S 15 R HiE
DA SN D,

2.2 Purposes

H i

69. Personal data may be processed for a wide variety of purposes in relation to connected

vehicles, including driver safety, insurance, efficient transportation, entertainment or
information services. In accordance with the GDPR, data controllers must ensure that their
purposes are “specified, explicit and legitimate”, not further processed in a way
incompatible with those purposes and that there is a valid legal basis for the processing as
required in art. 5 GDPR. Some concrete examples of purposes that may be pursued by data
controllers operating in the context of connected vehicles are discussed in Part Il of these
guidelines, along with specific recommendations for each type of processing.
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D, o, TOHMEEA LARWVEETEBINMICEF O WK S MR L, 72
GDPREESS THR SN TV D L 5 ICHRW D 7= DE RN 2 IERRILZ I 2 5 K 5 il
RLZRTNE RSN, KA RTAVDOFEIRETIE, ax7 7y NRE—27 VIZH
W DB EITH) T — X EHENRD I 27 — X AR\ O B BAREZ . Bk
DI T L DG L L HITHRETT D,

2.3 Relevance and data minimization

BEEME )y T — & D/ IME

70. To comply with the data minimization principle®, vehicle and equipment manufacturers,
service providers and other data controllers should pay special attention to the categories
of data they need from a connected vehicle, as they shall only collect personal data that are
relevant and necessary for the processing. For instance, location data are particularly
intrusive and can reveal many life habits of the data subjects. Accordingly, industry
participants should be particularly vigilant not to collect location data except if doing so is
absolutely necessary for the purpose of processing (see discussion on location data above,
in section 2.1).
HE L OEIRDO A — T — =R T o — WRNNCEDOMDT — X EEE X,
T — & F/MEDJR R 2885 5 72 03 BT REE L D B R B AT — Z IR
WINEET D LD, axI Ty FE—IANLEET 20N EOH 5T — X OFEFEIC R
BOEEZ O RETHD, FIZIEX, MET —ZIIFIRENTHY . T—FFEK
DEIEEEDOZ L ZWLMNIL I D, LieBno T, EROSMEIL, B0 HBY
IO LT, BT —# ZNET D 2 LN BRIGAZRE, YT — 4 %
WELBWEIFHZEETIRETH D (L2180 ET — 2 I3 55
RO L)

2.4 Data protection by design and by default

T =B RENA T A ROT—Z R NA T 7 4V B

71. Taking into account the volume and diversity of personal data produced by connected
vehicles, the EDPB notes that data controllers are required to ensure that technologies
deployed in the context of connected vehicles are configured to respect the privacy of
individuals by applying the obligations of data protection by design and by default as
required by art. 25 GDPR. Technologies should be designed to minimize the collection of
personal data, provide privacy-protective default settings and ensure that data subjects are
well informed and have the option to easily modify configurations associated with their
personal data. Specific guidance on how manufacturers and service providers can comply
with data protection by design and by default could be beneficial for the industry and third-
party application providers.
AR Ty RE—=Z VICE D ERESNDEAT —FZ DERNLERMEEZZRE L.,
EDPBIE, 7 — X EHE M, GDPREE2SELTHRINTNDLT — X RN A TH A
MOT =2 RN T 74NV FOFFEZBEMT L LR, ax7 Ty Fe—7
JAZBE L CHEASNDHINEZBAD T T A N —PNEEINDH LD ITHERR LR T
IR DR VWRICHET D, HilE., AT —% OIUEZ S/NRICI 2 FIERE
ELTT TAN—RELRYE L, o7 — & TERB el a1, Y%7 —
S EROENT — 2 IZB#EM T DNTEREEZ B ICEELT 50 DORIKN G2 5

38 GDPR, Article 5(1)(c).
GDPRE555%(1)(c)s
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72.

NDZELEMRTDEIIRFTORNETH D, A= =R —ERXT a1 F
—NEDE T —HREAA TYA R OT —Z RN T 7 0 MTHEE LD
DOV TEAERpIER 2nd 2 &id, ERROCHE =0T TV r—var 7
RN Z—ZE > THRTH D TREEND D,

Certain general practices, described below, can also help mitigate the risks to the rights and
freedoms of natural persons associated with connected vehicles®.

Fo. UTFTHAT LWL 20 0—RRIEITH, 2x7 7y FE—2 LT
L HRNOHERMEOBABIZHT DU A7 2B SE D 5%,

2.4.1 Local processing of personal data

BN T — & DB N T O Bk

73.

In general, vehicle and equipment manufacturers, service providers and other data
controllers should, wherever possible, use processes that do not involve personal data or
transferring personal data outside of the vehicle (i.e., the data is processed internally). The
nature of connected vehicles however does present risks, such as the possibility of attacks
on local processing by outside actors or local data being leaked by selling parts of the vehicle.
Therefore, adequate attention and security measures should be taken into account to
ensure that local processing shall remain local. This scenario offers the advantage of
guaranteeing to the user the sole and full control of his/her personal data and, as such, it
presents, “by design”, less privacy risks especially by prohibiting any data processing by
stakeholders without the data subject knowledge. It also enables the processing of sensitive
data such as biometric data or data relating to criminal offenses or other infractions, as well
as detailed location data which otherwise would be subject to stricter rules (see below). In
the same vein, it presents fewer cybersecurity risks and involves little latency, which makes
it particularly suited to automated driving-assistance functions. Some examples of this type
of solution could include:

—RIZ, R OEERDO A —T— =R T F— TN ZEDMDT —H
BEEFIL, FTRERIRY . AT —F Z b WEER, XX E@E S ~DOEANT — 4
DB A DR (DFED | T =2 PHEmN THERDLND L 9 74) BiRGiEEFI
THRETHD, LNLERERG, ax77y RE—7LVOWE L, BHlN TORER
WDSINEBDAT 2 EARN DI EBE 2520 S alietE. XUTXHEm O 2 RE T 5 2 LIZ X
D EENOT — 2 NIRRT 2 e ED Y A7 NFEET D, LI -> T, HiliN
TOBRBNPEBMANIZ & EF D KO HRT D72 DO 28 I OV 2 T E )
BEINDHRETHD, £97T52L T, =2—F—IZx L THLOEAT — & DM
—OSERIERERIET D E WO FIEN BT 6 IfL, ERHIT — X BRI S
BVREBTORT = RN E—IZ R 5T —F OB EYITHZ L TT T A —
~DOY AT % [NATFTHA T BT HZ & d, MxT, ERT—%, XX
JUIRAT 24 L <IZZDMOESATAICEET 27 =2 R EDV VT 4 TRT— 4,
FOARRKTHIULE Y k& e — V3 D R EFEMRLET — 2 2Bk 5 Z
EHARBIZR D (LLTEZROZ L) , FRRICHANN—EX 2T DU 273D
L ERVAT U NS W, BHEME S TOEEESHRIERE ICRHICE L TV D,
ZOEDFROBNNTIRO G DR H 5,

LI eco-driving applications that process data in the vehicle in order to display eco-driving advice
in real time on the on-board screen;

Ta FIAZICETLELBEBBEICY TN F A LATERT DD, T—F %

39 See as well European Data Protection Board, Guidelines 4/2019 on Article 25 Data Protection by Design and by
Default, Version 2.0, adopted on 20 October 2020 (hereinafter - “Guidelines 4/2019").
F 72 [RIARIZEDPB, 55255k 7 — Z{RENA THA VK OT —ZRENSA T T 4V MZEHTLHA RIA4

04/2019] .
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applications that involve a transfer of personal data to a device such as a smartphone under
the user’s full control (via, for example, Bluetooth or Wi-Fi), and where the vehicle’s data are
not transmitted to the application providers or the vehicle manufacturers; this would include,
for instance, coupling of smartphones to use the car’s display, multimedia systems,
microphone (or other sensors) for phone calls, etc., to the extent that the data collected
remain under the control of the data subject and is exclusively used to provide the service he
or she has requested;

(Bluetooth°Wi-FiZg EZ ML T) Av— 7+ EOa—F—RNERTEHRT S
TNAANMANT =2 EBE L, DOBEMOT —FZNT SV r—rarorang
F—XFHBHE A — I — IR INeWT 7 r—a v, Flzid, A~— 7%
VEBET A AT VLA, VT AT 4T VAT A, @O~ A 7 (T O
BoY—) LORTLLONPFE L, WESNDT =BT —F EEROEHTIT L
EEY, T—FERNERT L —E2AZRMETD7DICOAFIHEIND b D,

in-vehicle safety enhancing applications such as those that provide audible signals or
vibrations of the steering wheel when a driver overtakes a car without indicating or straying
over white lines or which provides alerts as to the state of the vehicle (e.g., an alert on the
wear and tear affecting brake pads);

LZeMamO LT 7Y r—a T BIAE BEEMESEH S TICMOR
ZIBWEE D T OBRELITRo THREZEX DRI, BFEFEZRTLINEL
SIHEONY FVEREBIELT7 ) r—rar, XE WX 7r—%3y RiZ
R R TSRS L) HFOREZELET 57 7Y r—r a3,

applications for unlocking, starting, and/or activating certain vehicle commands using the
driver’s biometric data that is stored within the vehicle (such as a face or voice models or
fingerprint minutiae).

B PNICRAE S VTV D BIEH OAKRT — & (BT EFRAIE T L, RO RN
R7RE) ZAliV, BElOw y 7 ZEERT 5, =Y mET L5, KO T —E
DHEW A~y R EET572007 7 r—ya v,

74. Applications such as the above involve processing carried out for the performance of purely

personal activities by a natural person (i.e., without the transfer of personal data to a data
controller or data processor). Therefore, in accordance with art. 2(2) GDPR, these
applications fall outside the scope of the GDPR.

FROLS T TV = a rO5E, BRANTE > TGHEFHIRR 2 T2 217 9 12
DIZT =2 BB bID (DFE VAT —F N7 — 2 EE I T7 — 2 WBE B
RS NRY) o LTER- T, IS DT Y r—3 3 ViXGDPRE2S:(2)ITHEVY,
GDPROE A& TH %,

75. However, if the GDPR does not apply to the processing of personal data by a natural person

in the course of a purely personal or household activity, it does apply to controllers or
processors, which provide the means for processing personal data for such personal or
household activities (car manufacturers, service provider, etc.) in accordance with recital 18
GDPR. Hence, when they are acting as data controller or data processor, they must develop
secure in-car application and with due respect to the principle of privacy by design and by
default. In any case, according to recital 78 GDPR, “When developing, designing, selecting
and using applications, services and products that are based on the processing of personal
data or process personal data to fulfil their task, producers of the products, services and
applications should be encouraged to take into account the right to data protection when
developing and designing such products, services and applications and, with due regard to
the state of the art, to make sure that controllers and processors are able to fulfil their data
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protection obligations”.*® One the one hand, it will enhance the development of user-centric
services and, on the other hand, it will facilitate and secure any further uses in the future
which could fall back within the scope of the GDPR. More specifically, the EDPB recommends
developing a secure in-car application platform, physically divided from safety relevant car
functions so that the access to car data does not depend on unnecessary external cloud
capabilities.

LU 5, HANI L » THBHZ R 21T 4 U F RN O T2 DOImFRIZ BN T
ITONDENT —Z OBFNTH L7280, EDOEAH MK L TGDPRAYMH S 417
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il ERROFHT 3586, €DL 908, V—EXRNT 7Y or—29 20
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ZDPAFE AR L, )7 TGDPRODI H XIS 72 5 FIREME D & 5 fREY 7R T — & D
Wbz RE, R o2 2C22A 9, L0 EKMICE 21X, EDPBIL, H
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76. Local data processing should be considered by car manufacturers and service providers,
whenever possible, to mitigate the potential risks of cloud processing, as they are
underlined in the opinion on Cloud Computing released by the Article 29 Working Party.*
FORMEEMENRER LI/ TV RarvEa—T o V7 ICETIERTHRIASh
TWbHEOIC, HEFEA = —KPY—E X7 a M X —k, 77U Rk 5Tk
WIZHE D BER 72 U A7 BT 2 7217 — ¥ Z M) BN TRl 9 X 5 it
HRETH DY,

77. In general users should be able to control how their data are collected and processed in the
vehicle:
—RANZ, LLFOFERIZLY . BEOT —Z BHEmN CIE S v, Bffvbin % )71k
Ha—P—NEHTELL2THRETHD,

information regarding the processing must be provided in the driver’s language (manual,
settings, etc.);

RN T A 1E R (v=a 70 RERLE) NEEREOMASFE TRk Z L,

40 For more recommendations on privacy by design and privacy by default see also Guidelines 4/2019.
TITAN—=RATHA RS T AR =T 730 MZBET 2 ZOMOEIEIZBE L TIL THA K
74 2:04/2019] LMD &,

41 Article 29 Working Party — Opinion 5/2012 on Cloud Computing; https://ec.europa.eu/justice/article-
29/documentation/opinion-recommendation/files/2012/wp196_en.pdf.

WOMEEME., (/T Y Rarv v a—TF 4 v 7ICBd %5 E/05/2012]
https://ec.europa.eu/justice/article-29/documentation/opinion-recommendation/files/2012/wp196_en.pdf.
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the EDPB recommends that only data strictly necessary for the functioning of the vehicle are
processed by default. Data subjects should have the possibility to activate or deactivate the data
processing for each other purpose and controller/processor and have the possibility to delete
the data concerned, taking into account the purpose and the legal basis of the data processing ;
EDPBIZ, #IHIRRE TN DT —F %, HIHEREIC R (Z ML BE R T — Z DR RE
THEIBET D, 7T—FERIT, T BN OHBROEEE S T LT
T2 DB NEHH TN T D ENTERITINE by, EloT7—F FEK
X, T—FZ ORIV O B R VERRILABE L, M%7 — ¥ ZHETERITIER
SRAYAN

data should not be transmitted to any third parties (i.e., the user has sole access to the data);
T—=ANEZFICBImEINRD (DFD, T—FXIIT 7 BATEX 22—V —|Z[R
ETDH) &,

data should be retained only for as long as is necessary for the provision of the service or
otherwise required by Union or Member State law;

Y— B R OB LB e B SUFEUTES U < I3NBEE oo E L TERR ST 2 i
WZBRY T =2 MR frahd 2 &,

data subjects should be able to delete permanently any personal data before the vehicles are
put up for sale;

B3 I SN DN T —# FERBMEANT —F 28 RITHETE DT L,

data subjects should, where feasible, have a direct access to the data generated by these
applications.

ARERGAICIE, T2 ERN N7 T r—v a KV ERER DT — X1
BT 7 EATELLIICTH &,

78. Finally, while it may not always be possible to resort to local data processing for every use-
case, “hybrid processing” can often be put in place. For instance, in the context of usage-
based insurance, personal data regarding driving behaviour (such as the force exerted on
the brake pedal, mileage driven, etc.) could either be processed inside the vehicle or by the
telematics service provider on behalf of the insurance company (the data controller) to
generate numerical scores that are transferred to the insurance company on a defined basis
(e.g. on a monthly basis). In this way, the insurance company does not gain access to the
raw behavioral data but only to the aggregate score that is the result of the processing. This
ensures that principles of data minimization are satisfied by design. This also means that
users must have the ability to exercise their right when data are stored by other parties: for
example, a user should have the ability to delete data stored in the systems of a car
maintenance shop or dealership under the conditions of art.17 GDPR.

BEIZ, ORI ONWTT —F OHEHNTORBORNEIZATRETH D &1k
RESLWbOD, AT Uy FRE ] Z2EATE 568620, FlxiE,
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DOVIZTVRT 4T A P —ERADTa A F—=BEh S kbbb, ZDXH7k
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TR INTZA T ~OT 7B RARETE D, UKD, T —FHE/MEDJRHIA
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2.4.2 Anonymization and pseudonymization

P4 b M DM 4a 1t

79.

80.

81.

If the transmission of personal data outside the vehicle is envisaged, consideration should
be given to anonymize them before being transmitted. When anonymizing the controller
should take into account all processing involved which could potentially lead to re-
identification of data, such as the transmission of locally anonymized data. The EDPB recalls
that the principles of data protection do not apply to anonymous information, namely
information which does not relate to an identified or identifiable natural person or to
personal data rendered anonymous in such a manner that the data subject is not or no
longer identifiable®’. Once a dataset is truly anonymized and individuals are no longer
identifiable, European data protection law no longer applies. As a consequence,
anonymization, where relevant, may be a good strategy to keep the benefits and to mitigate
the risks in relation to connected vehicles.

BNT — % OEMN~OBEENEE SN LH5E, BisHcT — 2 2 EA LT 52 &

T ORETH D, HEHEIL, BEAT DERIIL, ERMNTEA LS T —
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As detailed in the opinion by the Article 29 Working Party on anonymization techniques,
various methods can be used - sometimes in combination - in order to reach data
anonymisation®.

PEACHIEIZBE T 2 29RFER OB IR I N TWD L HI1L, T—FDE
b E T DD S TR Y (RIS AGHLEC) FIHT2Z LN TX 5%,

Other techniques such as pseudonymization* can help minimize the risks generated by the
data processing, taking into account that in most cases, directly identifiable data are not
necessary to achieve the purpose of the processing. Pseudonymization, if reinforced by
security safeguards, improves the protection of personal data by reducing the risks of
misuse. Pseudonymization is reversible, unlike anonymization, and pseudonymized data are
considered as personal data subject to the GDPR.

IR D H % T 2 7 OISR FTRE /e 7 — # BB & SN WIGE N
KETHDHZ EE2ZFBFETL BKA LM EoMmoBES T — 2 OBV 64T
U A2 Zi/PRICHIA 2BT12720 5 %, AR, ZRE B EORGEREIC XL
DT S AL, REEHO Y 27 B S, AT —Z OR#ELxm LS5,
RAAITEAAL L IZR RV TR TH Y | (R4 b ST — Z IXGDPRAYE T S h

42 See GDPR, Article 4 (1) and Recital 26.

GDPRODFAS (1) K O\HI LB 26 A B RO Z &

43 WP29 - Opinion 05/2014 on Anonymization Techniques; https://ec.europa.eu/justice/article-
29/documentation/opinion-recommendation/files/2014/wp216 en.pdf.

F295E TS, TEALEEICET 52 R.05/2014] . https://ec.europa.eu/justice/article-
29/documentation/opinion-recommendation/files/2014/wp216_en.pdf.

44 GDPR, Article 4 (5). Enisa report on December 03, 2019:
https://www.enisa.europa.eu/publications/pseudonymisation-techniques-and-best-practices.

GDPRZEA55(5), 2019412 H 3 H DEnisailis5 £, https://www.enisa.europa.eu/publications/pseudonymisation-
techniques-and-best-practices.
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2.4.3 Data protection impact assessments

T — 2 PR s B

82. Given the scale and sensitivity of the personal data that can be generated via connected
vehicles; it is likely that processing - particularly in situations where personal data are
processed outside of the vehicle - will often result in a high risk to the rights and freedoms
of individuals. Where this is the case, industry participants will be required to perform a data
protection impact assessment (DPIA) to identify and mitigate the risks as detailed in art. 35
and 36 GDPR. Even in the cases where a DPIA is not required, it is a best practice to conduct
one as early as possible in the design process. This will allow industry participants to factor
the results of this analysis into their design choices prior to the roll-out of new technologies.
aAxX7 7y FE—=27 & LTRSS DEANT —F OB KL OBMMEZ B 83
L& FRMENT —Z BEE SN TR O D RGUZ BN T, B DME AN OHEF K&
OCHBEASDEWI AT ERESELBENNHLGENZ N, ZO%E, ¥R0o%
N IE. GDPREE3S R M UVFI6RTH LS HEL TWD LT, VAT ZKE L,
RIS 5 72T — & (BT (DPIA) 23 T 20 E N H D5, DPIANSKLE L
SNRNGAETYH, REHEROM) RV TOPIAZ FAT T2 2 ENRBEE LW
BITTHD, EROSMEIX. £57T 52 LT, Fridhrz BT 510 E D3R
DEPETYHEIMHERE MV AL Z LN TE D,

2.5 Information

(F

83. Prior to the processing of personal data, the data subject shall be informed of the identity
of the data controller (e.g., the vehicle and equipment manufacturer or service provider),
the purpose of processing, the data recipients, the period for which data will be stored, and
the data subject’s rights under the GDPR™.
T =2 ERIE, AT =2 BEHDILLRNC, T — 2 EHE (B 2 X H L OB R
DA =T =3I —E AT a N ( F—) OHE, BHRWOBER, 7—Z% OBSHE .
T— X DRIFE S DM, K UGDPRIZHE S 7 — & EROHEFNCEIT 28 2%
2%,

84. In addition, the vehicle and equipment manufacturer, service provider or other data
controller should also provide the data subject with the following information, in clear,
simple, and easily-accessible terms:

AT, HEROEIRDA =N —, P—E AT m A F— IZOMOT — 2%
HET, T BRI L, UTOBEREZPARE T, 5T, 2ORHIIT 7 EAT
AN TRUET H2ETH D,

[1 the contact details of the data protection officer;

T — AR T ¢ P — DS,

LI the purposes of the processing for which the personal data are intended as well as the legal
basis for the processing;

TEINTWABEAT —Z OB\ D B H & O OB O LR L,

LI the explicit mention of the legitimate interests pursued by the data controller or by a third

45 GDPR, Article 5 (1) (a) and 13. See also Article 29 Working Party, Guidelines on Transparency under Regulation
2016/679 (wp260rev.01), endorsed by the EDPB.

GDPREESSE(1)(a) L V1355, F7-. Hi205E¥Ee.  THIHI2016/67912 35 < BAMEICET A H A K5
4] . WP260rev.01. EDPBAZRbEBMD = L,
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party, when such legitimate interests constitute the legal basis for processing;
IEN 2R %2 T — 2 OB OERILE T 256, Y%7 —F EHE I =%
PSSR % 1E 4 72 FAR ~DAME 7R F Mo

the recipients or categories of recipients of the personal data, if any;

b LdbiuE, AT —F OESHE UTEGE O,

the period for which the personal data will be stored, or if that is not possible, the criteria used
to determine that period;

ZOENT — 2 PRLE R S DI, T, TN RARER & &1, 2o H %
RTET DT2DOIZHW DD LY,

the existence of the right to request from the controller access to and rectification or erasure
of personal data or restriction of processing concerning the data subject or to object to
processing as well as the right to data portability;

BANT —=Z~D7 72A fHNT —Z OFTIEXITHZE, XE, 77— % EREBEART
LB OHIRE EHE N DD Z & BRI DR %, B T3 L TR
IR DMER], NS, T—HR—FE VT 1 OMFIDGFETDH L,

the existence of the right to withdraw consent at any time without affecting the lawfulness of
processing based on consent before its withdrawal where the processing is based on consent;
T =2 OB WBFEEICESIGE . ZORMEIRTOREIZEES < Bk W omE M
WEZ 5252 WOTHRIELZRMIEIT MNP FETDHZ L,

where applicable, the fact that the controller intends to transfer personal data to a third
country or international organisation and safeguards used to transfer them;

ZUT LA BEENEAANT — 2 28 S EIEERBEICRE T 5 2 L2 TE
LTWDEWIFRRE, KD, T—F 2B 57O AT IREHE,

whether the provision of personal data is a statutory or contractual requirement, or a
requirement necessary to enter into a contract, as well as whether the data subject is obliged
to provide the personal data and of the possible consequences of failure to provide such data;
ZOENT —Z ORMENHIEE LB L VIR LOBEETH 2080, XX, 2K
ERERE T DERICMEREMETH L 0EN, WS, T—F EERZDEAT—Z D
REDORB LA DED, KO, TOT7 —ZORMEEZ L2 WGEEIZAEL ) DRERIC
DUV,

the existence of automated decision-making, including profiling that produces legal effects
concerning the data subject or similarly significantly affects the data subject, and meaningful
information about the logic involved, as well as the significance and the envisaged
consequences of such processing for the data subject. This could particularly be the case in
relation to the provision of usage-based insurance to individuals;

T2 ERICEAT DERNIREZRAESE D, L, 7T —F ERIH L TREROEKR
REBERIET w774 ) TG0, BEIWRIREDFETHZ &, o, £
DREIZEEN TV DR, W, BEBRNDOT —F EE~OEEME KR OT —
ZERITET D LIESINDERICET L2EWROH D1, Ziuik, FricfE Az xt
G L L TR —2ABRR AR 2558128 TXED 5 5,

the right to lodge a complaint with a supervisory authority;

BB R BN i & HH ST C D MERL,

information about further processing;

BB BB M B3 2 16 i
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LI In case of joint data controllership, clear and complete information about the responsibilities
of each data controller.

HRFET =2 EHEOEEIIE, AT — X EHEDOELICE T WM oA g B

85.

86.

87.
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In some cases, personal data is not collected directly from the individual concerned. For
instance, a vehicle and equipment manufacturer may rely on a dealer to collect information
about the owner of the vehicle in order to offer an emergency road side assistance service.
When data have not been collected directly, the vehicle and equipment manufacturer,
service provider or other data controller shall, in addition to the information mentioned
above, also indicate the categories of personal data concerned, the source from which the
personal data originate, and, if applicable, whether those data came from publicly accessible
sources. That information must be provided by the controller within a reasonable period
after obtaining the data, and no later than the first of the following dates in accordance
with art. 14 (3) GDPR: (i) one month after the data are obtained, having regard to the specific
circumstances in which the personal data are processed, (ii) upon first communication with
the data subject, or (iii) if those data are transmitted to a third party, before the transmission
of the data.

AT =22, BRI HEANDERIE SN W —2bH D, Flx X, 3k
UMD A — T —1F, BAKFO B — KT VA Z o A —E A2 242 By CHH
DOFTAFICET 2 RENET D72 OICIRBISICHA G AR b D, 7 — X BB
EINTWRWEES, HELUHEGHRO A —T—, h—ERAT a4 — XIZD
o7 — 2 FEE L, Lo A, YEEAT =2 O, £OEAT —#
ERTEREL, KON ST 5%61%. ARBT 7 8 ARG R D Z O A
T DRIZEDINE D POERERTRT D, HEHERIL. GDPREF1AF(B)ITHEV,
T— X BG% OGN, L. ROBAOWTIMARWE FTICE
HEICEVREIARTE RS2, () ZOBAT —F BEdkbi b BARR
PRI A BREICAI, 7 —FBASH%IH DA, (i) 4547 — & EARIZH L THRAIO
BAR N 72 SV DI, Ui 4B N T — 2 D = FH BB SN 55612137 —
4 DIEHERA,

New information may also need to be provided to data subjects when they are taken care
of by new data controller. A roadside assistance service that interacts with connected
vehicles can be provided by different data controllers depending in which country or region
the assistance is required. New data controllers should provide data subjects with the
required information when data subjects cross borders and services that interact with
connected vehicles are provided by new data controllers.

Flo. FROT =2 EHE N T —Z EREZHEET 2581203, ZOBRITHIE#RZ
TS ERICRET DLENEL D D, B— FT7 VRS AP —EANLEL D
ERLHIBIZIS L. a1 7Ty FE—=I VT 50— K7 VA Z o A —E AR
IR T — A EHBRICL VRIS D, T ERDPERELZEZ D256, O
TS ERENLERERE T — 2 EERICRETXETHY, axs Ty FE—7
L EEET D — BRI T — A EEEICL VRIS,

The information directed to the data subjects may be provided in layers®, i.e. by separating
two levels of information: on the one hand, first-level information, which is the most
important for the data subjects, and, on the other hand, information that presumably is of
interest at a later stage. The essential first-level information includes, in addition to the
identity of the data controller, the purpose of the processing and a description of the data
subject’ s rights, as well as any additional information on the processing which has the
most impact on the data subject and processing which could surprise them. The EDPB
recommends that, in the context of connected vehicles, the data subject should be made
aware of all the recipients in the first layer of information. As stated in the WP29 guidelines
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on transparency, controllers should provide information on the recipients that is most
meaningful for data subjects. In practice, this will generally be the named recipients, so that
data subjects know exactly who has their personal data. If controllers cannot provide the
names of the recipients, the information should be as specific as possible by indicating the
type of recipient (i.e. by reference to the activities it carries out), the industry, sector and
sub-sector, and the location of the recipients.

T2 ERICER T SN L ERIT. BRI, DFEDIRO XD e TREE OB RIZS
JTRELL 5 5, BAERMIZIE, ETE-BEOKFHRE LT, 7—FEEITL > Tk
HEERERE, KIS, AL IIROEE CRLERTN DRI 5, F—
BEIE oA HIL, T2 EEEOH TN A, B0 B LT — & EIROHE
RO, WNZT —F FRASDEEP RO RE RPN OT —Z FRIZE - T
REFTH LR DPRRVER W VWoTlod b 5B MNEHRZ &1, EDPBIX, =3
77y RE—=2Z /ML, 7= EERMEROF —-RRE T, 2ToOTFT—2IEEIC
BT 2FRZALINDIRETHDL LBELTWD, FH2RFEETSOERHMEC
BI04 R4 ViZi#Elicsn s Lo, BEHEX 7— ?E% kof%%
BROH L, BFEICET S fai’é&%%@ﬁ%m%f&;éo FERRIZIZ, 7T —Z EER
HOOBAT —Z 2 RATHELZEMITHDLZENTEDLE I, —HQK\ lipgE S 40
RANDZHUTHEYT D, BEHENISEHEORAZIRA CERVESICE, (BUSH
MERTDIEIIE KT D2 LIk D) BUFE O, ER. PEEM L OPEZERD
MO TAIX Sy, ROBSEOFEMAZRT 72 E, TE H[RY BARMRIEREERT
XX ThD,

88. The data subjects may be informed by concise and easily understandable clauses in the
contract of sale of the vehicle, in the contract for the provision of services, and/or in any
written medium, by using distinct documents (e.g., the vehicle’s maintenance record book
or manual) or the on-board computer.

T —H ERIL, R TONY 0T WREIC L Bl OB ERE, — 2O

DEFIEFEOHR TR/ EHLLIEL B2, EfoORSFiiaEs L<d~v=a2T7 172
E) MXEFEZFER L 2AL0OFEREARO T TEMI D0, ITHEH=T B 2—
F—rFHATHZ EICIDBHMSND D,

89. Standardized icons could be used in addition to the information necessary, as required
under art. 13 and 14 GDPR, to enhance transparency by potentially reducing the need for
vast amounts of written information to be presented to a data subject. It should be visible
in vehicles in order to provide, in relation to the planned processing, a good overview that
is understandable, and clearly legible. The EDPB emphasizes the importance of
standardizing those icons, so that the user finds the same symbols regardless of the make
or model of the vehicle. For example, when certain types of data are being collected, such
as location, the vehicles could have a clear signal on-board (such as a light inside the vehicle)
to inform passengers about data collection.

T =2 FRITHR L, GDPR%137K&@%14*@E1¢“6% 2 W IR IF AR 2
EVMEZ @D D720, WRZREOEMIZ L D IEREZIRRT D LB 2 B ERIT
%L\@Embt74:/%ﬁ%?é;&ﬁ%i%héfﬁ%ﬁo%ﬁéhfné
T =2 OEARIZE U, BRI e CHIME IR rTRe e B 2 1R UL 2 72 DI, Hil
Wfﬁnfﬁé%®&¢méf%é EDPBIZ, —+— ' —73 8] O R RAE AU B
BRARLKFEILERSEZBICT 2L, YT A a0 M bd 2 2 &L OBEEMEZ 8

46 See Article 29 Working Party, Guidelines on Transparency under Regulation 2016/679 (wp260rev.01), endorsed
by the EDPB.

F295 M. THIRI2016/67912 23 < EMMEICBAT 5 A4 KT 4 > ) . WP260rev.01, EDPBK#X
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2.6 Rights of the data subject
T — & EROHEF

90.

91.
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Vehicle and equipment manufacturers, service providers and other data controllers should
facilitate data subjects’ control over their data during the entire processing period, through
the implementation of specific tools providing an effective way to exercise their rights, in
particular their right of access, rectification, erasure, their right to restrict the processing
and, depending on the legal basis of the processing, their right to data portability and their
right to object.

B} OB R D A — ﬁ~ F—eERT e — WNZEDMDT — &Mﬁ%m\
T — X FEROMER], FHZT 78 A, FTIE, WHE, B ORI FROMER], [ON0al:)E74
%®&Mﬁ%_mbf7 ZAR—2 VT ¢ OMHEF| L NG %ﬁmé%ﬂ% T —
B BRI FANHERATHE CTE 5 L 9 R FEEA 2 2 BERN Yy — NV EE AT 5 Z
EICEVEHRV OB OEEEZBEL TTF — % ERICL DB COT — % OFEHROIEHE
ZHHRETH D,

To facilitate settings modifications, a profile management system should be implemented
in order to store the preferences of known drivers and help them to change easily their
privacy settings anytime. The profile management system should centralize every data
setting for each data processing, especially to facilitate the access, deletion, removal and
portability of personal data from vehicle systems at the request of the data subject. Drivers
should be enabled to stop the collection of certain types of data, temporarily or permanently,
at any moment, unless there is a specific legal ground that the controller can rely on to
continue the collection of specific data. In case of a contract that provides a personalized
offer based on driving behaviour this may mean that the user as a result should be reverted
to the standard conditions of that contract. These features should be implemented inside
the vehicle, although it could also be provided to data subjects through additional means
(e.g., dedicated application). Furthermore, in order to allow data subjects to quickly and
easily remove personal data that can be stored on the car’s dashboard (for example, GPS
navigation history, web browsing, etc.), the EDPB recommends that manufacturers provide
a simple functionality (such as a delete button).
REDELE LR DD, 7uT7 7 A )VEBRV AT LEFRIEL | FrE OEIRE
DUFHZEARAEL DD, D, HLEREP VO THORSGICHCD T T A N —RE
EEBRTELLICTHRETHD, BT m 7 7 A NVEBE AT AT, FIC, 7
— X EEROBERIZIGC T, AT —FDOT7 78R, HE AT LANDLDHEE
(deletion) . HIE® (removal) . X ONKR—X B U T 4 BREFHIZTEH Lol B
WNT =2 EOT —AREE—NNCE L HDIREThHDH, BEHENT — X OINLE
DOz IE4{E L 9 5 K 9 RFE OIERRILA W6, ERAH 23R, — & OFE
BT — 4 OWEL — R SUIEARNAFIETEDL L OIZTH & ThDH, b LE
HATEREEN O/ X— Y T4 XENT P — R 2 RMT 20 TH 2546, BRI
(Za— =R e O RR S 2T 7 72 2 B FREER B 5, Ziuh
ORERRITEMNTEBINDIRETHLbOD, (FHT IV r—variilo)
BIAFEEZN LT —F ERICREET 2 2L BAMETH L L EXBND, S HIT,
EDPBIE, T — 4 EARNHEDO K v v a R — RIBEF SN TV D RN S 2 AT
—4% (GPSTE T —va @ik, v=T77 T 0 TIEERE) 2t ulroKx 51T
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92. The sale of a connected vehicle and the ensuing change of ownership should also trigger the
deletion of any personal data, which is no longer needed for the previous specified purposes
and the data subject should be able to exercise his or her right to portability.
£, aXTT v RE—27 VORFER N DHOFTAHEDLEFIRHZBW T, LR
DRFEDHMIDTDD, RELRSTMHANT —F ZHE LTI by, Iz
T, T—HERTYER, R—F VT 1 OHEFOITENFTRETH 5 & Th 5,

2.7 Security

R

93. Vehicle and equipment manufacturers, service providers and other data controllers should
put in place measures that guarantee the security and confidentiality of processed data and
take all useful precautions to prevent control being taken by an unauthorized person. In
particular, industry participants should consider adopting the following measures:
HE R O D A — B —, —ERT B Z— W EDOMDOT — X EEFIL,
ko %7 — % DR R O L RAET DR EiE L 5 X&ETH Y | HERD
RO L DEEMTONRNE ST, WL AR TUHELZHLLNET
b, FHZ, EROSMEIX, ROXKREH LD L IBRFTTRETH D,

O encrypting the communication channels by means of a state-of-the-art algorithm;
BAEMmROT VT X LEZFHA L GRET ¥ 3rVER ST 52 L,

[ putting in place an encryption-key management system that is unique to each vehicle, not to
each model;

BRI < FHEBBICEA O SEE I AT AZEATH I L,

O when stored remotely, encrypting data by means of state-of-the-art algorithms;

HAMARET DG, RO TN T R L& ffio TF—H gk 2 &,

O regularly renewing encryption keys;

s A EHIRICE R 5 2 &,

L protecting encryptions keys from any disclosure;

582 W DB R bIRET 5 Z L,

L authenticating data-receiving devices;
T A ZGHEBEORBIE AT LEHANTH &,

[1 ensuring data integrity (e.g., by hashing);
(N TafbRBITRY) T2 OERMERRTHZ L,

1 make access to personal data subject to reliable user authentication techniques (password,
electronic certificate, etc.);
HANT—F~D7 78R, BEEOHLESE (NNAT— R, B2 L) 12X2
a—HP—FRREERIT D 2 &,

94. Concerning more specifically vehicle manufacturers, the EDPB recommends the
implementation of the following security measures:
FRICHB)HE A —J—ICB LT, EDPBIX, LA FTORZEEAHELEANT DL O BE
ERAR

L partitioning the vehicle’s vital functions from those always relying on telecommunication
capacities (e.g., “infotainment”);
HU O RS FEE MR L HHBEEREICEREKFEL VD (17171
AL TR ED) BKENLOEET S Z &,
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O implementing technical measures that enable vehicle manufacturers to rapidly patch security
vulnerabilities during the entire lifespan of the vehicle;
H &) A — 7 — 2N ] Ot I 2RI o7z o TEREE EOMgs iz Ny
FHEYUTHZEEFREICT D &0 2B EOXRAEAT L Z L,

O for the vehicle’s vital functions, give priority as much as possible to using secure means of
communications that are specifically dedicated to transportation;
W OERR FE MR ICE LTIk, AERNCEE IR T b e Bl E FE A
FIAT 2 aMmNBREsEL 2 L,

O setting up an alarm system in case of attack on the vehicle’s systems, with the possibility of
operating in downgraded mode®’;
HEDO Y AT ARBESNBHEICFOZ L EMLE LB AT AT 5 -
b TOBRICHBDOY AT L E AL — R LiEE— FTEESE S Z & A AHE
RHDETDHI LY,

[ storing a log history of any access to the vehicle’s information system, e.g. going back six
months as a maximum period, in order to enable the origin of any potential attack to be
understood and periodically carry out a review of the logged information to detect possible
anomalies.

BAEM BB DR RICE L CEfE L, E-EEORBMEZ RN T 5 BTkl
TG E EWIMICHER T 272012, BIZIXRE T ARIETHY . HFOFHRS A
FLNDT IR 2ADu JTIRER R 5 2 L,

95. These general recommendations should be completed by specific requirements taking into
account the characteristics and purpose of each data processing.
FR—EEEE, T2 B EORER O EZ B E LT REE OB X0 #fi5E
FRETHD,

2.8 Transmitting personal data to third parties

BNT — & DF=F~DBHx

96. In principle, only the data controller and the data subject have access to the data generated
by a connected vehicle. However, the data controller may transmit personal data to a
commercial partner (recipient), to the extent that such transmission lawfully relies on one
of the legal bases stated in art. 6 GDPR.
aAX7 7Ty FE—=Z MRV AERENDT —ZIZT 7B ATE 201FFAIE LTF
—HEHE LT X ERORTHD, LLens, T—2EHET, AT —#
DA HGDPREF6 SR HUE S 4V D IERVIRML O W T AN EED WL R G EITRY |
WELT — X HPEEN e — b — (BUSE) ITBIEL 5 5,

97. In view of the possible sensitivity of the vehicle-usage data (e.g., journeys made, driving
style), the EDPB recommends that the data subject’s consent be systematically obtained
before their data are transmitted to a commercial partner acting as a data controller (e.g.,
by ticking a box that is not pre-ticked, or, where technically possible, by using a physical or
logical device that the person can access from the vehicle). The commercial partner in turn

47 Downgraded mode is a vehicle operating mode ensuring that the functions essential for the safe operation of
the vehicle (i.e., minimum safety requirements) would be guaranteed, even if other less important functionalities
would be deactivated (e.g., the operation of the geo-guidance device can be considered as non- essential, as
opposed to the braking system).

ZO o7 L— Ranlzt— Rk, thoBEBEMEORWEERE (BIZIX7 L—F X7 AL F8 ey oF
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98.

becomes responsible for the data that it receives, and is subject to all the provisions of the
GDPR.

EDPBIE., HmfEM T —& (B IXET/V— . BEERAZ A V) OEBIEZER L.
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The vehicle manufacturer, service provider or other data controller can transmit personal
data to a data processor selected to play a part in providing the service to the data subject,
provided the data processor shall not use those data for its own purpose. Data controllers
and data processors shall draw up a contract or other legal document specifying the
obligations of each party and setting out the provisions of art. 28 GDPR.

HEIEA = —, =27 a S F— IZDMoT—2EHE T 7—4F
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2.9 Transfer of personal data outside the EU/EEA
8N\ 7 — & DEU/EEASM~D R iin

99.

100.

When personal data is transferred outside the European Economic Area, special safeguards
are foreseen to ensure that the protection travels with the data.
ANT — 2 DBERMBRFEHSMNC IR SN D56, 7 —F ORGEDMERF S D L O
T 2 72O e R B 258 D MBI TR I D,

As a consequence, the data controller may transfer personal data to a recipient only to the
extent that such transfer is in accordance with the requirements laid down in Chapter V
GDPR.

fimm & LTI, 7 — 2 EFHE L, AT — % OBIEAGDPRESFHEIZED Lo H
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2.10 Use of in-vehicle Wi-Fi technologies
B Wi-Fifipir O H]

101.
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Advances in cellular technology have made it possible to easily use the Internet on the road.
While it is possible to get Wi-Fi connectivity in a vehicle through a smartphone hotspot or a
dedicated device (OBD-II dongle, wireless modem or router, etc.), most manufacturers offer
nowadays models that include a built-in cellular data connection and are also capable of
creating Wi-Fi networks. Depending on the case, various aspects must be considered:
BT —HIFOEAIZ LY | ETHICA X =Ry NERGICHRIAT D Z LA FTEE
(Z7polz, AN — M7 ORy b ARy MEREXITHGFEHLEE (0BD2 K7
NV, BRRET AT —F =72 L) & U CHm N TWI-FifEft 2 N2 95 2 &I
ARETHD DD, KFDA—I—TBUE, A NT —Z ke &R L. 2
D, Wi-Fixy NV —7 ZEETEX HHEAIREL TWD, TNEND T — AL
U CEERZ2 M &2 B[ L7 T U7 b e,

1 The Wi-Fi connectivity is offered as a service by a road professional, such as a taxi driver for

its customers. In this case, the professional or his/her company might be considered as
an internet service provider (ISP), hence be subject to specific obligations and restrictions
regarding the processing of his / her clients’ personal data.
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1 The Wi-Fi connectivity is put in place for the sole use of the driver (at the exclusion of the

driver and his/her passengers). In this case, the processing of personal data is considered
to be purely personal or household activity in accordance with art. 2(2)(c) and recital 18
GDPR.

- EIEFOARDRFNHT D200 (B & EORIEEOWEDPFIAT 256136k
<) Wi-FigEmERENHEH SN TV DI 5EE, Zo54a, AT —F OB,
GDPR5255(2)(c) &« UNGDPRAIT L5 18I HE - 7o fliF IC RARI 2247 2 X R IEN O T
L ThDHERRIND,

102. In general, the proliferation of Internet connection interfaces via Wi-Fi poses greater risks

to the privacy of individuals. Indeed, through their vehicles, users become continuous
broadcasters, and can therefore be identified and tracked. In order to prevent tracking, easy
to operate opt-out options ensuring the service set identifier (SSID) of the on-board Wi-Fi
network is not collected should therefore be put in place by the vehicle and equipment
manufacturers.

—MRIZ, Wi-FiZ It LicA 2 —Fy MERiA 2 — 7 = — ADORIE R KX, {H
ANDTFTA N =T H VAT OEREBNTND, 2—HF—F, EEIZITAH
D HL 238 U T2 585 O WTIZR 0 . L7en - T, mal S, BB S 9
Lo TR, BHIESND0OEETEOIIC, H#HWI-Firy hT—7 O —E 2%k
> REAIT- (SSID) DMNEE S 720 KD MR~ < | BENRE S ikRefE 1L AT
3 U HE BB RO O A — I — 3T & Th b,

3 CASE STUDIES
A RABT 4

103. This section addresses five specific examples of processing in the context of connected
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vehicles, which correspond to scenarios likely to be encountered by stakeholders in the
sector. The examples cover data processing that requires calculating power which cannot
be mobilized locally in the vehicle, and/or the sending of personal data to a third party to
carry out further analysis or to provide further functionality remotely. For each type of
processing, this document specifies the intended purposes, the categories of data collected,
the retention period of such data, the rights of data subjects, the security measures to be
implemented, and the recipients of the information. In the case some of these fields are not
described in the following, the general recommendations described in the previous part
apply.

AREITIE, aX27 Ty FE—27 MCEET 527 —Z Bl O Lo O BARGI 2 Btk 5 .
IBIE, BEERDAT — 7 RN E—PEET 2 ARMEO WY T U ARG L
EbOThD, ZNOOFEFICIE, HFEANTEN T 20 LUV O EREN PN LE
EINDT —FDORFNEO/ UIMENT —F 2 FH=FIZEE L., oD%
1T ML E B2 o2 ERICRIET 2 5 — A b EBEND, ATA FF7 4T
E, ENENORRCOFM T LIz, FEINTWDEM, NEINLT —F DOFE
B, YT — X ORI, 7 — % EEOHER], BAIN NS LLEIREE, &
OMEROBAGEEZYFLT 5, ZAHDHEAO—HRLLT Tl SN TW WG EIZ
X, ATECHMB L —EERH TLE 5,
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104.

The examples chosen are non-exhaustive and are meant to be indicative of the variety of
types of processing, legal bases, actors, etc. that might be engaged in the context of
connected vehicles.

BIE SN FONIMEEN R b DO TIE RS, ax7 Ty FE—=2 VIS L 9 5846
7R AR ORI VERIRIL, 1TA TR EoMAG ARSI LA BRI E LTV D,

3.1 Provision of a service by a third party

Sopes —

B AL A — e A0t

105.

Data subjects may contract with a service provider in order to obtain added-value services
relating to their vehicle. For example, a data subject may enter into a usage-based insurance
contract that offers reduced insurance premiums for less driving (“Pay As You Drive”) or
good driving behaviour (“Pay How You Drive”) and which necessitates monitoring of driving
habits by the insurance company. A data subject could also contract with a company that
offers roadside assistance in the event of a breakdown and which entails the transmission
of the vehicle’s location to the company or with a service provider in order to receive
messages or alerts relating to the vehicle’s functioning (e.g., an alert on the state of brake
wear, or a reminder of the technical-inspection date).

T—Z EEN, A COEMZEET L AIMEEY — XA 2% 0T 5720l — XY
BNA X — BT D560 05, Bz, 7 —F FERITFHAN— 2R R &
fifE L9 D, MBIl ETHESN DR CER ( DEITEREBEEIRRR) ) X
X RAFAEER TE) ( DEERITENEE AR ) (S L. BEERBREI S RS D &
FRFIC, PRIRSHIC L A EEEEOBERNNE L 725, o, T — X BEMR, HO
BRI R 7o — R 7 S AR o A — AT 5K L | Bl O E % Y%
TEICBIET 25423 0RN /K SEE. T Bl2IE7 L—F OEREIRREIZEE
L HLIFEMSERBOY v A X —72 L) HEOBKERIZEET 5 A vtE—
VELLFEBELEEZET LD AT oS X =L BTG ELH D,

3.1.1 Usage-based insurance

AHA— AR R R

106.

107.
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“Pay as you drive” is a type of usage-based insurance that tracks the driver’s mileage and/or
driving habits to differentiate and reward "safe" drivers by giving them lower premiums.
The insurer will require the driver to install a built-in telematics service, a mobile application
or activate a built-in module from manufacturing that tracks the miles covered and/or the
driving behaviour (braking pattern, rapid acceleration, etc.) of the policy holder. The
information gathered by the telematic device will be used to assign the driver scores in order
to analyze what risks he/she may pose to the insurance company.

EATRRMEEEN N ORER) 13, B O BT O SJUTEEEE 2B L, [
R7e) HEERE A L. OCRBRE 2 BT 2 Frilit e 52 2 I — 2R LRR oD —
HTh D, RS, EATHERER O JUIRBREKE OEIEITE) (7 L—F D)
T, BINERE) BT O OICHEFMNT LT 4 A e P ERERET D
D EARNANT TN r—=a kA A M= D0 ATRIERFZ IS S LT
HWHUEY 2 — NV EEETHZ L Z2ERTICERT D, TL~7 4 v Z7HEEIZIDIL
L INDIERIT, EEEDMRBBALZED L 9 A7 ZA T SE D 20% 00T
2 B CTHEEE IEIEA 27 250 Y THOICHH N5,

As usage-based insurance requires consent under art. 5(3) of the ePrivacy directive, the
EDPB outlines that the policy holder must have the choice to subscribe to a non-usage-based
insurance policy. Otherwise, consent would not be considered freely given, as the
performance of the contract would be conditional on the consent. Further, art. 7(3) GDPR
requires that a data subject must have the right to withdraw consent.

MAR—= AR 1T T T A N —FFHESRBNCESSRENLE L SNDH T
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3.1.1.1 Legal basis

ILHTIRAL
108. When the data is collected through a publicly available electronic communication service

(for example via the SIM card contained in the telematics device), consent will be needed in
order to gain access to information that is already stored in the vehicle as provided by art.
5(3) ePrivacy directive. Indeed, none of the exemptions provided by those provisions can
apply in this context: the processing is not for the sole purpose of carrying out the
transmission of a communication over an electronic communications network nor does it
relate to an information society service explicitly requested by the subscriber or user.
Consent could be collected at the time of the conclusion of the contract.
ANRIZHIHATRE e B FEE T —EXAZ2 0 LT (BlxIXTLv~7 4 7 AE#EICEEN
LHSIMA— REHLT) T—E2BNIESNLIGE, e/ T4 N —fBHSEREICH
ESIND LD ICHEBICBEICRFE SN TV D ERA~OT 7 A2 ET HICIEFRE%E
BOVEND D, T 95 Lier—ATIE, RFHEIZED ARG ONT S EH S
R, DED . MBI, BFEER Y MU — 7 20 LT2IE(E OEE & FET
THZEDAHRZHNET HHOTITRL, o, MAZ T2 —F— 5B eI 2
REIntFdatar — R CEET 2 DO TH ARV, FEIR, BRORERICZE S
ZENFRETH D,

109. As regards the processing of personal data following the storage or access to the end-user’s

terminal equipment, the insurance company can rely on art. 6(1)(b) GDPR in this specific
context provided it can establish both that the processing takes place in the context of a
valid contract with the data subject and that processing is necessary in order that the
particular contract with the data subject can be performed. Insofar as the processing is
objectively necessary for the performance of the contract with the data subject, the EDPB
considers that reliance upon art. 6(1)(b) GDPR would not have the effect of lowering the
additional protection provided by art. 5(3) of the ePrivacy directive in this specific instance.
That legal basis is materialized by the data subject signing a contract with the insurance
company.
BHEFEFIZIBNT, RRSHIR, = R — P —Ohi KRR ~ O PR A T Y s
~DOT 72 AL EANT —Z OBER\ICB LT, GDPREE65:(1)(b) & ARIL & %
ZEMNTED, 2L, 7—# ERLE OFRREANTEE L TEZ IRV M Thh
L&, OT = EREDYFENEIBITT D2 OICYZ RN BLETH D =
E DM RREFHNBVFETE D Z &KL D, EDPBIX. T — X Rk DR
M ZBITT 272 DICHZ RPN EBAIC LI TH HR Y | GDPREE65%(1)(b) & 1R
WELTH, UHFFEOEHIZB N Te TA N —HAESFRBIT LV BESH
LIEMPIREZ G & T ORRICIT R bRWnEE X 5, YkIERLX, 7 —% &
R RE A E ORINTEAL T H T LI E VD NET %,

3.1.1.2 Data collected
WEXHGF—%

110. There is two types of personal data to be considered:

BEANREENT — Z TR OBFAET D,

0 commercial and transactional data: data subject’s identifying information, transaction-
related data, data relating to means of payment, etc.;
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BlG EDT—F « T2 EEOSeER, WoIBEET — 2 R TR
DT —HIRE,

[ usage data: personal data generated by the vehicle, driving habits, location, etc.

FERARGLT —%: HEIC LV ERSNDEAT —F EEEE, ERE,

111. The EDPB recommends that, as far as possible, and given that there is a risk that the data

collected via the telematics-box could be misused to create a precise profile of the driver’s
movements, raw data regarding driving behaviour should be either processed:
EDPBIX, T L~T 47 A+ Ko7 AN L TNEIN DT — ¥ NIELEE OB
BAETRTIEMER 70 7 7 A VEERTH2HMNTERIN ) 2R bBE L., EEETH)
BT 24T =2 MmN T ONWT DO IFETEW S L 5 #ET 2.

L inside the vehicle in telematics boxes or in the user’s smartphone so that the insurer only

accesses the results data (e.g., a score relating to driving habits), not detailed raw data (see
section 2.1);
RBRESAHEDFEMR AT — 2 TIER < BRICET 27 —2 (Bl 2 1 3EEE 15 2 B
THRAT) WZRELTT Z7®ATDH LS, A7 —HIFEMICHEHINZT L~ T
A7 ARy 7 AR Fa2—P—DA~— 7 5 VN TOLEWH S (.16 %51
Dz k),

or by the telematics service provider on behalf of the controller (the insurance company) to
generate numerical scores that are transferred to the insurance company on a defined basis.
In this case, raw data and data directly relating to the identity of the driver must be separated.
This means that the telematics service provider receives the real-time data, but does not know
the names, licence plates, etc. of the policy holders. On the other hand, the insurer knows the
names of policyholders, but only receives the scores and the total kilometres and not the raw
data used to produce such scores.

X, BEHE (BRBREt) ofRbVICTL~T 47 A2« =L 2D T /(=)
BEARA a7 2 AEK L, FrE ORI CRIRSMICBEET 5, 2086, A7 —4
CHEERE OH ICEERRT AT — X IEmBE L i iE e sy, 2k, T Lv
TA TR —ERDOT AN Z—=DMTIE, VINVEA LT —FE2TETHHD
D, RBREEORL, BEHEOBRGFE SR EFMLINBRNI L2EKT 5, i
5T RS OMITIE, REREHEDORAIZDP>TVDEHDOD, A a7 LELT
LA X oz 00, Y%A 2T 24T 270 S ET—4
ECTADN VAN

112. Moreover, it has to be noted that if only the mileage is necessary for the performance of

the contract, location data shall not be collected.
é%K\%%%Eﬁfét (ZHEATIEBED BB GAITIE, MLET — & 2[R
LTCHERB2WRICHERT 2 MERH 5,

3.1.1.3 Retention period

RIFHIfET

113. In the context of data processing taking place for the performance of a contract (i.e.

provision of a service), it is important to distinguish between two types of data before
defining their respective retention periods:

ZROEIT (DF D —ERADORM) ODITIThiLd T —% OB OLEITIE,
QDT —Z HXHIL, ZNENDOT —F DREFEHIMZREST 52 ENEETH
2o

0 commercial and transactional data: those data can be retained in an active database for the

full duration of the contract. At the end of the contract, they can be archived physically (on a
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separate medium: DVD, etc.) or logically (by authorisation management) in the event of
possible litigation. Thereafter, at the end of the statutory limitation periods, the data shall be
deleted or anonymised;

FEG| LT —% © ROt BEih o7 — 2 X=X RFTE D, dFa
(272 5 ATREMEIC 2. SRR DK TR M3 T — # % (DVD7e £ ORI DL EBIARIZ) W)
BMICRE T 50, Xt GRRET 7 B RAEH U AT AR 2TZ) T —HX—RIZT
—Z L LTIRETDZENTE D, i, 1EEDHIRE DI 7RIS, 7— X
FEET 20 XTEAET 5,

usage data: usage data can be classified as raw data and aggregated data. As stated above, if
possible, data controllers or processors should not process raw data. If it is necessary, raw data
should be kept only as long as they are required to elaborate the aggregated data and to check
the validity of that aggregation process. Aggregated data should be kept as long as it is
necessary for the provision of the service or otherwise requested by a Union or Member State
law.

BERRBLT — & AR T — 213 BT EERN SN T X LI TE D,

3.1.14

EROK I, T2 EHHE ITLBEE TET —Z 2Bk 5> ~& Tidewn, &
T2 a2 WO MLER D DGEE. BT —F ORIFITENT — 2 2B L. HUi%E
RIHFE OGN Z HERR T 2 12 DI E R HIRICIRE T ~E Th D, BRSNZT —
ZiE, —E 2O LI XEUE IR E o ENIETER STV D
BIFNZIRE L TIRAFT & ThH D,

Information and rights of data subjects

T 4 LA DGR O F— 2 FELEDEF)

114. Prior to the processing of personal data, the data subject shall be informed according to art.

13 GDPR, in a transparent and understandable way. In particular, he or she must be
informed of the period for which the personal data will be stored, or if that is not possible,
the criteria used to determine that period. In this last case, the EDPB recommends to adopt
a pedagogic approach to emphasize the difference between raw data and the score
produced on this basis, stressing, when it is the case, that the insurer will only collect the
result of the score where appropriate.

T =2 ERIE, AT —Z BRI D ENT, GDPREFIZFRITHEY Y, HFLIR T
BLTEIERH O, B LT WHIETHAZZ T 5, FF2, ZOAT—& 7
RAESNDWIM, X%, ZENDAARER & &1L, ZOHMZRET H72DITHN S
NDHEMELE T — & BRICHI L Ee 5720, %E 054G, EDPBIX, #%4 T
HEAIE. BRRAIITEE AT A a T OEO L EFIET D - L AR Lo
D, BT X AT —HEIRIEREND A 3T L OEWERE YT, HEW:
SO FEEED L OBET D,

115. Where data are not processed inside the vehicle but by a telematics provider on behalf of
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the controller (the insurance company), the information could usefully mention that, in this
case, the provider will not have access to data directly relating to the identity of the driver
(such as names, licence plates, etc.). Also, considering the importance of informing data
subjects as to the consequences of processing of their personal data and the fact that data
subjects should not be taken by surprise by the processing of their personal data, the EDPB
recommends that data subject should be informed of the existence of profiling and the
consequences of such profiling even if it does not involve any automated decision-making
as referred to in art. 22 GDPR.

T PNEENTEREONT, BEHE RBR2H) oRbYViIcTL~T7 427 R -7
B NA X —=IZ X VBN D56, YL a3 X —3, TEEEF O 5 I R
THT7—4% (R4, BEEREESH) ICT7 7 BERATERVWEOIERZREET 5 Z
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116.

117.

3.1.1.5

118.

119.

T EARIZHAT 2 BEEELOT —Z ERPIEH O AN T — X OB E %
EPNTIER B 7RNE W) FHEEZZE L, EDPBIL, GDPREE2L2LTELIN TS
IO MBI SN EBERREZMEY LOTIERWEATYH, Yu77 A0 7 0OfF
EROEE T T 7 A ) TORRICE L TF—4 BRICHAT S X 5 #8545,

Regarding the right of data subjects, they shall be specifically informed of the available
means to exercise his or her right of access, rectification, restriction and erasure. Since raw
data collected in this context are provided by the data subject (through specific forms or
through his or her activity) and processed on the basis of art. 6(1)(b) GDPR (performance of
a contract), the data subject is entitled to exercise his or her right to data portability. As
emphasized in the guidelines on the right to data portability, the EDPB strongly recommends
“that data controllers clearly explain the difference between the types of data that a data
subject can receive through the rights of subject access and data portability*.”
T—HEEWT, T EEROHEFNCE L, FrZT 7B X, FTE, HIR, XKOIHEED
MR ZATHE T 2 72 DI W RE R FERICB L CRI 221 5, 29 LI —A TN
LINDET—HIF, FHEDOT7+—LXET — ¥ EEOEHZE L) 7 —XE
RICE D REBES . 2OGDPRAF6S(1)(b) (RAIDELT) ITE SV THH DI D -
D, TFERIL, T—FR—F VT ¢ OWREITETE D, TR —ZEY
T4 OHEFNCET DA T4 TSN TS K512, EDPBIX, [F—5 4
KR EH DT 2 XfERNT —Z N —XE 7 DIFEF 76 TIRFETES 7 —4
DFFIHDFELIZ DT, T — X EBLEPIIEICHIT T 5L 0] BREVET D,

The information can be provided when the contract is signed.

T, SRRIMEREHICIRME T 2 Z L S FRETH B,

Recipient:

Ve

The EDPB recommends that, as far as possible, the vehicle’s usage data should be processed
directly in telematics boxes, so that the insurer only accesses the results data (e.g. a score),
not detailed raw data.

EDPBIE, TREASFIC K 27 7 ¥ ZADFHEMRAET — 2 TIE R FHERICET 57 —4
BIZIFER=T) ICRESND L DT, WS, Bl ORI T — 2 OBl % B

BTL~T 47 A Ry 7 ANTITO L2 EIET %,

If a telematics service provider collects the data on behalf of the controller (the insurance
company) to generate numerical scores, it does not need to know the identity of the driver
(such as names, licence plates, etc.) of the policy holders.

TUIT AT AP —ERADT O A X —PNPEA 2T 2ERT DO EHE
(tRBr=tt) OROVICT—Z ZIET D56, UL 7 m A A X —ITRBREENE T
b2 EIEHEO (R4, BEHEREESRED) Ftx i H BT,

3.1.1.6  Security:

120.

ety -gi

General recommendations apply. See section 2.7.
—REVENR D TIEE D, F27HIZSZROZ L,

48 Article 29 Working Party, Guidelines on the right to data portability under Regulation 2016/676, WP242 rev.01,
endorsed by EDPB, p. 13.
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3.1.2

Renting and booking a parking space

BEHS OFH M O T

121. The owner of a parking place may want to rent it. For this, he/she lists a spot and sets a price

3.1.2.1

122.

123.

124.

3.1.2.2

125.

3.1.2.3

126.
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for it on a web application. Then, once the parking spot is listed, the application notifies the
owner when a driver wants to book it. The driver can select a destination and check for
available parking spots based on multiple criteria. After the approval of the owner, the
transaction is confirmed and the service provider handles the payment transaction then
uses navigation to drive to the location.
BEHIGOmAEENENEZHE L LIEWESRNH 5, YZBENDD, By A
. U= TV r—=varaefiv, BHEOFAT OEESDO Y X P EIER L, %
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2%, BRI, HAUHIA IR U, 5O EIEIZ IS TR FT6E 72 Bl 5 2 fife il
T&E 5, TAEEOERBEBFZIC, BBINHERI I, —ERXT7 13 X —3 Rk
Il ZH FEsr— g EREE > TEOLINIHET 2,

Legal basis

LT IRAL

When the data is collected through a publicly available electronic communication, art. 5(3)
of the ePrivacy directive applies.

ARICHHAFRERE FBEEZ N LT —BNEINDIGE, e/ 74 —fa
FSRE)PEHAIND,

Because this is an information society service, art. 5(3) of the ePrivacy directive does not
require consent for gaining access to information that is already stored in the vehicle when
such a service is explicitly requested by the subscriber.

IR —ERATHLTD, e/ TA N —FEHHSREB)TIE, D LD
R —EAPMAFIZ LD BREICER SN D5A IR L, BElIZBEICRFES LT
DIEWA~DT 78 2 BT HBRICREEZ5 D K 9 RKD TV,

For the processing of personal data and only for data necessary for the performance of the
contract to which the data subject is party, art. 6(1)(b) GDPR will be the legal basis.

AT =2 ThHY, »OF—F EERNYEE THLIRNOBITICNE R T —Z 2[R
2 BRI DWW TIE, GDPREE6%(1)(b) 23 Ha% Bl N DIERIRILIC 72 5.,

Data collected
REZXHES T —X
Data processed includes the driver contact details (name, email, telephone number, vehicle

type (e.g. car, truck, motorcycle), license plate number, parking period, payment details (e.g.
credit card info) as well as navigation data.

kb7 — 213, EERE OEKSEOFEM (K4, EFA—/L, Eilfks) &
WO CGRME, FT v 7 A— AR E) | BEERERE . BEAHIRH, ®’
EIEOFM (7 LYy Mh— RERRLE) | KOTFesr—var7—2a28T,

Retention period
IR1FHIE]
Data should be retained only as long as it is necessary to fulfil the parking contract or

otherwise as provided by Union or Member State law. After that data is either anonymized
or deleted.

BERLEL O BATIC B2 I, SUFEVIES L I EOENIEICHRE S 5
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SNDMUTHEESND,
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3.1.24

127.

128.

Information and rights of data subjects

T E FIRADIFERIEILR N7 — 5 FIRDHEF

Prior to the processing of personal data, the data subject should be informed according to
art. 13 GDPR, in a transparent and understandable way.

BT — % Z B4l 9 #iilZ, GDPREFI3SRICHEV . Uikl WCBI L TEIMER & U |
B LW HIETT — & BRI L T e 5700,

The data subject should be specifically informed of the available means to exercise his or
her right of access, rectification, restriction and erasure. Since the data collected in this
context are provided by the data subject (through specific forms or through his or her
activity) and processed on the basis of art. 6(1)(b) GDPR (performance of a contract), the
data subject is entitled to exercise his or her right to data portability. As emphasized in the
guidelines on the right to data portability, the EDPB strongly recommends “that data
controllers clearly explain the difference between the types of data that a data subject can
receive through the rights of subject access and data portability”.
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3.1.2.5Recipient:
i e S

129.

In principle, only the data controller and the data processor have access to the data.

T=2IIZT AT L0, FRAIE LT, T—HFHE LT LA RGN D,

3.1.2.6  Security:

130.

LR E P
General recommendations apply. See section 2.7.

—REV SRS I E D, F2.78i 2SO &,

3.2 eCall
eCall (BRE1ER)

131.

132.
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In the event of a serious accident in the European Union, the vehicle automatically triggers
an eCall to 112, the EU-wide emergency number (see section 1.1 for further details) which
allows an ambulance to be sent the place of the accident promptly according to Regulation
(EU) 2015/758 of 29 April 2015 concerning type-approval requirements for the deployment
of the eCall in-vehicle system based on the 112 service, and amending Directive 2007/46/EC
(hereinafter - “Regulation (EU) 2015/758").

WM E SN CE R FH A Z Lica ., 1128 — 2 X 2F|H L 7zeCall il >
AT LB E D 12O OFAGERREO ZHIZEE 45 KO $5472007/46/ECZ UIET
% 201544 H 29 H O #HLHI(EV)2015/758 (LU THIHI(EVU)2015/758] ) 29V, Hi%E
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eCallZ HE)HYIZFIE L. ZHIC KV BB HEDFSHIIC WIRESNDZ & &7
Do

Indeed, the eCall generator installed inside the vehicle, which enables transmission via a
public mobile wireless communications network initiates an emergency call, which is either
triggered automatically by vehicle sensors or manually by the vehicle occupants only in the
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event of an accident. In addition to activation of the audio channel, the second event
triggered automatically as a result of an accident consists in generating the Minimum Set of
Data (MSD) and sending it to the public safety answering point (PSAP).

FRS, HEEPICHEE Sz eCal B EHEE 1L, ARBEVABERE R Y NUV—7 20
LIERELZTRIZCT 2D TH Y, UEBLERIL, FHEOBELZGEIRY &
Mt —Ic L) BEMICEE SN0 THEmESICEL Y FEITEBIND, &
FOREIME, FHOBELHIC, /T —FE>y F (MSD) Z4&KL, £k
Bt ¥ — (PSAP) [ZEET 2D LWV o BB OEENBEIMICE Z 5,

3.2.1 Legal basis
TERIAR AL
133. Regarding the application of the ePrivacy directive, two provisions have to be considered:
e/ TANY—HETOEMICEL, FETOROZOOBREEZBRT DLEND D,

art. 9 regarding location data other than traffic data which only applies to electronic
communication services;
BT — B RO R S H B RET — 4 S ORLE T — 2 IR B AR 59

ESS

art. 5(3) for the gaining access to information stored in the generator installed inside the
vehicle.

B NICERE SN R EEEICRESNL TV DAER~DOT 7 A EZRIGT 57200
[+ H55%(3).

134. Despite the fact that, in principle, those provisions require the consent of the data subject,
Regulation (EU) 2015/758 constitutes a legal obligation to which the data controller is
subject (the data subject has no genuine or free choice and will be unable to refuse the
processing of his/her data). Hence, Regulation (EU) 2015/758 overrides the need of the
driver’s consent for the processing of location data and the MSD. %°
INbOREIX, JFAL, F—F EROREZZEMHE LTV 5H08, #HI(EU)2015/758
X, T EBRETICHEHA SNAENREZHET D (Zo%GhA, 7 —% BRICEE
DXITHHOBRN /2L, FLACOT =X OFHWEELSTERY) . DFD
HiHI(EV)2015/7581%, (iiET — & Mk OR/hT —4 &> b (MSD) OEHRWNZEIL T,
EEEE DR E 2152 BB SN D%,

135. The legal basis of the processing of those data will be compliance with a legal obligation as
provided for in art. 6(1)(c) GDPR (i.e., Regulation (EU) 2015/758).
INHOT — X OB OIERRILE, GDPREF6S(1)()ICHET HIEMNEE (OF
V. #HHI(EV)2015/758) %A E5FT 5 7o OICHEHRWV R MLERIGE L e D,

3.2.2 Data collected

NESNDT —F
136. Regulation (EU) 2015/578 provides that data sent by the 112-based eCall in-vehicle system
shall include only the minimum information as referred to in the standard EN 15722:2015

49|t has to be noted that Article 8-1-f of the Council negotiation mandate for the proposal for an “ePrivacy”
regulation does provide a specific exemption for eCall as consent is not needed when “it is necessary to locate
terminal equipment when an end-user makes an emergency communication either to the single European
emergency number ‘112’ or a national emergency number, in accordance with Article 13(3).”

[T Fa—F—2H13RE)IIHEV, H—oMMBLEHRE S [112%F] IENRELEHRESOWTHh
PCBTOBE AT o T2 BE, mAREEROMEZ RN T 572 DICHETH D) BEIXRELZG D HLER RN
e, TeZ T A" v—] BRIZE - BESZUMERMFEROFE8S(1)()IZ, eCallZ B3 2 Ky iE O FHERS
ZHUEL TWVDRICEE LRITHIEZR LR,
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3.2.3

‘Intelligent transport systems — eSafety — eCall minimum set of data (MSD)’ including:
BiHI(EV)2015/5781%, 112FeCallHifli o A7 AT KV XE SN HT —F X, FEMEEN
15722: 2015 [/& FEIEEACHE S AT I — eSafety — eCallig /N7 —%F ~ k (MSD) | T
ShkanTna oz, UTazal, R/ROBFHRICVET DL IBEL TV D,

the indication if eCall has been manually or automatically triggered;

FE X HE) CeCallSEE S 72/ E 9 DO FRIR,

the vehicle type;
H ORI,

the vehicle identification number (VIN);

TR RIS (VIN)

the propulsion type of the vehicle;

LI O IR E 75 2

the timestamp of the initial data message generation within the current eCall incident event;
%M DeCall FHHZBOHHNICEB T DN DT —F A v =V ERKEO X A LAH
>,

the last known vehicle latitude and longitude position determined at the latest moment
possible before message generation;

A =TS D FTREZRIR Y ELRT DR U CRIE S M O R HB LT
U D M OVRRBE,

the vehicle’s last known real direction of travel determined at the latest moment possible
before message generation (only the last three locations of the vehicle).

Ay — VPN ER SN D FTREZR R Y ELRT O RF R TR E S L7z Bl O (HIB LT
W5 FEBROHELT ST (B DR DALEI DT D7)

Retention period

PRAF I

137. Regulation (EU) 2015/758 stipulates that data shall not be retained for longer than is needed

3.24

for processing emergency situations. Those data shall be completely deleted when they are
no longer needed for that purpose. Furthermore, in the internal memory of the eCall system,
data shall be automatically and constantly deleted. Only the vehicle’s last three positions
can be stored, insofar as it is strictly necessary to specify the current position of the vehicle
and the direction of travel at the time of the event.

BLHI(EV)2015/7581%, BAFROBIH WIS LELRHM A2 B2 TTF— ¥ 2R F L2
EOMET D, TNOLOT—HIE, UZHN TAREIZR S T-R R TRAICIHET 5,
MAT, eCallyy A7 LOWERA E VITHET 57 — X IE A SEEHET 5,
HFE RIS D B OBUENE & OMAT H M 2 FFET 5 72 DI I nE & S
N DHEIPA T, Bl OFEDNEINFTOHERFTE D,

Information and rights of data subjects

7= EERASOIFRIEHE L T — Z ZAROHER

138. Art. 6 of the Regulation (EU) 2015/758 stipulates that manufacturers shall provide clear and
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complete information on data processing done using the eCall system. This information shall
be provided in the owner's manual separately for the 112-based eCall in-vehicle system and
any third-party service supported eCall systems prior to the use of the system. It includes:

HHI(EVU)2015/758 D 655 1%, A — W —ideCallv AT L& LTIt b T —#
DEFENZONWT, Bl TRAEREREZUET 2 X OBET 2, UZE®RIT. =il
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B AED f T, 112FeCallH# T 2T A TRV FbNHFERLOE =FV —E
Az & BeCallsy A7 A THY b D IER LB 2 IZH S, Y% A7 LA%2FH
THRNCIRAEEIN D, YZIERICIZLL T2 &L,

the reference to the legal basis for the processing;

B\ DIERIIRAILA~DF K,

the fact that the 112-based eCall in-vehicle system is activated by default;
112%eCallHLH 2 AT AQWIHIROE & L TREBI L TV 5 FE,

the arrangements for data processing that the 112-based eCall in-vehicle system performs;

112%FeCalliEd v AT ANFEITT DT — X OBHRWICEET 2 Bk o,

the specific purpose of the eCall processing, which shall be limited to the emergency situations
referred to in the first subparagraph of Art. 5(2) Regulation (EU) 2015/758;

eCalllZ L 2BV DRFED HIN & Zids, BHI(EV)2015/758 DHFE55R(2)DHE1S TE
IS TWLBEFEIREIND Z &,

the types of data collected and processed and the recipients of that data;

WS, BfbiL s T — % OFE IO Y% T — % OBGH,

the time limit for the retention of data in the 112-based eCall in-vehicle system;

112FeCallHif o 2T LRNITT — & DMELE S 5 TR,

the fact that there is no constant tracking of the vehicle;
HL O FRFIBR M T v O,

the arrangements for exercising data subjects' rights as well as the contact service responsible
for handling access requests;

T— 2 ERICEDHEFRITHEOBR O K NT — X EERPECOT —XIZT 7 AL
WG O IS A,

any necessary additional information regarding traceability, tracking and processing of
personal data in relation to the provision of a third-party service (TPS) eCall and/or other
added value services, which shall be subject to explicit consent by the owner and in compliance
with the GDPR. Particular account shall be taken of the fact that differences may exist between
the data processing carried out through the 112-based eCall in-vehicle system and the TPS
eCall in-vehicle systems or other added value services.

HEFYH—1 2 (TPS) 12K DeCallh— B Z KO/ A O AIMEE B — & 2 D4k
(ZBES D ANT — 2 OBHF eI REVERRRE. 1BBF, M OBERICHEZRBINE HR. 4
FMENT — % OBBNZOWTIE, 7 — X Pra & O PR RE OEAS, K O'GDPR~
DUEPLN TN & 72 5, 112FKeCall i AT ACTEITENDT — X BV &, F=F
P—EZ (TPS)  eCallHf P AT A IXZ DMMOFIIMIE Y — A TEITIND T —
ZEHRNE T, ZRNEL ) 2FELFFITEZE T L,

139. Furthermore, the service provider shall also provide the data subjects with information in
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accordance with art. 13 GDPR in a transparent and understandable way. In particular, he or
she must be informed of the purposes of the processing for which the personal data are
intended as well as the fact that the processing of personal data is based on a legal obligation
to which the controller is subject.

I, =B AT m A F—(X, GDPREFIZFKIHEVY, ZIENH Y | BE L
TWHIETHEBRE T —Z ERICRMET 2, FFl2, 72 EEKZT, BAT—ZOTE
SNTWLIHRWO B, KOEHE OIRY DIERFRFICESSEAT — 2 D3 Hk
PNLEFEIZEAL THAEZZ T RITIER B0,
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140.

141.

In addition, taking into account the nature of the processing, the information about the
recipients or categories of recipients of the personal data should be clear and the data
subjects should be informed that the data are not be available outside the 112-based eCall
in-vehicle system to any entities before the eCall is triggered.

Mz T, BRVOMWEEZERE L, [HAT —& ORSE UIREE OFRICE+ 5 1F
WITAfELR b D &L L, oeCall S B S 115 £ T, 112FeCall i > X T L DS D
W D ERICH T =PRSS 2 LTV R E T — X ERICHIT 5 & T
H5,

Regarding rights of data subjects, it has to be noted that since the processing is based on a
legal obligation, the right to object and the right to portability will not apply.

T2 FROHEFNZEA L. MR D ERFH 2 ARYLIC waét@\ﬁﬁ%L
ROMEFJROT —FR—=2 ) T 4 OHRPEH S NLRNWZ EICHET 20ER S
D,

3.2.5 Recipient:
S =

142.

143.

144,

The data shall not be available outside the 112-based eCall in-vehicle system to any entities
before the eCall is triggered.

eCall M ELEN XD F T1123FKeCallHE#H o AT L DA D W 5 FIRICH T — 2 342
filt vy,

When it is triggered (either manually by vehicle occupants or automatically as soon as anin-
vehicle sensor detects a serious collision), the eCall system establishes a voice connection
with the relevant PSAP and the MSD is sent to the PSAP operator.

eCall7y (BEM DR EIZ K0 Fi# TIUIHHE & o — 0N EHRAREZE 2 Mo LIRES B B
FIC) EBEISLD L. eCall AT AERHE T 5 B auEH o ¥ — (PSAP) LD F
FEEG AL L, /T — 4%y b (MSD) VYR EEH T ¥ — (PSAP) D
FRL—Z—ITEEIND,

Furthermore, data transmitted via the 112-based eCall in-vehicle system and processed by
the PSAPs can be transferred to the emergency service and service partners referred to in
Decision No 585/2014/EU only in the event of incidents related to eCalls and under the
conditions set out in that Decision and are used exclusively for the attainment of the
objectives of that Decision. Data processed by the PSAPs through the 112-based eCall in-
vehicle system are not transferred to any other third parties without the explicit prior
consent of the data subject.

I I, 112FeCall il v AT A% L TR S L, Bai@stE ¥ — (PSAP) |
LY EFbh DT —21%, eCalllc B4 2 FHif A5k Lzt D_mﬁ\#O&m
No 585/2014/EUICHIE SALTWAHERMIZE S E | FRETE L SN TV LAY —
EAROREY — B X IBIRCTE |, EFRED BB ZERT D72 DIZDOHFIH &
%&>1Q§&ﬂ$ﬁv%7b%ﬁbfﬂ B & — (PSAP) 12XV b
L7 =21, T2 FROMMERFRTORE R MO =F BRI D Z LTk
U,

3.2.6  Security
At

145.
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Regulation (EU) 2015/758 stipulates the requirements to incorporate into the eCall system
technologies that strengthen the protection of privacy, in order to offer users the
appropriate level of protection of privacy, as well as the guarantees needed to prevent
surveillance and abusive uses. In addition, manufacturers should ensure that the ecCall
system based on the number 112, as well as any other system providing an eCall that is
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146.

handled by third-party services or an added-value service, are so designed that it is
impossible for personal data to be exchanged between those systems.
BiHI(EV)2015/7581%, —F—ITkf LG Rk HED 7T A N —{R3, W ONTEEH
&@KE%%%%Cﬁ@K%%&%&%EZ%H%T774Av~%£%ﬁM?é
HifizeCally 27 MIMHAIATD EOEMFEZHET 2, S HIT, A—T—IF, 112%
eCall> 27 A, KO = — & X IAP I E S — & 22054 © fliDeCallffit o 2
T AT OWT, Fit b, MV AT AMTOEANT —F OLZLHINTE RV K D fElk
THRETh b,

Regarding PSAPs, Member States should ensure that personal data are protected against
misuse, including unlawful access, alteration or loss, and that protocols concerning personal
data storage, retention duration, processing and protection are established at the
appropriate level and properly observed.

Romlt 2 — (PSAP) ([ZBAL. MAENZ, AT —ZNEERT 7AW
AT R EOREMANORESND L 5. ETEHANT —F ORAFE, PR
M. B R OMREEIZ RS 2 FINEA E U 2K HE TN S 4, MUNCEEfL S D L9
BRI 2 & Th 5,

3.3 Accidentology studies
FilGHA

147.

Data subjects may voluntarily agree to take part in accidentology studies aimed at better
understanding the causes of road accidents and more generally scientific purposes.

T =2 ERIL, RBFRORR~OEMBERD D Z L2 A ET 5, 10 —&iic
FRFRI RO T OFEERAEICSINT 5 Z LICEEMICRET 22 L03H 5,

3.3.1 Legal basis
TERIRRHL

148.

149.
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When the data are collected through a public electronic communication service, the data
controller will have to collect the consent of the data subject for the gaining of access to
information that is already stored in the vehicle as provided by art. 5(3) of the ePrivacy
directive. Indeed, none of the exemptions provided by those provisions can apply in this
context: the processing is not for the sole purpose of carrying out the transmission of a
communication over an electronic communications network nor does it relate to an
information society service explicitly requested by the subscriber or user.
NRDOEFHBEV—EZLNLTT— &ﬁﬂ%éﬂéﬁA\? 4 PR N BT
BEICRF EN TV DIER~OT 7B A Z TG T 5720 je774ﬂ/ RS

RBNCHEEND L9 ITT7 — % EERORE & Bt ?“5)4%75%%5 oLl —
Z Tl FRBEIZED 2B HBRAOWT b EH SR, DFE D, HiRH I

BAEERY NV =7 2N LEEBEOFEEETTHILOLEHANETHHDT
3 <, o, MAFE X T2 —F =2 HHEICEDR S Lz il h— e 22 B
THHEDTHRRVY,

Regarding the processing of personal data and taking into account the variety and amount
of personal data needed for accidentology studies, the EDPB recommends the processing to
be based on the prior consent of the data subject according to art. 6 GDPR. Such prior
consent must be provided on a specific form, through which the data subject volunteers to
take part to the study and have his or her personal data processed for that purpose. Consent
shall be an expression of the free, specific, and informed will of the person whose data are
being processed (e.g., ticking a box that is not pre-ticked, or configuring the onboard
computer to activate a function in the vehicle). Such consent must be provided separately,
for specific purposes, may not be bundled with the contract to buy or lease a new car and
the consent must be as easily withdrawn as it is given. Withdrawal of consent shall lead to
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the processing being stopped. The data shall then be deleted from the active database, or
anonymized.

EDPBIE, AT —# OBV L, E - FHGHEIC LR AT — & O
KOEZZE L, GDPRE6SRIZEVT —F EEROFEFIORIEIZESET — & 2 Bk
DX OBET D, HMEFAIOREIL FFED T +— M XS RT TR S
TOMET A — LORRIZE D T2 FERIE, BEITYZHEICSINL., Y%
BEORAWIDTDICHCOEANT —Z BN D Z LICTEFEMICFEET 22 LIk
%o FEIZ., BZEFENCTFzy 2B A>TV RWNWTF 2y 7Ry 7 AZTF = v
=2 2T DN EM O Z BT O /DIl H#H i a B — A — AR ET D
E) T=EAREHbNAFICLD, HRIZRIh, FFESNTEY, 2oz
ZFTORATOERODFRTHLbD LTS, ZOLIREAEZ, HEOHMI L
BN B2 5N b D TRITIITZR ST, A EAILY — 2T 538K
FLOLHZ LIITERY, FEIX. 522556 L RREICESICREICE 2T
eI, [FEOME & RFHZ BB IFIESh D, 2ok, 7—213, B#F o
T A N—=2)bEHEINDS ), TEA LSS,

150. Consent required by art. 5(3) of the ePrivacy directive and consent needed as a legal basis
for the processing of data can be collected at the same time (for example by checking a box
clearly indicating what the data subject is consenting to).

e/ T AN —HNESFRBNC LV ER SN D REKRT — & OB O IERRL
ELTHELINAREIX BIZXT —FEERPFREL LD & LTV DHNEZ Y5
WCRTARY 7 AT =7 B2 ANDHZ EI2XY) | FFFICESGTHZ LR TX 5,

151. It has to be noted that, depending on the conditions of the processing (nature of the data

controller, etc.), another legal basis can be lawfully chosen as long as it does not lower the
additional protection provided by art. 5(3) ePrivacy directive (see paragraph 15). If the
processing is based on another legal basis such as the performance of a task carried out in
the public interest (art. 6(1)(e) GDPR), the EDPB recommends that the data subjects are
included in the study on a voluntary basis.
e TA NV BESRKENTHE SN D BMAREZ 5 TIFRWRY | BBV
M (F—2EEEOWE R L) TS U T, HOERRILA B#EVE IR T E 5 R
EETLORLERDL (NI 7T 715D L) , BIOERIL, Fl 2 T3
DFRSICTB N TIT LN D BEDOZFITO D OB (GDPRFI65(1)(e)) (ZHDW
TT—2 B Bbi %46, EDPBIX. 7 — % ERO AR 2 MERIZEK S &
ZOFEEZPENRIZEDODL L OBET 5,

3.3.2 Data collected
ESNDT —H

152. The data controller shall only collect personal data that are strictly necessary for the
processing.

T EHET BHRVICEE BB L SR OEANT — 2 IZIRE LIET %,

153. There are two types of data to be considered:

BT RE T — F TR OFFAET D,

I data relating to participants and vehicles;

BIE RO EmICEEST 57— 4

I technical data from vehicles(instantaneous speed, etc.).
BHENLEBONDIEWNT —F (BREEHERLE) |
154. Scientific research linked to accidentology justifies the collection of the instantaneous speed,

including by legal persons who do not administer a public service in the strict sense.
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155.

FHGERAIZ B D RAATHAE R, BERBER TALY — U R 2 L TR0k
NZEDbDbED, BREEET —Z OIUEZ IEX b 5,

Indeed, as noted above, the EDPB considers that instantaneous speed collected in the
context of an accidentology study is not offence-related data by destination (i.e., it is not
being collected for the purpose of investigating or prosecuting an offence), which justifies
its collection by legal persons who do not administer a public service in the strict sense.
FREO X ST, EDPBIE, FHGFHAICBEE L CUNE S D BRIENEEE 7 — 2 1%, Bk
WO HBY E, AIATABET — X Tidewy (0F VLT RO A IIFRE O H YT
EINTHRW) 720, BERERTARYS —ERZHE L THRWEANCZL DY
T — X OIURITIES LI B % D,

3.3.3 Retention period
PrAT 3 ]

156.

It is important to distinguish between two types of data. First, the data relating to
participants and vehicles can be retained for the duration of the study. Second, the technical
data from vehicles should be retained for as short as possible for the purpose. In this regard,
five years from the end date of the study appears to be a reasonable period. At the end of
that period, the data shall be deleted or anonymized.

QEFOT —ZERXNTHZENEETHDH, FIZ, ZMEKLCEBIZEES S
T2 ITHEO MM TE 2, BT, FHEHERN TOEGNOHEON LK
W7 — 2 ORI N ELS THXETH D, ZORIZEL, AEOKTHMND
SEMA Y MM L Bbin g, HEMEOKDVIC, T—X2ZHEET 20T
EAT D2 L,

3.3.4 Information and rights of data subjects
T —Z RSO RIEME R 0T — & ZROHEF

157. Prior to the processing of personal data, the data subject shall be informed according to art.
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13 GDPR, in a transparent and understandable way. In particular, in the case of collecting
instantaneous speed, the data subjects should be specifically informed of the data collection.
Since the data processing is based on consent, the data subject must be specifically informed
of the existence of the right to withdraw consent at any time, without affecting the
lawfulness of processing based on consent before its withdrawal. Moreover, because the
data collected in this context are provided by the data subject (through specific forms or
through his or her activity) and processed on the basis of art. 6(1)(a) GDPR (consent), the
data subject is entitled to exercise his or her right to data portability. As emphasized in the
guidelines on the right to data portability, the EDPB strongly recommends “that data
controllers clearly explain the difference between the types of data that a data subject can
receive through the rights of subject access and data portability.” Consequently, the data
controller should provide an easy way to withdraw his consent, freely and at any time, as
well as develop tools to be able to answer data portability requests.

T2 ERIEL, BMAT =2 PRBHOIND AN, GDPREFFIZFITHEV Y, ML M
BLTEIMERH Y, B LT WHIE T 2205, Frlc, BREEET —4 %
WET DS, Y%7 —FPEICEA L TF — % HRICBENICIA 21T 9 XE Th
D, T—HOBHRWRFEEZBILE T 5720, 7—F ERIX, TOMEIRIOREIC
HEOS PRV OEEMICEREE 525 Z L7e <. WOTHEEZRMIBIT 2R G
T 2 BOMAZAMICZ T 2T TR bR, E6IT, 29 Lic/r —ATIES
N7 =21k, FFEDT +—LXET — % EEROIEE 2B L T) 7 —F ERIZ L
ViRt X4, 2 DGDPREE6SR(1)(a) ([AIE) ICESWTHkbh b, 7 —4 &
WiX, 7—FR—=2 VT 4 OHFEITHETE D, T—FR—FE U T 1 DRI
B3 204 R4 THRISNTWD K HIT, EDPBIL, [ F—FENh P H DT
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D ERER N T — X =5 T DREF G0 U THRGETE S 7 — X DFFE D =R
(EDNT, T —FEPEDPWIREICHYT T 5L 5 8 EET 5, LT, 77—
ZEBEIT, T2 EENEHCOREZ VO THLHBICHEITE % X 5 RffiE )
EERME L, 7 — 2 R—F )T OERIIN LD ZEZAREICT D Lo Y
—IVERBETHRETH D,

158. That information can be given upon signing the form to agree to take part in the

accidentology study.
YA I, BRI BN 5 2 LIRS 5700 7 +— M BT D B
52 ENAETH D,

3.3.5 Recipient

et

159. In principle, only the data controller and the data processor have access to the data.

T=HIT 7 EATEL0IFFEAIE LTTF—2EHEROT — 2 WHEFIZRON D,

3.3.6  Security

f7geyEgE

160. As noted above, the security measures put in place shall be adapted to the level of data

sensitivity. For instance, if instantaneous speed (or any other data related to criminal
convictions and offences) is collected as part of the accidentology study, the EDPB strongly
recommends putting in place strong security measures, such as:

FREDOEDIZ, ELONLLEREHIEIL, 7T — % OO KEIZE D T
THZE, FlzIX, FEREO—RE UChREEE T —% CUIAIRAR L OYLSE
ITAIZEET o7 —4%) BINESNDLY6. EDPBIL, RO X 5 ZpiifE e %4
EHHEZHT 2 L oM EET 5,

O implementing pseudonymisation measures (e.g., secret-key hashing of data like the

surname/first name of the data subject and the serial number);

WAALHEE (B2, 7T —F EROUE A M) TNE SR EDT —F O &
N 7)) DEA,

storing data relating to instantaneous speed and to location in separate databases (e.g., using
a state-of-the-art encryption mechanism with distinct keys and approval mechanisms);

W AL EICBE T 27— 2 &2 (BI2IE, TN ENERRDIBEROKBEA =X
D EA Z T e DB FAE A T = XL EFIH L T) lx DOF —ZX—=2ZRA75T 5
N

and/or deleting location data as soon as the reference event or sequence is qualified (e.g., the
type of road, day/night), and the storage of directly-identifying data in a separate database
that can only be accessed by a small number of people.

B/ ITHEREL R D2 FER T —EOFES (EROFEHE, B/ K72 L) PREIN
W, NET —FEHEL, BEGRNFRRR T — 2 2D NBOBT 78 ATE 55
T — A R=RRFT D L,

3.4 Tackle auto theft

EEULRATSOPH

161. Data subjects may wish, in the case of theft, to attempt to find their vehicle using location.

Using location data is limited to the strict needs of the investigation and to the case
assessment by the competent legal authorities.

BECHEBR LG E, T ERBRMET -2 2o THEOEE RO &
LY LA NH D, (MET —Z OFEMIE, ERNTHERD & 2 4710 & 5HAE KO

Adopted 58

1



R R (M & SN DRI IRE SN D,

3.4.1 Legal basis
TERIFRHL
162. When the data is collected through a publicly available electronic communication service,
art. 5(3) of the ePrivacy directive applies.
NRICFIAFRRERE T EEV—EAZ N L TT — 2 BNEINDILAITIE, e/ T
A R — RS SRE) P S D,

163. Because this is an information society service, art. 5(3) of the ePrivacy directive does not
require consent for gaining access to information that is already stored in the vehicle when
such a service is explicitly requested by the subscriber.

CHIEREES T —ERATH LD, e 7 TA RN —FEHHSREB)TIE, £TD LD
R —EAPMAEIZ LD BFEICESR SN HGAICB L, BElIZBEICRfFS v T
DIEWA~DT 78 22 WG T HBRICREZ155 K 9 KD TW2Ruy,

164. Regarding the processing of personal data, the legal basis for processing the location data
will be the consent of the vehicle’s owner, or, if applicable, the performance of a contract
(only for data necessary for the performance of the contract to which the vehicle’s owner is
party).

ENT —Z ORI L, (LT — % 2Bl 5 72 O OERRILIE, Bl OfTa#H
IZEDFE, IS T 2561, ER0EIT (2720, HMOFTAHENYFE T
O HRKERITT DT DI T — X ODEHNICRS) L7225 THA A9,

165. Consent shall be an expression of the free, specific, and informed will of the person whose

data are being processed (e.g. ticking a box that is not pre-ticked, or configuring the on-
board computer to activate a function in the vehicle). Freedom to give consent involves the
option of withdrawing consent at any time, of which the data subject should be expressly
informed. Withdrawal of consent shall lead to the processing being stopped. The data
should then be deleted from the active database, anonymized, or archived.
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3.4.2 Data collected
WEENDT —#
166. Location data can only be transmitted as of the declaration of theft, and cannot be collected
continuously the rest of the time.
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3.4.3 Retention period

PRAFHIH]

167. Location data can only be retained for the period during which the case is assessed by the
competent legal authorities, or until the end of a procedure to dispel doubt that does not
end with confirmation of the theft of the vehicle.
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3.4.4 Information of the data subjects
T = FARA~DIEH

168.

169.

170.

171.

Prior to the processing of personal data, the data subject should be informed according to
art. 13 GDPR, in a transparent and understandable way. More specifically, the EDPB
recommends that the data controller emphasizes that there is no constant tracking of the
vehicle and that location data can only be collected and transmitted as of the declaration of
theft. Moreover, the controller must provide the data subject with information relating to
the fact that only approved officers of the remote-surveillance platform and legally
approved authorities have access to the data.
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Regarding the rights of the data subjects, when the data processing is based on consent, the
data subject should be specifically informed of the existence of the right to withdraw
consent at any time, without affecting the lawfulness of processing based on consent before
its withdrawal. Besides, when the data collected in this context are provided by them
(through specific forms or through his or her activity) and processed on the basis of art.
6(1)(a) (consent) or art. 6(1)(b) GDPR (performance of a contract), the data subject is
entitled to exercise his or her right to data portability. As emphasized in the guidelines on
the right to data portability, the EDPB strongly recommends “that data controllers clearly
explain the difference between the types of data that a data subject can receive through the
rights of subject access and data portability”.
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Consequently, the data controller should provide an easy way to withdraw his consent (only
when consent is the legal basis), freely and at any time, as well as develop tools to be able
to answer data portability requests.
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The information can be provided when the contract is signed.
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3.4.5 Recipients

Adopted
1

60



B
172. In the event of a theft declaration, location data can be passed on the (i) approved officers
of the remote-surveillance platform, and (ii) to the legally approved authorities.
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3.4.6 Security
LR P
173. General recommendations apply. See section 2.7
—IREVE DS D TIELE D, HBIEIZZMOZ &,

Adopted 61

1



